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" HISTORIA DEL SISTEMA UNIX .

* Unix se origind en los Laboratorios Bell AT&T, una de fas instituciones de
investigacion mejor -dotadas de los Estados Unidos, su historia es casi unica en
comparacion con otros sistemas operativos debido a que los avances son en gran
parte aportaciones de personas con ideas creativas singulares. La implicacion es que
los avances no han venido principalmente de decisiones burocraticas sino mas bien
directamente de las necesidades y creatividad de os usuarios. Esto sigue siendo cierto
hoy, 1o que hace del sistema UNIX uno de los jardines mas fértiles para la creacion de
nuevos conceptos en computacion. El sistema UNIX fue disefado por un grupo de
personas que eran representantes de AT&T en el desarrolic de una de las influencias
germinales en fa computacion moderna, el Sistema Operativo MULTICS, desarrollado
en MIT a finales de los sesenta.

Como uno de los primeros sistemas de tiempo compartidoc MULTICS incorpord
ta mayoria de ias ideas que aparecen en los sistemas muititarea actuales.
Desgraciadamente, MULTICS sufrid las consecuencias de su papel innovador y resulté
mucho mas complejo y pesado de |0 que era necesario. A finales de los sesenta AT&T
abandonod ia mayor parte de su participacion, en el proyecto MULTICS, dejando a un

grupo de personas con talento pero frustradas, con muchas ideas acerca de lo que un _

sistema en tiempo compartido deberia ser. -

Sin acceso al sistema MULTICS, estas personas se quedaron sin un Sistema
Operativo modermo con el cual trabajar, de modo que crearon uno nuevo. Los
disefadores Ken Thompson y Dennis Ritchie construyeron ei sistema basade en un

" disefto elaborado con Rudd Canaday. Pronto se les unieron J.F. Ossana y R. Morris.

Tras un periodo de discusiones, adquirieron una computadora DEC PDP-7 de
desecho y se pusieron a trabajar. Como muchos de los mejores proyectos, éste
comenzo con la creacién de un juego. Thompson y Ritchie desarrollaron un juego de
viaje espaciai para la PDP-7.

Después de esta experiencia crearon una nueva extructura de sistema de
archivos y un nuevo software que es muy similar al sistema de archivos modemos. Le
anadieron un entomo de procesos con planificacion y completaron el resto de un
Sistema Operativo rudimentario, El nombre UNIX pronto se aplico a os resuitados ya
que su trabajo fue una simplificacion del sistema MULTICS. El sistema ‘estuvo
operando sobre el PDP-7 a principios de 1970, y a mediados de esa década habian
pasado el proyecto a una maquina DEC PDP-11 de reciente aparicién.

Muchas de las ideas claves del sistema UNIX modemo estaban presentes en
las primeras implementaciones, incluyendo el sistema de archivos, la implementacion
de procasos y |a estructura de las lineas de orden aun utilizadas hoy en dia. ;
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La implementacion original fue codificada "en lenguaje ensamblador pero
pronto se desarrolld el lenguaje de programacion C dentro del grupo, empezando en
1971. El lenguaje C fue utilizado casi inmediatamente en la continuacién del desarrollo

del sistema UNIX, y en 1973 el nucleo se recodificé en C. Hoy sélo unas. cuantas

subrutinas del nucleo de alto rendimiento estan escritas en lenguaje ensamblador. Este
fue el primer intento de codificar un Sistema Operativo entero en un lenguaje de alto
nivel y la portabilidad que se le consiguié estd ampliamente considerada como una de
las razones principales de ia popularidad que el sistema UNIX actuaimente goza.

Al mismo tiempo se iniciaron las herramientas de proceso de textos que
posteriormente dieron lugar a troff, y el primer cliente real del sistema UNIX fue la
- Oficina de Abogados de Patentes de los Laboratorios Bell, que empezd a utilizar el
programa troff en otofoc de 1971.

E! sistema UNIX capté inmediatamente ia imaginacién de los informaticos en los
Laboratorios Bell y después de dos o tres anos habia alrededor de una docena de
sistemas UNIX ejecutdndose en varias maquinas diferentes. Se realizaron con
frecuencia importantes mejoras software y AT&T comenzé a sfoportar e} sistema como
producto intemo dentro de los Laboratorios Bell. El programa troff aparecié durante
este periodo, entre muchas otras innovaciones.

Sin embargo, el sistema UNIX adquirié cuerpo con el desarrollo de las
maquinas PDP-11 superiores, tales como la PDP-11/45 y la PDP-11/70, entre
principios y mediados de los setenta. El sistema UNIX se ajustaba de forma naturat a la
arquitectura DEC y ocasiond la venta de muchos cientos de maquinas PDP-11 a o
targo de los aftos. Los programadores dentro de los Laboratorios Bell empezaron a
utilizar maquinas UNIX para su trabajo de procesado de textos, y los disefiadores de
productos de Sistemas Bell comenzaron a utilizar PDP-11 con sistemas UNIX para
sistemas llave en mano dentro dei negocio telefonico.

Simuitaneamente, AT&T remiti6 muchas copias del sistama UNIX a todas las
universidades del mundo, y una generacién completa de informaticos a finales de los
setenta aprendié su profesién con et sistema UNIX. Esto dio lugar a otra fértil ola de
innovaciones y la implementacidn ampliamente utiizada BSD (Berkeley Software

Distribution) apareci6 en la Universidad de Califomia en Berkeley. Al tiempo que AT&T

fortalecia el sistema UNIX y lo optimizaba en la direccién de 1a computaciéon comercial,
las versiones BSD resultaban dommantes en las comumdades universitanas vy
técnicas.

La compatibilidad entre las versiones BSD se presentan equiparadas con las
versiones AT&T, aungue los equipos en ambos lados se apresuran a incorporar las
mejores innovaciones del otro sistema a sus propias versiones.
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A finales de los setenta, AT&T comenzd un nuevo esquema de nominacion
para -su versidén dei sistema UNIX. Anteriormente las versiones principales se
designaban segun las nuevas versiones que salian del rea de investigacién, y dos de
las mas populares fueron las denominadas Revisién Sexta y luego Revision Séptima.
Siguiendo una reorganizacion intema del soporte del sistema UNIX, AT&T cambié su
numeracion a Sistema Ill y Sistema V. Realmente estas nuevas versiones eran
descendientes directas de la Revision Séptima y ef Sistema V suplanté al Sistema Il a
mediados de los ochenta. E! Sistema IV fue utilizado intemamente en los Laboratorios
Bell, pero se consideré un producto de transicién que nunca fue soportado
publicamente.

A finales de los ochenta AT&T normalizé el nombre de Sistema V y sus
versiones recientes se denominan Sistema V, levision 2 y Sistema V, Revisién 3, que
" a menudo se abrevian como SVRZ, SVR3, respectivamente. Durante los ultimos afos
setenta y los primeros ochenta, una o ambas de las versiones BSD y AT&T fueron
portadas a\casi todos los computadores con potencia para soportarias.

Esto generalmente exigia como minimo unidades de disco de alta velocidad y
soporte de gestion de memoria intema en la CPU, aunque algunas versiones
experimentales han sidc adaptadas a maquinas basadas en ROM sin disco rigido en
absoluto. Hoy en dia se pueden comprar versiones det sistema UNIX para los mayores
supercomputadores, las maquinas maxicomputadores mas ampliamente utilizadas vy

casi todos los minicomputadores a la venta.

Conforme |os microcomputadores se han desarroilado en velocidad y potencia
y su costo ha disminuido, estas maquinas se han movido al rango del sistema UNIX.
Las maquinas 8088 originales aran casi lo bastante potentes para soportar et sistema
UNIX y algunas implementaciones podrian ejecutarse sobre estas maquinas. El
Sistema operativo XENIX es una version adelgazada del sistema UNIX para el IBM PC,
pero esta realmente en o por encima del filo de la capacidad de la maquina y sélo ha
tomado cuerpo con las maquinas 80286 y 80386.

Recientemente, los Laboratorios Bell y AT&T han desarrollado una nueva
versién genérica denominada Revision Octava o sistema UNIX de Investigacion.
Aunque no se venda comercialmente, esta versién ha sido ampliamente distribuida a
universidades. :

Los descendientes de las versiones BSD estdn siendo constantemente
mejorados y la realizacién de acuerdos entre AT&T y Microsoft, AT&T y Sun, y AT&T y
Amdahl - estdn permitiendo integrar mas extensamente las versiones
microcomputadores y supercomputadores. Finaimente se espera que las versiones
SVR3, BSD y XENIX converjan en una version unica del sistema UNIX que pueda
ejecutarse en casi cualquier entomo hardware. Este producto combinadg

Y. W

., misma maquina.



LA REVISION SVRJ

Es la version mas actualizada del sistema UNIX de AT&T. Ha sido portada a ia
mayoria de los principales computadores y es- el estandar actual para |a linea AT&T.
Ha sido significativamente mejorada con respecto a versiones anteriores y contiene
muchas modificaciones. Las principales modificaciones a nivel de usuaro incluyen mas
ayuda en linea, herramientas de administracion del sistema notablemente mejoradas (
y simplificadas) y mayor resistencia al dafic debido a caidas de tensidn y otros daros
inadvertidos.

A niveles inferiores del sistema UNIX, las modificaciones mas importantes han
sido el soporte para bibliotecas compartidas, un soporte de memoria virtual muy
mejorado y nuevas herramientas para integrar redes de area local con el nucleo.
Naturaimente ha habido muchisimos cambios y optimizaciones mencres en todo el
sistema.

SVRIFRENTEABSDY SVRZ

El sistema SVR3 esta significativamente mas libre de errores que las versiones
BSD e incorpora muchas de las innovaciones que se onginaron en los sistemas BSD.
Sobre todo, hay mejor soporte para SVR3 que para las versiones BSD, las versiones
BSD estan fragmentandose en diferentes vendedores que mejoran el sistema por sus -
propios medios. Casi todos los sistemas comerciales utilizan SVR3, mientras los
sistemas cientificos y técnicos tienden a construirse a partir de la base BSD.

Comparado con su predecesor inmediato, la version SVR2 de AT&T, SVR3
tiene varias caracteristicas nuevas, pero s mayor y a menudo mas lento. Es decir,
SVR3 requiere significativamente mas memoria real y un disco rigidoe mayor que
SVR2. Por contra, el usuario de SVR3 obtiene un sistema avanzado con nuevas
caracteristicas de conexiéon a red, y mejor soporte de documentacion y herramientas
de administracién.

BSD (BERKELEY SOFTWARE DISTRIBUTION)

En 1974, el campus Berkeley de la Universidad de Califomia se involucré en el
desarrollo del UNIX cuando el Profesor Fabry adquirié la version 4. En 1975, Ken
Thompson visité la Universidad, su Aima Mater, y ayudé a instalar la version 6 en una
PDP-11/70. El mismo afio, dos graduados llegaron a Berkeley: Bill Joy y Chuck Haley,

Thompson trabajaron en un compilador en Pascal y.un editor lla NAdRC K
posteriormente volcaron su interés en las operaciones intemas del kg
aqui el nombre de Berkeley Software Distribution.




Posteriormente Bill Joy siguid trabajando sobre el EX para afadirle capacidad
de direccionamiento de cursor sobre terminales CRT y producir ademas el C-shell, que
se llamé asi por su similitud con el ambiente de programacidn "C". En 1978 se
actualizé 1a organizacién intema del sistema, llamandola Second Berkeley Distribution,
que también se conoce como 2BSD.

E! sistema se volvid popular en las maquinas PDP existiendo varios
lanzamientos, hasta el 2.9BSD que aun en la actualidad se encuentra en algunas -
PDP-11. En el mismo afio se adquirid una VAX-11/780 que iniciaimente - :mria ei VMS
de DEC. Sin embargo, el personal de investigacién estaba ya habituac - : trabajar en
UNIX. Entonces el profesor Fateman obtuvo una copia de UNIX 32/V, ..na version 7,
que se trasiadd a la VAX. Bill Joy y otro graduado, Ozalp Babaoglu, adicionaron el
manejo de memoria virtual al 32/V, es decir, la posibilidad de correr programas de
mayor tamano que la memoria del equipo. Joy también trasladé las utilerias de la
versién 2BSD a la VAX llamandola "Virtual VAX/UNIX",

En diciembre de 1979, este conjunto de modificaciones al 2BSD y a la version 7
dieron origen al 3BSD. La Agencia de Proyectos Avanzados e Investigaciones de la
Defensa (DARPA) aceptd el sistema para uso intemo dando con esto el impulso
necesario para que, tiempo después, se distribuyera la 4BSD. En 1983, ia 4.2B8SD
incluia el Fast File System en e! cual cada sistema de archivos se subdivide en un
grupo de cilindros y a su vez el sistema operativo crea y graba archivos en cilindros
paralelos. '

Esto mantiene los sectores pertenecientes a un archivo en una misma region
fisica del disco, evita asi la fragmentacién del mismo y permite un acceso mas rapido.
Esta version soportaba la conexién de una red Ethemet. Tiempo después, Sun
Microsystems le adiciond el Network File System (NFS). La liberacién dei 4.3BSD, en
1987, consistié en algunos ajustes a la 4. 2BSD. Los cambios menos drasticos a este
ultimo lanzamiento, en contraste con los anteriores, han consistido en adiciones que
indican que BSD y AT&T pedrian converger eventuaimente.

EL XENIX DE MICROSOFT

Xenix estd basado en la versién 7 de AT&T. Microsoft liberd el Xenix 2.3 en 1980
como una implantacién para microcomputadoras. De la misma manera que el sistema
se basé en la version 7, el Xenix tomé algunas utilerias de la 4.1BSD.

La versién 3.0 incorpord algunas caracteristicas del AT&T System ill y el Xenix
5.0 se disefid tratando de cumplir con los estdndares de la definicion de inteffaces de
System V de AT&T. La intencién de Microsoft y de Santa Cruz Operatio gottied nte

decir, SCO UNIX.



AT&T

Paradojicamente, AT&T no liberd formalmente su version de UNIX hasta 1982,

afios después de que se distribuyeron el Xenix y la 4.18SD. El primer lanzamiento

comercial se flamoé UNIX System lll, que se basd principaimente en la version 7 y en
algunas caracteristicas de programacion de la versién 6. En 1983 se liberé el UNIX
System V que incluia importantes utilerias de Berkeley. Se incorporé el proceso mft de
inicio de tareas, siendo diferente el procedimiento de la versidn 7

ATA&T iiberd el UNIX System V v.2 en 1984 introduciendo una versidn propia de
la base de datos Termcap, llamada Terminfo la cuai consiste en una serie de archivos
que describen las capacidades de cada modelo y tipo de terminal. Otros cambios
incluyeron modificaciones menores al sistema jerarquico de archivos, la adicién de
Streams y el Remote File System en respuesta al NFS de Sun. El actual UNIX System
V version 3 (SVR3) es la comrespondiente a las plataformas intel y la base de los
ambientes graficos para UNIX.

EL FUTURO DE UNIX

El usuario puede confundirse ante |a variedad de versiones, distintas marcas y
hasta clones. Sin embargo, la gran comiente de |la estandarizacién ha incluido al UNIX
al crearse la SVID (System V Interface Definition; Definicién de la Interface del System
V) que norma con exactitud los servicios que el sistema operativo debe ejecutar y
como deben solicitarse, ademas de las exigencias de diferentes organizaciones como
IEEE, la DARPA y las propias asociaciones de usuarios que regulan todo cambio y
adicion.

Existen actualmente dos entidades que luchan por el liderazgo de los
estandares, dstas son la OSF (Open Systems Foundation; Fundacién de Sistemas
Abiertos) y Unix Intemational, las cuales agrupan a diferentes fabricantes de software y
hardware. .

Esta guerra por colocar en el mercado las primicias de la investigacion, las
mejores interfaces y ios ambientes mas amigables y practicos traera un solo ganador.
el usuario.




SISTEMAS ABIERTOS

/

Los Sistemas Abiertos han llegado al mercado y ofrecen una perspectiva mas
al usuario para aprovechar al maximo el hardware y software con que cuenta. Dei
mismo modo las posibilidades de comercializar 1a nueva tecnoiogia son mas amplias
para los distribuidores.

Todo esto es un atractivo adicional para los usuarios y una oportunidad para los
desarrolladores propietarios Pero qué son los sistemas abiertos? Como saber cuando
se esta hablando de uno de ellos?

Los sistemas abiertos pueden caracterizarse como una tecnoiogia orientada a
la supervivencia para los 90, ya que representan una respuesta a las peticiones de la
mayoria de usuarios activos que buscan el bienestar comun.

La explicacién anterior puede tomarse como solo un rasgo de esta nueva
tecnologia, pues en realidad todavia no existe una definicién absoluta que sea
aceptable por el grueso de ia poblacion informética. Dentro de las definiciones mas
aceptadas con respecto a los sistemas abiertos, existen cuatro que han sido mas o
menos asimiiadas.

-Los sistemas abiertos corren bajo UNIX.
-Se adecuan a las nomas internacionales.

-Tienden a evolucionar.

-Son capaces de integrarse. ‘,

Los sistemas abiertos y UNIX, son utilizados por diversas organizaciones. Para
unas, UNIX es el punto que marca la desaparicion de las grandes computadoras en os
procesos de operaciones comerciales. Para otras significa mucho mas el remplazo de
los sistemas operativos propietarios, tanto de los simples procesadores personales
como de los compiejos sistemas de computo.
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Sin-amﬁargo, lo cierto es gue, tratar de emparejar la tecnologia de sistemas
abiertos con el sistema Operativo UNIX, trae como consecuencia algunas limitantes.
Como punto principal, es posible mencionar que todavia no hay una definicion
completamente estandanzada dei sistema operativo UNIX. Ademas de que UNIX y su
API (Application Programming Interface) no direccionan elementos claves de sistemas
tales como "look" and "feel", manejo de informacion y desarrollo basado en sustitucion.
Por otra parte, las funciones comerciales mas complicadas, son las que requieren de

' uUn sistema complejo que !as soporte.

Los sistemas abiertos se acoplan a las normas internacionales, pero para evitar
confusiones y antes de continuar, es indispensable aclarar que "abierto” deberia ser lo )
opuesto de "propietario”. Ser abierto es ser compatible. Lo cual hace de un sisterna
bajo este concepto, un elemento atractivo para convertir al equipo y al programa en
productos compatibles.

Sin embargo, al respecto de esta sencilla y atinada definicién, hay desacuerdo.
Para empezar, una norma implica un acuerdo entre distribuidores y usuarios con el fin
de que se suspenda la.innovacion en un area determinada, para que la creatividad e
inventiva se canalicen en algun otro sector, evitando asi la saturacion de uno soélo.

De tal manera que cuando los desarrolladores han resueito los problemas
comerciales, puedan comenzar a promover las ventajas de las implantaciones basadas
en nomas, enfrentandolas a las nuevas altemativas propietarias. Otro inconveniente,
es que ileva tiempo que usuarios y distribuidores coincidan en los maovimientos
normmativos. Como consecuencia, las normas se direccionan a tecnologias antiguas e
lugar de enfocarse al nivel de los lideres. :

La definicion de sistemas abiertos se puede describir mejor como una
terminacién abierta”, la cual se caracteriza por una arquitectura de capas e interfaces
bien definidas donde cada uno de los componentes puede evolucionar
independientemente de los otros componentes con que se relacionen. Por otra parte,
mientras estos sistemas con terminacion abierta, invitan a la exploracién de una
tecnologia mas avanzada y mejor, la asimilacion de las normas puede verse como un
avance con escalas o una carrera con obstaculos.

Esto no significa que haya un enfrentamiento entre las normas y una solucién
de determinacién abierta. Lo cierto es que, las primeras protegen la inversion
previniendo el "lock-in" propietario; mientras que la solucién de determinacion abierta
protege la inversién permitiendo a la aplicacion hacer uso de la nueva tecnologia
conforme ésta va surgiendo sin necesidad de gastar mas haciendo mas eficiente su
equipo.
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La definicion de sistemas abiertos hace hincapié en la facilidad de combinar
solucion yfo componentes de diferentes fabricantes. Su susceptibilidad a integrarse
proporciona proteccidn de la inversién y una habilidad de innovacién at poder combinar
otros elementos, antiguos, existentes y mejorada tecnologia a ia vez que protege la
inversion actual. El problema de esta definicién es que la integracion a lo largo de un
eje no garantiza la integracién a lo largo de otros ejes ( por ejempio: se puede tener
una excelente integracion de datos, pero contradicciones con otros componentes de la
" aplicacién). : ' :

Dentro de las definiciones de la tecnologia de sistemas abiertos mas
aceptadas, existe una gran ventaja: se toman en cuenta las necesidades de desarrollo
y ambientes operacionales, que a su vez, proporcionan soluciones de aplicacién al
proteger la inversién en recursos humanos (operadores de computo, entrenamiento y
usuarios esporadicos), equipo, aplicaciones y programas del sistema y datos. Ademas,
responden en el acto a los cambios de concepto, conduccion, escala y ubicacién del
negocio.

Siendo un tanto exagerados, un proteccionista es partidario de las normas,
renuente a cambios lentos y bien pensados, se trata pues de un "conservador”. En
tanto que un "liberal” es partidario de los cambios y considera que las normas deben
ser condenadas a la hoguera.

Ante esta situacién antagonica, seria ideal hacer un baiance entre los dos
extremos. Podriamos decir, gue esta es una llamada para actuar, para que los
usuarios expresen a los distribuidores claramente sus necesidades y lo que esperan
de |a tecnologia de los sistemas abiertos. La idea es que se emitan dos mensajes
distintos: uno en cuanto a normas y en cuanto a innovacion.

Con respecto a ésta Gltima, serd necesario gue se continue renovando, pero
que no se cambie sélo por cambiar. Se debe estar plenamente seguro de que la
innovacion traera mas beneficios que gastos, con |a salida de las normas.

En cuanto a normas, es importante que se cumpla con las que describen el
procedimiento que los programas de aplicaciones requieren para los servicios del
sistema operativo (por ejemplo: que los API's estandares (Application Programming
Interfaces) como el POSIX y las interfaces de servicio de presentacion como MOTIF
concurran y cumpian con las normas).
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También se debe cumplir con las normas de comunicacién que permiten |a
interconexién de diversos sistemas y con un modelo de informacién fuente (Repository
Information Model) estandar. Esta norma debera indicar el significado de los objetos
que se guardan en la fuente y explicar cdmo éstos se pueden accesar y manipular
para describir o crear soluciones comerciales. Finalmente, este requerimiento
remplazara la necesidad de API'S  estdndares, lenguajes e interfaces de
programacion; ya que !as heramientas que popularizan y manipulan la fuente se
convertirdn en el medio de describir @ implantar los sistemas. '

Las normas para este modelo motivaran la innovacién, permitiendo el desarrollo
de nuevas herramientas y técnicas y el despliegue de los activos de la aplicacion
existentes representados en la fuente. Todas esta normas necesitan recibir la
aprobacién de multiples distribuidores de equipo y programas. }

E! progreso de varias organizaciones normativas es lento, como se las arreglara
un usuario mientras tanto?, Cuando debera aceptar las normas y cuando emplear
tecnologia propietaria? Cémo formarse una idea absoluta entre las normas y la
innovacion? Cada situacidn busca ser juzgada y desgraciadamente, se necesitan
soluciones sencillas que sean asimiladas por todos. Sin embargo, para mantenerse en
posicién, se puade considerar la siguiente regla inicial.

A lo largo ‘de una pendiente que comienza con equipo y termina con la
funcionabilidad comercial, el uso de la innovaciéon tecnoldgica propietana se debera
restringir a un lado de la moneda.

El énfasis en las normas y |a portabilidad debera colocarse del otro lado.

En el nivel de equipo/programas del sistema, elementos como Interfaces
Graficas del Usuario (Graphical User Interfaces), Interfaces de DBMS (Database
Magnagement System; Sistema de Administracion de Base de Datos) e interfaces del
Sistema Operativo, permiten realizar mejoras a cambio de explotar las interfaces
propietarias. En un segundo nivel, encontramos el porcentaje mas alto de la inversion
de aplicacién y por lo tanto éste debera recibir la mayor proteccicn de cambios
costosos y destructivos.

Por lo tanto, existen varias definiciones laboralaes de tecnologia de sistemas
abiertos, algunas promueven !a evolucion y la innovacion y otras ayudan a proteger las
inversiones actuales o propuestas en soluciones de ia tecnologia de informacion.
Muchas metas creadas por estas definiciones se pueden lograr con las normas de los
integradores de sistemas que pueden tardar en ser aceptadas y expresadas por
completo aunque también formen parte de la solucién. '
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* No existe una definiciéon absoluta .

* Corre

* Se adecuan a las normas internacionales
* Tienden a evoluclonar -
* Son capaces de integrarse

bajo UNIX
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SISTEMAS ABIERTOS

* “Ablerto* deberia ser lo opuesto a "propietario”

* Es una arquitectura de capas e Inteﬁaceé bien
definidas

* Cada uno de los componentes puede evolucionar
independientemente de los otros componentes -
con que se relacionen
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INSTALACION Y MANEJO DE REDES (LAN)
EN PLATAFORMA UNIX

7.- UNIX EN RED
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UNIX EN RED

!

CARACTERISTICAS EN AMBIENTE DE RED.

El tipo de red bajo Unix que empieza a aparecer, consiste en enlaces
princiipamente Ethemet o Token Ring, con  equipos tpo cliente basados
pnncipaimente en PCs compatibles y equipos servidores que son “workstations™ o
multiusuarios basados en Unix.

La razdn de utilizar PCs como cliente y no algun otro equipo, consiste en la
necesidad de muchos usuarnos de poder correr 1as aplicaciones tradicionales de DOS
-en lag PCs. El ambiente de las PCs entonces deberia consistir en un sistema de
ventanas tipo Microsoft qgue puede lanzar aplicaciones tanto de DOS como de Unix.
Las PCs también requieran el servicio de archivos e impresoras; es decir, e usuario de
la PC deberia accesar los discos e impresoras de los servidores Unix como s
estuvieran localmente conectados a ta PC. Este servicio es parecido al que da un
servidor en una red Novell. Con la capacidad de lanzar aplicaciones de DOS, Unix
caracter y Unix grafico (X11) desde cualquier servidor en 1a red y verias en distintas
ventanas de la PC, la PC se vuelve un cliente universal.

La razén de utilizar servidores Unix dentro de |as redes locales esta
principaimente en la posibilidad de corer aplicaciones de base de datos en estos
servidores conjuntamente con las demas aplicaciones desarroladas para Unix vy
Ventanas X11. El| servidor Unix puede adicionaimente correr aplicaciones muy
robustas. Los actuales proveedores de bases de datos SQL Oracle, Informix, SyB, -
Ingres y Progress, cuentan ¢on versiones de sus productos para todas las plataformas
Unix. Con estas herramientas, los usuarios pueden desarrollar con rapidez sus
propias aplicaciones y corrarias an los equipos sarvidores de ia red.

Los servicios que proporcionan los servidores Unix, entonces, son |os siguientes:

* Aplicaciones de base de datos ( Principaimete SQL)

* Aplicaciones Unix

* Servicio de archivos e impresoras para clientes DOS.

* Aplicaciones "X" graficas.

* Comunicaciones TCP/IP, X.25, monitoreo de la red, etc.

ty



Las ventajas para los usuarios de este tipo de red local son:

* Poder correr aplicaciones de DOS simultdneamente con aplicaciones graficas
X11 y aplicaciones Unix de caracter.

* Conectividad. A una Red Ethemet ( Lan O Wan) con TCP/IP se pueden
conectar:
© - Terminales tontas
-PCs
- Terminales X
- "workstations"
- Mainframes

* Heterogeneidad de marcas. Se pueden mezclar marcas diversas con
SUN/HP/IBM/DEC .ete.

* Simetria. Los clientes pueden lanzar aplicaciones de cualquuer servidor.
Cualquier servmdor puede ser también cliente.

* Sistemas abiertos.

Para lograr lo anterior se requiere la conjuncion de diversas tecnologias, a
pesar de lo complicado que puede resultar, los beneficios son tan grandes que vale la

pena el esfuerzo requerido para incorporarias, ya que se convertiran en tecnologias de
punta en los siguientes aios.
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Estaciones de Trabajo "WorkStations"

Durante los uitimos afos, se ha visto un crecimiento muy fuerte en el uso de
redes locales basadas en servidores Unix. Esta tendencia empezo con la introduccion
al mercado de las poderosas "workstations" (Estaciones de Trabajo) basadas en !a
tecnologia RISC (computadoras con un comunto reducido de instrucciones). Los
atnbutos de estas "workstations" hacen muy atractivo su uso como servidores en |as
redes locales, ademas de su tradicional orientacion a aplicaciones de graficas
(CAD/CAM), desktop pubiishing, CASE y disedo.

Las caracteristicas que comparten las distintas marcas de estaciones de trabajo
son las siguientes:

1.- PROCESADOR PODEROSO

DE 32 BITS BASADO -

EN TECNOLOGIA RISC

Las “workstations" cuentan con un CPU con tecnologia RISC que pueden

proporcionar hasta 70 MIPS(millones de instrucciones por segundo) y con memorias
centrales de 16 a 256 mb. Esta velocidad de proceso les permite correr aplicaciones
de tipo grafico (CAD-CAM), etc. o0 bien mejorar muchos procesos simuitdneos en modo
multiusuario,

2.- PANTALLA GRAFICA GRANDE Y RATON (MOUSE)

Todos los modelos “workstations” cuentan con pantallas graficas de 19" y
generaimente de color. Las imagenes manejadas son "bit-mapped”, es decir que lo
que se ve en |a pantalla es un reflejo de un arreglo de bits en la memoria principal: ai
modificar este arregio, automaticamente se cambia la imagen comespondiente. El
mouse también permite mucha agilidad en la comunicacion del usuano con el equipo.
La posibilidad de crear ventanas, manipularias y pasar imagenes de una ventana a
otra son muy utiles cuando se esta trabajando con varios procesos a la vez.

3.- TARJETAS ETHERNET O TOKEN RING INTEGRADAS

L.as “workstations” se diseflaron para trabajar en red iocal, Tan es asi que todos
los modeios tienen integrada desde la fabrica |a tarjeta de red Ethemet o Token Ring.
El protocolo de comunicacién mas solicitado por las "workstations™ es el TCP/IP y su
gran ventaja es ia diversidad de distintas computadoras que lo soportan. Desde una
PC con DOS hasta mainframes se pueden conectar en una misma red.




-

4.- SISTEMA OPERATIVO UNIX CON VENTANAS X11

~ Las distintas marcas de "workstations” en el mercado tienen otro atnbuto que
les dan cierta compatibilidad: todas cuentan con el sistema operativo Unix, y el sistema
de ventanas X11. Unix que originaimente se desarrollé en los Laboratorias Bell de
AT&T, es un sistema operativo multitarea y multiusuario. Es robusto y s@ ha vueite e}
estandar para equipos multiusuano de tamafdo mediano. A través del sistema de
ventanas X11, diferentes modelos de "workstations™ pueden coexistir en |a misma red
local y compartir aplicaciones mutuamente. Con otro producto, NFS (Network File
System; Sistemas de archivos de la red), una “workstations" en |a red puede asociar el

sistema de archivos de otra computadora y verlo como si fuera propio. Este atnbuto

permite ver a una red local como un soélo sistema de computo.

Sistema de ventanas X11y los GUI (Interfaces graficas del usuario) El sistema
de ventanas X11 se desarroild en el Instituto Tecnologico de Massachusets (M.I.T.) a
partr de 1985 y proviene de un sistema "W" de “Windows". Las diez primeras
versiones |as realizaron tres personas del MIT, pero la versiéon 11 tuvo apoyo de otras
empresas como Digital Equipment, Hewlett Packard @ IBM. Actuaimente se encuentra
en ia version 11.5.

£l paquete X11 consiste en una sene de subrutinas para el manejo y
despliegue de imagenes con funciones para crearlas, expanderlas, moverias, etc., y
ademas controlar las interrupciones de un dispositivo de apunte o mouse. Cuando se
invoca el sistema de ventanas X, se arrancan dos programas: uno, llamado el servidor
X, controla las imagenes en la pantaila y el otro es la aplicacién en si. Los dos
programas pueden coexistir en la misma computadora o en dos diferentes,
comunicandose a través de memoria o de la red local.

La gran ventaja de este sistema consiste en poder arrancar una aplicaciéon en
una computadora diferente y verla en su propia pantalla. En este caso, la aplicacion
come en la otra computadora mientras el servidor X estad corriendo en su propia
computadora. El sistema es simétrico, es decir que, l1a otra computadora en la red
también puede correr una aplicaciéon en nuestra maquina y veria en (a suya. También
se pueden fabricar computadoras sencillas que consisten en una pantalla grande, una
umdad de procesamiento simple y un teclado y mouse que come el servidor X
almacenado en un prom. Al conectarse en la. red, estos dispositivos, llamados
Terminales X, pueden comer aplicaciones en otras "workstations” en la red y verias en
su pantalla. Existen programas también que se pueden instalar en PCs,
conviertiéndolas en terminales X.
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5.- GRUPOS DE TRABAJO

Esta posibilidad, de tener una aplicacion corrierdo en un equipo y el servidor X
en otro, ha creado un nuevo concepto en la computacidn modema, el de un "grupo de
trabajo". En este concepto, vanas "workstations" de distintas marcas -pueden estar
conectadas en una red local y pueden contar cada uno con distintas aplicaciones.
Cualquier usuario de la red puede correr desde su equipo, cualquier apiicaciéon que se
encuentre en otro aquipo, como si lo corriera en su propia computadora. £sto, aunado
a la posibilidad de poder compartir 1a informacién guardada en los distintos discos,
permite que diferentes personas conectadas a distintos equipos en la red utilicen una
herramienta o aplicacion en comun, inclusive para un séio resuitado final.

El concepto "grupo de trabajo" es e! poder trabajar, en conjunto, un grupo de
personas conectadas en red con diferentes equipos de cémputo.

FABRICANTES DE "WORKSTATIONS"

Los principales fabricantes de "workstations” son Sun Microsystems, Hewlett
Packard, Digital Equipment e IEM.

SUN MICROSYSTEMS

SUN Microsystems es el fabricante mas grande de "workstations” con una
participacion del 38% del mercado. El procesador RISC que utiliza se ilama SPARC y~
SUN ha intentado convertiflo en estandar en e! mercado por medio de [a venta de las
licencias de su tecnologia a otros fabricantes como Fujitsu y Tatung. Estos clonos de
SUN entran a competir contra SUN y las demas "workstations” para dar a la tecnologia
SPARC mas penetracion del mercado.

HEWLET PACKARD

HP adquirié a la empresa APOLLO, otro fabricante de "workstations” y esta
uniendo |a tecnologia de ésta con ia suya propia. Su linea de productos, Snake, esta
basada en un chip RISC propio llamado PA (Precision Architecture). Actuaimente este
" chip es uno de los mas rapidos en ei mercado, superando a los 70 MIPS. HP también
gsta buscando aliados en el uso-de su chip con emprasas como HITACHI. En 1991,
alcanzé el 20% dei mercado.




. DIGITAL EQUIPMENT
DEC cuenta con una linea de "workstations” llamada Decstations, basada en el
chip procesador RISC de la empresa MIPS. Se formé una alianza de mas de 30
empresas denominadas ACE, (Advance Computer Environment) para fabncar clonos
usando la nueva version de este chip MIPSB4000. Actuaimente DEC liberé un chip

"Alpha" de 64 bits con posibilidades de superar a !os 200 MIPS. A raiz de esto, DEC
probablemente dejara el consorcio ACE.

IBM
IBM entrd algo tarde con un equipo RS-8000 basadoe en un chip RISC
propietario llamado Power Architecture. iBM también ha hecho alianzas con Apple
Computers y Wang para expander la venta de su tecnologia. Actualmente cuenta con
s6lo 9% del mercado, pero asta partlapacaon va en aumento.

OTROS

Existen otros fabricantes de "workstations" como Sequent Silicon, Graphics,
CDC, etc/. cuya fraccién del mercado es de 15%.

Es importante recalcar, que en la actualidad existe una verdadera guema de
precios entre todos estos fabncantes, con las consecuencias logicas: baja de precios,
aumento de la tecnologia y poder de computo.

i

Una PC Intel también puede convertirse en una terminal X que core un
programa especial que emula e servidor X, La Compadia AGE Logic produce un
programa “Xoftware for DOS" que hace esta funcién. Al utilizar el ambiente Windows
de Microsoft JSB Multiview Desktop/X, es posible que un usuario de una PC
conectada en una red de "workstations” pueda tener aplicaciones de DOS y correr
simultdneamente con aplicaciones X; lo cuai ofrece un ambito verdaderamente
poderoso y flexible.

Locus Computing Corporation es el comercializador independiente mas
grande del mundo en el desarmollo de aplicaciones basadas en la conectividad e
interoperabilidad Unix-DOS.
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SERVICIOS

Locus ofrece al cliente servicios de desarrollo para ‘abricantes casas de
software, integradores de sistemas y usuarios finales.

El equipo personalizado de desamolladores de Locus trabaja directamente con
fabricantes de arquitecturas para computadoras y sistemas operativos.

Por ejemplo, Locus fue el creador del sistema operativo AIX de IBM y en'la
actualidad disefan utilerias para el mismo.

Locus también ofrece al cliente un laboratorio el cual cuenta con distintas
plataformas, sistemas operativos para sus pruebas, ademas ofrece asesoria para una
integracion completa de su desarrcllo.

Actuaimente existen mas de 500000 instalaciones de Locus Computing
Corporation en todo el mundo de 05 siguientes productos:

PC-INTERFACE:

Es un software con caracteristicas de red el cual permite a usuarios con PCs
y/o Macintosh compartir servicios como son sistemas de archivos, recursos de
impresion desde servidores Unix y/o Xenix.

Los sistemas de archivos son obtenidos desda ei servidor; en el caso de quela '
PC y/o Macintosh no cuenten con disco duro, el PC! podra asignar un disco virtuai C.D.
En el casc de contar con disco duro fisico por medio del PC| se podra contar con un
disco D.

La transferencia de archivos entre discos virtpales; fisicos sera por medio de un
copy en DOS. R

Los recursos de impresion se hacen por medio del spooier de Unix y/o Xenix sin
importar que ia aplicacién esté en DOS.

Actualmente ésté liberada la version 4.1 de PC-Interface la cual ya contiene
drivers (NOIS.DRV) el cual da soporte a Novail.




BENEFICIOS:
* Requerimientos de memaria minimos.
* Servigor Unix y/o Xenis no dedicado.
* Seguridad completa de informacién a través de Unix para DOS.
* Capacidad para manejar multiples sistemas Unix.
* Emulacidon de terminal VT220/VT100 para PCs.
* Emulacién de terminal VT320/VT102 para Macintosh.
* Ejecucion de procesos remotos.
* Ejecucion de comandos Unix desde DOS y/o Mac.
* Soporta PCs remotas.
* Soporta MS Windows 3.0.
* Soporta tarjetas Ethemet, Token Ring y puerto de comunicaciones RS-232:

DRIVERS ETHERNET.

* 3Com 501,505,523

* Digital Equipment Corp., DEPCA, DE100, DE200
*-Excelan

* Racal intertan

* Ungerman

* Westemn Digital WD8003 E.EB y EBI

* Westem Digital WD8013 EBI ’
* Westem Digital WD8003 E/A(MCA)

* Xircom Pocker Ethemet (pandad gemela no es soportada)
* NW 1000 y NW2000 :

* =
7

DRIVERS TOKEN RING

¢!

* Tarjetas IBM (4 y 4/18) ' ~
SERVIDORES DE PC-INTERFACE INCLUIDOS EN VARIAS MARCAS DE UNIX:

* SCO Open Desktop
* AlX

* Interactive

* ATNT

* DELL

Existen 45 distintas plataformas de PC-Interface (servidor) y se cuenta con
. PC-Interface para DOS con soporte a Windows y PC-Interface para macintosh.




TCP/IP PARA DOS

Es un productc de software el cual permite a computadoras personales
casadas en DOS comunicarse con una gran vanedad de servidores Unix y/o Xenix’
mas comunes en la industna, permite establecer sesiones remotas desde la PC
transferencia de 4 archivos entre su PC con las otras computadoras conectadas ala
red.

BENEFICIOS

. " Integracién completa de los protocoios TCP/IP, TCP, UDP, IP y ARP.
* Bajos requenmientos de memoria.
* Protocolos estandar FTP y TELNET.
FTP (File Transporting Protocol; protocolo para el transpor‘ce de
" archivos)
TELNET (procesos remotos incluye emulacién de terminal VT220 e
incluye modos de emulacién H19, VF52 y ANZY X.364)

* Aplicaciones de red distribuidas.
* Multifuncién de estaciones de trabajo.

TCP/IP para DOS soporta usuarios con programas de red utlizando una
interface en programas de aplicaciones librerias socket con las que nosotros podemos
desarrollar y modificar aigunas librerias y utilerias incluidas en TCP/IP para DOS.

Las tarjetas de comunicacion soportadas son las mismas de la lista de PC-

Interface y en TCP/IP para DOS no esta soportado el puerto de comunicaciones RS-
232.

i8
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ETHERNET
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ESPECIFICACIQNES TECNICAS E
cl
c]

Velocidad ........ 10Mbits/seg g.
Protocolo......... CSMA/CD E
Nodos .............. 1a1023 L
THICK (RG-11) 500m” 5
THIN (RG-58) 300m" C]

blead

Cableado TWISTED PAIR 150 m :
FIBRA OPTICA O
* Maximo 3 segmentos E
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ICANTES MAS IMPORTANTES

-3 COM '
- EXCELAN

- MICRON

- NOVELL

- GATEWAY
-SMC

- INTEL
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ETHERNET

VARIANTES EN INTERFACES PARA PC's

- Tamano de BUFFER 8, 16, 40, 64 Kbytes
- Bus de 8, 16, 32 Bits o Mlcrocanal
-Usode DMA
- Procesador

- Generacion: 1ra. 2da. y 3ra.
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ETHERNET

Resumen Téehico

- Velocidad 10 Mbits/seg.

- Estandar mas utilizado en el orbe

- Mas alto rendimiento (performance)

[ Coaxial Delgado (300 m/seg.)
- Cableado ¢ Coaxial Grueso ( 500 m/seg.)
Par telefénico (150 m/seg.)

| _Fibra Optica

- Conectividad hacia otros sistemas

- Norma 802.3 ( IEEE))
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- Creada por IBM

- Alta Conectividad en IBM

- Buen complejo

- Buen rendimiento

- Opcion de 4 y 16 Mbits/seg.

cieloicielgleiciclcieleleielslelclelolelcle]

TOREN RINE
CARACTERISTIGAS

cicl

EﬁFDPPPPEPFPPPDDDP|

Netes:- -

codddedddelddadddoldadcdod

cledclelelelelelcelelelejedeleiclelelelelelelelclelelelelelad

i

e¥elelelelcieicielelelelel el el el el

T

FRRFRRFARRERERE

diddodddodadadado ool

]
'



clelelelddedeldelodelelaletelddelel el eleleiade]

TOREN RING
- Eepeciicasionss Téenicas
Velocidad.... 44 16 MBItslseg. |

Protocolo.... Token Passing

Instalaciéon ... MAU's

Cableado UtpP

..... 1023
STP/IBM tipo 2

FIBRA OPTICA
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FABRICANTES MAS NPORTANTES
-3 COM
- 1BM
- MICRON
- UNGERMAN - BASS
- PROTEON
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FABRIGAGION

El conjunto de Chips para Token Ring
se desarrolld conjuntamente entre IBM
y Texas Instruments. Casi todas las
interfaces Token Ring se basan en el
Chipset de T.I. (TMS380)
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INSTALACION Y MANEJO DE REDES (LAN)
EN PLATAFORMA UNIX

3.- FABRICANTES DE UNIX
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Mayo de 1996.
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Chapter 7
Working from the command line

In Open Desktop, you can control your computer by. clicking on or dragging
icons and by selecting actions from menus. Such graphical environments
(also called graphical user interfaces or GUIs) were not widely used until com-
puters with the required memory and speed became generally available.

Prior to the development of GUls, most communication with computers was
through the command line. A command line is a line on the screen on which
you type commands (instructions) to your computer. It is usuaily identified
by a symbol suchas “ % " or “$”, called a prompt:

-

% type command here

A command line interface is easier for the computer because it only needs to
read and react to one line on the screen. It is more difficult for the person
using the computer because it requires that obscure commands be remem-
bered and entered in a precisely prescribed way. The command line interface
remains a powerful tool because it provides direct access to operating system
and networking functionality, and because command line scripts can be used
to automate and customize routine tasks.

NOTE The rest of this book is about working from the command line. If
you do most of your work on the Desktop, you can skip Chapters 7 through
24 until you need to know how to interact directly with the operating sys-
tem or networking software beneath the Desktop.

e et - 8

14
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Operating systems

The Open Desktop graphical environment provides a simple, intuitive way
for you to work with your computer. Beneath the Desktop, hidden from
view, is a complex package of sophisticated software. Your computer does
not understand icons and scroll bars; it operates in a language made up
entirely of 0's and 1’s. Between that binary language and the graphical

~environment are many layers of software, each more sophisticated than the
one it 15 built upon. '

An operating system is a group of programs that provide basic functionality on
a computer. These programs operate your computer hardware in response to
commands like copy, sort, and print. Applications and other programs can
use these commands without worrying about the specific signals that make a
disk drive work on a particular computer. Because the operating system takes
care of such low-level concerns, programs can be more portable and easier to
write. An operating system can be sgen as a set of functional building blocks
upon which other programs depend. It also manages computer resources and
resulves resource conflicts, as when two programs want to use a disk drive at
the same time. . :

Open Desktop is constructed on top of the UNIX operating system. The UNIX
system is used on a wide variety of hardware, ranging from personal comput-
ers to supercomputers. It is characterized by its rich assortment of basic tools
(or utilities), and by its ability to support multiple users running mulitiple pro-
grams at the same time. Programs written to run on UNIX operating systems
will run on Open Desktop. See Chapters 8 through 13 for information about
working with UNIX commands and files.

Another widely used operating system is DOS. DOS was designed to support
a single user running one program at a time on a single personal computer.
Open Desktop can also run most DOS programs. It does this by translating
the DOS commands into equivalent UNIX commands. As discussed in the fol-
lowing chapters, you can use either UNIX or DOS commands from the Open
Desktop command lines, and you can read files from either DOS or UNIX
disks. See Chapters 14 through 18 for information about working with DOS
commands and files. In addition, see “Using DOS utilities” (page 99) for infor-
mation about special UNIX commands for working with DOS files.

NOTE Although Chapters 8 through 13 provide a basic introduction to
working with the UNIX operating system, Chapters 14 through 18 assume
you are already familiar with DOS. The DOS chapters focus on using DOS
with Open Desktop and the UNIX operating system.

66 - User's Guide ;
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Operating systems -
Table 7-1 Similar D0S and UNIX commands
DOS UNIX system Action
attrib chmod set file attributes (properties, permissions)
cd cd change directory :
chkdsk badtrk, fsck scan disk for errors
cls clear clear screen
command  sh, csh, ksh start a new command processor (shell)
comp cmp, diff compare two files '
copy Cp, COpy _ copy afile
date date display system date
del rm remove a file
dir Is-I,1 show a long list of filenames
dir/w lc - show a list of filenames in columns
diskcomp  diskemp compare contents of floppy diskettes
diskcopy diskep copy floppy diskettes
edlin vi, ex, ed, sed use simple text editor
erase rm remove a file
exit exit exit current command processor (shell)
fdisk fdisk configure hard disk partition |
find grep, fgrep, egrep  search for a sequence of characters in a file
format format format a floppy diskette
mkdir mkdir make a directory
mode stty view or change port settings
more more, pg display a file one screen at a time
print Ip send a file to the lineprinter
ren mv rename a file
rmdir - rmdir remove a directory
sort sort sort input file
time date display system time
type cat display a file
XCOpY cp copy multiple files and directories
>> >> redirect output
< < accept input from a file
I I pipe output to another command
\ / pathname separator

67
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Networks - -

68

A network is a group of interconnected computers. Each computer on the net-
work acts independently, but can transfer information to and from other com-
puters on the network.

A local-area network (LAN) connects computers at one site directly by a high-
speed cable, usually an Ethernet™ cable. A wide-area network (WAN), which
can be worldwide, connects computers at different sites by transmitting data
over telephone lines.

A network might be arranged like this:

}

focal-area network

s

0s2®| | pos } UNIX®J ULTRIX™| |Sunos™

Y Ethernet

0s/2® E(ENI)(@ UN1IX® y A

dial-up phone lines to
wide-area network

This network connects different types of computers running a variety of net-
working software into a single computing environment. A network like this
lets users share the resources of the whole network, which saves time and can
eliminate the need to purchase additional hardware and software.

Using the network, you can:

* log in to another computer and use interactive commands such as vi

e execute commands on'another computer

» copy files from one computer to another

¢ exchange mail messages with users on other computers

¢ share software between computers

e share printers, hard disks, and other devices with other computers

User's Guide
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- More information about commands .

Before you can use any of the networking commands described in Chapters
19 through 24, you must have the required networking software properly

— : installed and conﬁgured Ask your system administrator which networking
s net- software your system uses. For networking installation and configuration
com- : instructions, see the nstallation and Update Guide and Administering Networking "

Services in the Syston Adininistrator’s Guide.”

high- Entering commands
vhich
t .

data After typing a command, press (Enter) to send the command to the computer. ¢
For simplicity, typing a command, then pressing (Enter) is also referred to as
“entering a command.” }
Before you press enter, you can use the (Bksp) key (backspace, sometimes a
labeled with a left-pointing arrow) to back up over and erase previously - i
typed characters. Other command line editing keys may be available,
depending on which shell (page 108) you are using and how your system is

i:\ configured (see your system administrator for details).

UNIX systems do not use the (Del) key to delete text, like DOS computers do.
Instead, the (Del) key is used to interrupt programs.

L NOTE The DOS and UNIX systems have different conventions for filenames,

command options, and wildcards, as discussed in the following chapters.

510 )

K You can also run most Open Desktop accessories and applications from the
command line (most Desktop controls are specific to the Open Desktop
environment). The command line names of controls and accessories are given

f net- in their glossary entries. See a control’s or accessory’s manual page for infor-

e this mation about using it off the Desktop.

d can ’

More information about commands

There are hundreds of UNIX commands, and most have many options. Only
the most useful commands and options are covered in the following chapters.
This book is intended only as an introduction to using the UNIX system.
Many books are available on just about any aspect of the UNIX system. For
more detailed information about a UNIX command mentioned in this book,
see the appropriate manual page. Every UNIX command is thoroughly
described in a manual page (also called “man page”).

Guide . | | - '
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70)

To see the manual page for a command, at the UNIX command line type:
man commandname

Substitute the name of the command for commandname (you cartalso use the
more graphical xman command instead of man).

To read manual pages from the Desktop, double-click on User and Administra-
tor Manual Pages in the Help Library window. Then double-click on the man-
ual page you want to see in the command summary or table of contents. See
Chapter 4 for more about using online help. ‘

(A letter in parentheses following a command or filename refers to the manual
page section where the command or file is documented. For example, the

.man(C) command is documented in the Commnands section of the manual

pages.)

For more about DOS commands, see your DOS manual.

-~
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Chapter 8 | o .
Getting started |

Most of your communication with the UNIX operating system is through the
Desktop: you point and click on objects, and the Desktop tells the operating
system what to do.

To communicate directly with the operating system, you must enter com-
mands in the UNIX window. Double-click on the UNIX icon to open the UNIX
window.

When you finish entering commands, you can close the UNIX window by
entering the exit command on the command line. You can also close it like
any other window by selecting Exit from the File menu.

Entering UNIX commands

To enter a command, type its name at the prompt (usually a symbol such as
“%” or“$")and press (Enter).

Entering a command is like engaging in a dialog with the operating system.
You wait until the computer gives you a prompt before entering a command.
The new prompt tells you that the operating system has finished processing
your previous command and is ready for another.

Most UNIX commands have options to modify their behavior. Many com-
mands also take arguments, on which they act. The command comes first,
then the options (which are usually indicated by a “-” in front of them), then
the arguments, as in the following example:

sort -r myfile

In this example, sort is the command, -r the option, and myfile the argument




8. Getting started

" ”

The option -r specifies that the sort is done in the reverse of normal order;
indicates that the letter “ r” is an option, which sets some sort of special condi-
tion for the program. (Different programs have different options.),

The argument myfile is the name of the file, the contents of which are to be
sorted.

* Note the UNIX system is case sensitive: that is, it assumes that SORT, Sort, and
'sort are different commands. Most UNIX commands are all lowercase.

~ Specifying command input and output

72

Many UNIX commands require input and output; that is, some information to
read and process, and somewhere to store the results. [f you do not teil a com-
mand where to find its input and ourpht, it makes assumptions about where
to read and write information; it uses the standard tnput and standard output.
(These are, respectively, your keyboard and your screen, which is why infor-
mation is read from and written to your terminal unless you tell a command
to use another destination.)

In the example, sort -r myfile gets its input by opening the file named myfile.
Because no output destination is specified, sort sends its results to the stan-
dard output destination, which is normally your screen.

You €an redirect commands’ input and output by using the symbols “ <” and
“>" on the command line, followed by the name of the file to read or write.
For example:

sort < filel > file2

makes sort treat file] as its input, and send its output to file2 (that is, the con-
tents of filel are sorted and the results are placed in file2.)

[f you send the output of a program to a file that already exists, the existing
file is deleted and replaced by a new file with the same name, containing the
output of your program; that is, the contents of the existing file will be
overwritten.

To add the output of a command onto the end of a file (known as appending
the output), type “>>" instead of “>". For example:

sort < filel >> file2
appends the output from sort onto the end of file2,
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) . Aborting a command

Running a sequence of commands

There are three ways to run a sequence of commands:

* You can run them individually by typing them at the prompt, either on
separate lines or on the same line separated by semi-colons; for example:
Is ’
pwd
who am i

or
Is; pwd; who am i

You can use an editor to store them in a script file, then run the script (see
‘ “Running command sequences” (page 103) for further details).

If the commands all operate on the same data file one after another, you
can run them as a pipeline.

A pipeline is a sequence of commands that run, one after another, on the same
data. The output of the first command is sent to the second command via a
pipe. The pipe is represented by the symbol “ | *. For example:

sort filename | uniq

uniq is a program that reads lines from its.input, copies them to its output,
and eliminates duplicates; that is, if it reads the same line twice it ignores that
line the second time. This pipeline sorts the lines in filename, then sends the

output from sort through a pipe to uniq, which then sends its own output to
the standard destination (in this case, your screen}).

You can stack commands up in a pipe by separating them with a “ | ” symbol,

and you can send the final output of a pipe into a file with the “>”" symbol.
For example: '

sort filename | uniq | wec > words

This pipeline creates a file called words, containing a count of all the words
that occur on non-identical lines in filename. (wc is a program that counts the
number of words, lines and characters in its input.)

Aborting a command

Press the (Del) key.

This is a quick way of recovering from a command that is still being executed.

Pressing the (Del) key sends the INTERRUPT signal. (Some systems use the
{Ctrl)C key for this purpose.)
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74

Some programs deliberately ignore the (Del) key, such as the vi‘editor, the
shells which process your commands, and the UNIX window (scoterm). These
programs understand the (Del) keystroke as an instruction. For information

about shells, see “Changing your shell” (page 108).

¥
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. .- Specifying directory names

Specifying directory names

The UNIX system stores files in direcforics. A directory can contain files or

_other directories. Each user has a home directory. You can keep your personal
files in vour home directory, or create subdirectories within it to store files
relating to certain categories. For example, your personal directory structure
might look like this:

the home directory; contains L.
system tile
system lile
subdirectory containing mail tolders
a mail fulder
P e another mail folder
S e subdirectory containing work files
St et e a file calied proj]_
T AR . a file called proj2

Aifcharless is the home directory. It is located in the /u ﬁh‘cjstem Within
/ufcharless there are some system files (profile and fogin) and some directories
(iidfolders and teork). Each of the directories contains files partitioned accord-
ing to their purpose; this makes it easier to keep track of a large collection of
tiles. -

NOTE This example is simplified and is intended to show the structure ot a
home directory, not an actual listing provided by a program such as 1.

The filesystem structure resembles an upside-down tree; each branch is a
directory or subdirectory, and each leaf is a file. The main stem is known as
the root directory. Each directory and file can be identified by a unique path in
the tree.

To specify the path to a directory or file that is not in the current directory,
you must give either an absolute or a relative path.

An absolute path lists all the directories and subdirectories you must enter to
reach the target file, starting at the root (/) directory. For example:  ~

Justifredfwork/target

refers to the usr directory within the root directory, which contains the sub-
directory fred, which contains another subdirectory, work, which contains the
file or directory called target for which you are looking.

Build a-relative path by specifying all the directories and subdirectories you
must enter to reach the target file, starting from your current position in the
filesystem. (To find out where you are, see “Identifying the current directory”

(page 75).)
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For example, supposing you are in /usr/ine, and want to specify a path to
fusrifredfwork/target. You can get there by the relative path:
[fredfoork/targot '

The “..” symbol in your current directory represents the parent of the current
directory, or the directory which is one level closer to the root directory; for
exampile, fred is the parent of work.

You may also see a “.” symbol in a listing of your current directory. This
refers to the current directory itself. For example, to refer explicitly to a file
called filename in your current directory, you could type /ffilename or filcname.

Finding a file

To check if a file is in the current directory, type s myfile and press (Enter). If
it is present, the file name is displayed.

You can search for more than one file in a directory, but the files should have
similar names for this to be practical. For example, supposing the current
directory contains my, myfilel, myfile2, myfile3, myfiled and myfile10. To find all
files that have names starting with my, type Is my* and press (Enter).

The names of all files in the current directory that begin with my are listed.
When you append an asterisk (*) wildcard character to the partially defined
filename in the command, the systemn expands this to match filenames in this
directory that start with 1y and are followed by zero or more characters. The
asterisk wildcard “matches” any sequence of characters, including none at all,
0 my* matches my as well as myfile.

To locate files with only one additional variable character, use the “ 7" wild-
card character. For example, type Is myfile? and press (Enter).

The system displays myfilel, myfile2, myfile3 and myfile4, but not myfile10.

Typing ls myfile?? and pressing (Enter) results in the filename myfile10 being
displayed. :

To locate files with a range of characters in their names, enter (for example):

1s myfile[1-5](1-5]

This will list all the files starting with myfile, followed by two digits in the
range one to five. (You can also specify a range of letters, for example [A-Z] or
[a-z], and you can create sets of characters for which to search. For example
[A-C1-90] matches the capital letters A, B, C or any digit.)

78 : User's Guide




i i o v e ——— e ——— ——

the
hese
ion

: Guide

. Chapter 9

Finding your way around

Files are stored in directories. A directory can contain files or other directories.
Collectively, all directories and the files they contain are called a filesystem.
The UNIX operating system provides a variety of tools for navigating the file-
system from the command line.

Identifying the current directory

To identify your current directory, type pwd and press (Enter).

The current directory is the one you are currently working in. pwd stands for
print working directory. The word print is used instead of display because the
UNIX system was developed inthe days of teletype terminals, when all out-
put was printed. '

Viewing the contents of a directory

To view the current directory’s contents, type Is (short for list files) and press
{Enter).

1s lists the files and directories in the current directory.
To view the contents of a different directory, enter: ;

Is directory

where directory is the name of the directory whose contents are to be listed.
See “Specifying directory names” (page 77) for more about referring to a direc-
tory other than the current one. ' .

75
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To modify the format or kind of information displayed, the following related
commands can be used: ' S;

1 give a detailed listing of all filenames and their attributes —
lc givea listing of all files, split into columns

If  givea listing of all files, split into columns, with directories followed by a
slash (/) and runnable programs followed by an asterisk (*)

Ir  list the contents of the current directory. [f it contains any subdirectories,

“list their contents afterwards. If they contain. subdirectories,. continues

listing their contents indefinitely. (The “r " is for recursive; for more about
directories, see “Specifying directory names” (page 77).)

Ix givea listing of all files, ordered in rows

See the 1s manual page for more about these commands.

Viewing the contents of large directories

The contents of directories that contain many files will scroll past faster than
you can read them. To view the list one page at a time (where a “page” means
as much text as you can put in the UNIX window at any, time), enter:

ls | more

After each page more will display more; to see the next page, press (Space).

In this command, Is is piped (1) to the more command. See “Running a
sequence of commands” (page 73) for more information on using pipes.
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Creating divectories

Locating files outside your current directon;/

To locate a file that is not in your current directory, for example; myfile, enter:
find / -name myfile -print

find searches the specitied directory and all directories branching from it. The
direction of the search can be from the root (/) of the fllesystem structure, as

i the example above, or relative to your current position in the f:lvwstem (or
wherever you specity).

-name and -print are options to the find command for specifying the name of

the file to search for and printing (displaying) the names ot all matching files
on the screen.

Changing directories ,

To change directories to a subdirectory of the current directory, enter:

cd mydir ?
In the example above, mydir is'called a relative pathname because directions
to it are given relative to the current directory. You may also use absolute
pathnames with cd. Absolute pathnames specify ditections to a directory

from the top-level (root) directory. See “Specitying directory names” (page 77)
for instructions on using pathnames.

To return to the previous directory from mydir using the relative pathname
method, enter:

cd ..

This takes you back to the parent directory. ’

[

Creating directories

To create a directory called newdir, enter:
mkdir newdir

You may use either absolute or relative pathmames. The example above cre-
ates a subdirectory called netodir in the current directory.

_ Directories are created with access permissions that can be modified by the

owner. For more information on permissions, see ”Changmg access permis-
stons” (page B4).

1

1

K
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To create a directory, you need to have write permissions for the directory
within which you wish to create it, and your new directory name must be
unique in this directory.

Removing directories

80

To remove a directory called olddir, enter:
rmdir olddir
You must not remove a directory with rmdir unless it is empty (contains no

files or subdirectories) and you have write permission, See “Removing files”
(page Y2) and “Changing access permissions” (page 84)..

You can not remove a directory if you are init. To remove the current direc-
tory, first change to another directory.

User's Guide
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Chapter 10

Working with files -

A file is the basic unit in which the UNIX system stores information. While
you may see references to sub-units, such as records and fields, the file is the
smallest block of information that is stored by name and recognized by the
UNIX system.

Although most of vour work with files is done with Desktop tools {such as
Edit), the UNIX system provides a rich assortment of tools for manipulating
tiles from the command line. Tools are available to work with files (imoving,
copying, deleting and changing them) and to work within files (searching tor
information, editing, and sorting).

Moving and copying files

When you move a file, you are placing it in another directory (or under another
name in the same directory). When you copy a file, you are creating a duph-
cate; which occupies additional space in the filesystem. When you create a
new link to a file, you are giving the file an additional name: the file is stored
in only one space, but the linked names may appear in several directories.

Creating files

You create a file whenever you make a copy of a file, edit a new file, or cause
the output of a command to be directed to a file that does not yet exist. See
“Specifying command input and output” (page 72).

Although )’/0u will usually use Desktop editors to create or change files, vou
can edit files from the UNIX command line with the vi editor. See “Using !
(page 109).
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Mouving files - | - L

To move a file to another directory, enter:

mv filename destination

where filename is the name of the file you want to move (preceded by its path
if it 1s in a directory other than the current one), and destination is the path to
the directory where you want to put it. The file disappears from it's nru;mal
directory and reappears in the destination directory.

To change the name of a file within the current directory, enter:
mv old necw .
where ofd is the file's current name, and netw is the file's new name.
Yau can combine these techniques to move a file'to a ditferent dlrectory and
pive it a new name at the same time. Forexample:
mv chapter.1 /u/workgroup/finished.chapter.1

moves chapter.1 to fufworkgrowy and renames it finished.chapter. 1 at the same
time. You can only use this technique to move files if you have write permis-
sion to them.

Copying files

To make a copy of a file, enter:

cp old new

where ofd is the name (preceded by its path if it is in a directory other than the
current one) of the file you want to copy, and new is the name for that copy.

new does not have to be in the same directory as old. See “Moving files” (this
page).

Combining files

You can combine two files, end to end, using the cat command. cat simply
copies its input to its output. You use it like this: )

cat filel file2 > file3

where filel and file2 are files to read (the input) and file3 is the name of the file
to create {cat’s output). cat reads filel writing a copy of it to file3, then reads
file2, appending it to file3.

I~
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Changing files
Linking files
To create a [tk to a tile, enter:
In filel file2 )
path A lmk is a new tle name (or “link”) that refers to a file that‘already exists; in
-h to etfect, the file has two (or more) names. The names, or links, do not need to be

stnal i the same directory, or have the same owner.

You can use links as a shortcut to edit a file in another directory, by creating a
link to the file and keeping the link in your home directory. Then, whenever
you want to edit the hlg, instead of changing to the other directory, you can
just edit the link.

You can also use links as a shortcut when changing directories. Create a link
to a directory using the -s (symbolic) option, and cd into the link. For example,
suppose you work in fufwvorkgroup/tasks/project/01 and your home directory is
/u/me. Your normal command to work on a file is

ard

ame " ed /lu/workgroup/tasks/project/01
mis- but you can create a link:
In -s /u/workgroup/tasks/project/01 01

that creates a link in your current directory. Then you can m. ve around like
— this: '
A

T opwd

| “ cd 01
_t e 5 pwd -
' fulworkgroup/tarsaspragert /04

this The -s option means that the link is symbolic; it points to a file on a different
‘ filesystem, or to a different type of file (such as a directory}.

See “Removing files” (page 92) for instructions for removing a link.

wply Changing files . :

You can change files by altering their names, changing their attributes (per-
file missions or properties), and working on their contents (for exampie, by sort-
ing them). These operations can be performed on the Desktop, but can also be

ads
accomplished from the UNIX command line.

uide ' . ' 33‘
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Renaming files

To rename a file, use the mv command. For example, the command:
mv filel file2
renames filel to file2.

You can use this technique to rename directories if you have write permission
to them. g

Changing access permissions

84

[t you cannot look at a file, you probably do nat have read permission for that
tile. ’

To find out if you have read permission, enter:
| filename

[f the second character position in the ten character field at the left of the list-
ing is “r”, the owner of the file has read permission.on the file. The login,
name of the file’s owner is listed in the second field in the listing. lf you are
the file’s owner but the left (owner) read permission is not set, you can give
yourself read permission like this:

chmod u+r filecname

This chmod command modifies the permissions on filename so that the
owner (denoted by “u” for user) is given read permission (denoted by the
M‘rll).

Only the owner of a file can use chmod to alter the permissions on that file.

To give yourself permission to write to or execute (run) a file, use either the
chmod u+w or the chmod u+x version of the command.

You can give members of your work group permission to read, write and /or
execute the file using the g+r, g+w, or g+x versions of the command, if you
own the file.

You can make a file publicly accessible using the o+ form of the command
(0" is for others, meaning all other users of the system.)

To revoke permission to read, write or execute a file for a type of user, use a
“-" instead of a “ +”; for example, to revoke read permission for other users,

use:
chmod o-r filename

Liser's Guide
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Changiny files

Sorting files

To sort a file containing lines of text or numerical data in a variety of ways,
use sort. For example, to sort a file (calied filename) containing lines of text
into dictionary order, regardless of upper- vr lowercase:

sort -df < filename > sorted

The -d option specifies that “dictionary” order is to be used for the sorting
process. The -f option means that lowercase letters are folded into uppercase
{capital letters) for purposes of comparison. The file called sorted contains the
result of the sort operation on filename.

~

To combine two files into one new file, the contents of which are sorted, enter:
sort -u fAilel file2 > file3
This creates a file called file3, containing the sorted, merged contents of filel

and file2. (sort sorts the files as it merges them.) The -u option tells sort to.

make sure that each line in file3 is unique; that is, if both fileT and file2 contain
an identical line, only one copy of the line will be written to file3.

The -r option reverses the order of the sort. Use the -n option when sorting
lists of numbers, so non-numeric characters in the numbers (minus signs,
decimal points, and leading spaces, for example) are not sorted incorrectly.
The -M option makes sort assume that the first three characters of the field
being sorted are months (like JAN, FEB, MAR, and so on) and sort them into
date order.

You can make sort pick any portion of a line on which to base its comparisons.
For example, to sort a list of names followed by months on the basis of the
month:

sort -M +1 < filename > sorted
will sort a file containing lines like

martin FEB
angela DEC

judich JAN
into .
judizh JAN
marcin FEB
angela DEC

. The +1 option tells sort to make comparisons between lines on the basis of the

second field of each line. (A field is a sequence of characters separated by
spaces or tabs; sort counts tields starting from zero.) So the “month” abbrevi-
ation on each line of the file is used as the basis for the sort operation above.

::;f’l.
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[f you have a file where data records are made up of fields separated by some
special character like a colon “:” {called a separator), you can tell sort to use a
different separator by using the -tseparator command.

For example, -t: causes sort to split lines into tields separated by colons.

Looking inside files

The UNIX system does not normally distinguish between types of file. There
are many different types of files in the filesystem, some of which you can work

.nand some of which you should avoid. For example, you can edit text files

with the vi editor, and you can also read in and edit program files with it
although this is not a usetul thing to do. It is more efficient to use the specific
UNIX tools for identifying the type of information files contain.

Identifying file type

You can find out what type of information a file contains using:
file filename

file looks at the contents of a file and tries to determine what type of informa-
tion the file contains. file can tell whether it is an executable program, con-
tains data used by a program, or is text in English or another language.

It is a good idea to use file before examining the contents of a file as described
below; if you try to examine a binary (or executable) file you may render your
display unreadable, because binary files often contain characters that are
interpreted as control codes by the terminal.

Previewing files

86

To look at the first or last lines of a text file, use head ni‘ tail. For example:
head filename

displays the first ten lines of filename, while:
tail filename

displays the last ten lines of filename.

If you use a numerical option, for example -20, head or tail will display 20
lines instead of 10.
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\ _ Looking inside files

Viewing very short files

Viewing longer files

You can look at the contents of a short file, using:

cat filenamne

- cat concatenates its inp: 0 its output. This' means that cat sends filename to

your window, for you to read. (As your output is usually your window, cat
sends its input there unless you tell it to use an output file).

You can cat more than one file at a time; the files are listed one after the other.

Hint: if vou do not know what is in a file you want to cat, try using:
cat -v filename

This will cause anv unprintable characters in filename to be displayed in a
manner that will not corrupt your window.

See “Combining files” (page 82) for more information about cat, input, and
output.

E

I

To look at the contents of a file that is too big to fit in a single window, enter:
more filename

more displays files one page (window) at a time. After filling the window
with text, more will display the prompt mer2. To see more, press (Space).

A

While more is running, you can search for text in a file by entering a ” / “ fol-
lowed by some text to tind; for example:

/something
will make more search forward until it comes to the next occurrence of the
word “something”. ‘

If you accidentally read past a piece of text you want to look at, press b to
jump back a page.

To quit more, type q.

‘There are a variety of other commands which more recognizes. If you want a

list of them, press h for help when you are viewing a file using more,
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Searching files

If you want to find which file contains some specific word or words, there are

UNIX tools to help you. You can search files rapidly to locate a known piece of
text, or you can search files more slowly to locate a piece of text when you are
unsure of the spelling. ‘

Searching for text

To search a file for a specific piece of text, enter:
fgrep text filel [file2 file3 ... ]

fgrep (“fast grep;” see “Using wildcards” (this page) for more about grep)
searches all the files in fileT, file2 and so on for the specified text, and reports
any matches. '

To search for a text containing spaces or tab characters, enclose the text in
quote marks,

To search for a text containing quote marks, put a backslash immediately in
front of each quote character within the text.

[t you are not sure whether the text is uppercase, capitalized, or all lowercase
letters, type fgrep -y. fgrep will then igmore the case, and report all matches.

To see all lines in a file that do nof contain the text, type fgrep -v.

Using wildcards

88

You can search files for text when you are unsure of the spelling of the text by
using wildcards and grep. (grep is an acronym for “global regular expression
print;” a “regular expression” is a complex wildcard.) For example, to search a
file for the word “center” when you are not sure whether it is spelled the
American way {“center”) or the British way (“centre”), or even if it is present
in another form (“central” or “centrally”):

grep ‘cent{er]’ filename

The “fer]” is a set containing the characters “e” and “r”. This means that grep
will search for the text “cent” followed by either an “e” oran “r”. (The single
quotes are needed because otherwise “[er]” will be interpreted as a wildcard
by the shell, before the coimmand is passed to grep.)

User's Guide
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Searching files

If you know that you want either “centre” or “center” but not “centrally”
some other combination, you can'search for:

grep ‘cent{er][er]\ ’ filename \

The “\ " means “followed by a literal space character.” (Remember, y.. 1 need
to enclose the search text in single quotes because it contains a space.) So
‘centler]{er]\ " will match “centre ” or “center ” but not “centerpoint “ because
the two characters are not followed immediately by a space.

You can put more than two characters in a set. For example, you can search
for any character in the set [ABCDEabcde]. To save typing, you can enter this
set as [A-Ea-e], where the “-” indicates that your wildcard is a range of char-
acters. Alternatively, instead of using the “[..]” set notation, you can search

tor the special set “.” {(that matches any character except a newline).

To search for a sequence of characters in a set that repeats an indefinite num-
ber of times, you can use the “ +” symbol after the set of characters for which
you are searching. “+” matches zero or more occurrences of the preceding
wildcard. For example:

grep ‘cent.*’ filename

searches filenaine for the Ietters ‘cent” followed by a sequence of zero or more

characterb matched by “.” (the set matching any single character). Because

“." matches everything except a newline, this wildcard will match “center”,
“center”, “central”, “accentuate” and “centipede”.

LI

You can also match anything that is not part of a set. If you want to find every
line that contains a “cent” unless it is in “centipede” use the following com-
mand: ’

grep ‘cent["i]’ filename
The """ at the beginning of the set means “match any character except a
member of this set.”

You can search for text at the beginning or end of a line, using the “~ " or “ %"
symbols respectively. For example:
grep ““begin’ filename
searches for all lines beginning with the string “begin” while:
grep ‘end$’ filename
-matches all lines with the string “end” as a terminator.
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Finding out how large a file is

You can find out how large a file is by using the we command:

LV owe flle
NHd IR0

DT Ce
(R |

wc counts the number of lines, words, and characters in a file (in that order).
You can use we to get specific totals in any order using the options -1, -w, or ¢
ta stand for lines, words or characters respectively. For example, to see the
number of characters and lines in a file (in that order):

" we -cl file
AT GRD e

You can also give we a list of files to count. For example:

" wc ¢hapl chapl
jat (AN RN IR
AN Ty Shlnn :‘I,.|E|’.

LU A545 Aty oo

Extracting fields

[f you have a file containing colunns of data in textual form, you can extract

information from it using a variety of tools. For example, suppose you have a

file called blackbook containing names, extension phone numbers, login names

and dates, in a format like this: ‘ '
Wirtew D Srand s R7ome ke GAN-] -y

......

G Penny s siep FOE oAt

To see Sue Penny’s record, use the following command:

i grep Sue blackbcok

il

Gue Penny s 284 suepiFER-H-29
This is hard to read. To see only Sue's extension number (the second field),
you can use the cut command:

¢ grep Sue blackboock | cut -f2 -4:

aud
cut extracts individual fields from a file containing records on separate lines,

The -2 option tells cut to extract only the second field of each record; the'-d:
vption means that fields are delimited with a colon (¢) instead of tabs.

The “ | " is called a pipy; it tells grep to send its output to another program (in
this case, to cut) instead of the window (or “standard output”). See “Combin-
ing filey” (page 82) for information about pipes, input and output.
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Printing a file

To see a list of all the people in your file, followed by their logins, you do not
need to use grep. just use cut:

cut-f1,3 -d: blackbook .
The -f1,3 option tells cut to extract the first and third fields in each record:

Michas| Oramdimiaes
e PRy e
anahitia Fords Toshp
siToAaddamas lizh
To alphabetize your list, you can sort it like this:
© cut -£fi,23 -d: blackbook | sort -d4f
Jrnehea Ford gonhp
Liz addamr:1,zh
MickaslThrand nker

DS Fennyiten

Printing a file | :

To print a file, enter:
lp filename
lp responds with

el it fane W gl o675 (1 Lle)

L 20

This command sends filename to the print queue. (Ip is short for “line print-
er”.) The “request id” line means that the file will be printed on the printer
named “laserwriter”, and has the job number laserwriter-635.

A print queue is a queue of files waiting to be printed on a specific printer
Because a UNIX systern may have many users, any or all of whom may be
printing files, your file might not be printed at once. It goes onto the back of
the queue. However, if it is the only file waiting to be printed, it will be pro-
cessed at once. Otherwise, it has to wait for its turn.

If you know that several printers are connected to your system, and you want
to send a file to a printer that is not busy, you need to know the destination
printer’s name. Use the -d option to lp to choose the destination; for example-

lp -d fast_printer filename
sends filename to the printer named fast_printer.

You can get a list of the printers available to you by using the lpstat (line
printer status) command:

Ipstat -s
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To cancel a print request, if it has not yet printed, use the cancel command
and the request-id you were given when you entered the lp command to print
the file. For example:

cancel laserwriter-635 ‘

cancels the print job “laserwriter-635". If you do not remember the request-id,
enter the lpstat command with no options to see a list of print jobs in the
queue.

Removing files

It 1s necessary to remove tiles from time to time, to prevent the tilesystem
trom tilling up. However, you should be extremely careful about removing

tiles, Although the Desktop environment lets you retrieve deleted files, once a -

tile has been removed it is gone forever; there is no way to get back any infor-

4 _ 3 ) ! )
mation that you have lost. Therefore, you should use the rm (remove) com-
mand with care.

Removing ordinary files

To delete a file, use the rm command. For example:

ro -1 fllename

T [

rm -i is (nferactioe; when you see the question mark, vou can either type
“v " inwhich case it will destroy filename, or “n”, in which case it will not.

[t is a grood idea to use the -i (interactive) option with rm because once you
have removed a file, it is impossible to get it back again.

To remove several files, you can type rm -i and use wildcards to select them.
(Always use the -i option with rm * unless you are absolutely certain that it is
safe to delete everything in the currect directory.)

Removing links

You can remove a link you no longer want, just like a normal file, with rm.
rm link

deletes a link called link, just like a normal file.

The file itselt will not be deleted until the last link (or name) by which it is
referred to is deleted. :
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Searchiny for lost files

Searching for lost files | ‘

If vou have put a file somewhere and cannot remember where it is, you can
use the find command to locate it:

find /-name ftlename -print

The “ /" tells find to start searching in the root directory. find searches its
starting directory, and all the subdirectories it can find, in order. [f you know
vour tile is in one of yvour own subdirectories you could tell find to start
searching trom $HOME instead of “ /7. $HOME represents your home direc-
tory; see “Setting varables” (page 105) tor details.

The -name oplion is followed by the name of the file for which you are look-
ing. Every time find sees a file with this name, it will carry out the actions
specified by the subsequent options.

The -print option tells find that the action to take when .it finds -name
flename ts to print (display) its full path and name on your screen.

find can carry out uther tasks besides showing a file’s full path. For example,
the command:

find /bin -name filename -exec 1 {} \;

causes find to execute L on any file it finds with the name filename under the
directory Ain. (The “{}” in the -exec command stands for the name of the
found file; the “ \; " marks the end of the exec option.)

find / -name chap3 -print

If the command above results in a series of error messages like:

arfetar e o Lo Sehap!
g ta 0t A beupp/tian el

findd: rannet chdir To ferc/oopb/pack d/arp
tend: rannor Rl e JSetegeent fpoocvod/arpproc
riode ocanper chdlir o no fere e o neh o far

you can ignore the errors by re-issuing the command as follows:
find / -name chap3 -print 2> /dev/null

~

The error messages are coming from find’s standard error, because find does .

not have permission to read these directories on your behalf. The fragment

2> /devinull

tells find to send its error output (the standard error) to /dev/null. (/devmull is a
device file that suppresses any output stream you send to it.)

93
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In general, if any program gives a series of error messages, you can stop them
from cluttering 'up your window by adding “2> /dev/null” to the end of the
command line, or you can add them to a log file by adding “2>> error file” to -
your command. (Note that this will not work if you are using the C shell
rather than the Bourne or Kom sheils.) ' '
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em
" the
¥ to
shell

Tuide

Chapter 11

Copying files to disk and tape

Most of the time, you work with files in the filesystem, which is stored on
your computer’s hard disk. However, sometimes you may want to copy files
to and from tapes or floppy disks; for example, you may want to give a copy
to a user on a machine not connected to your own, or to store infrequently-
used material on a tape (which is much cheaper than space on the filesystem),
or to make a back-up copy of your work.

There are many ways of saving and retrieving files from floppy disk or tape.
The simplest method is to use a tar archive, as discussed in “Creating a tar
archive” (page 96). Other methods are more complex or are only available to
the system administrator, :

You can also copy tiles to and from DOS floppy disks relatively easily. To use
a DOS floppy disk, you must format the disk for DOS (page 99) if it is not
already formatted, then use the DOS commands described in “Using DOS utili-
ties” (page 99) to copy files between the UNIX filesystem and DOS floppy
disks.

Formatting floppy disks

You must format a floppy disk before you can use it. To format a disk, ensure
that it is in the appropriate drive and then enter:

format
or
format drive

If you do not specify the device, the default drive will be used.
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drive is the device file the UNIX system uses to communicate with the type of
disk you are creating. (The UNEX system sees all pieces of equipment attached
to the computer as files; it communicates with them by reading from and
writing to a special device file stored in Afev) There is a different device fife for
each different format ot tloppy disk. :

You determine the name of the device file to use as follows:

1. All tloppy disk devices are located in Mev and begin with rfd (the “r” is
short for raw, because the UNIX system has to access the disk directly).

2. If your computer has only one floppy disk drive, follow this with a num-
ber “ 07 If your computer has two or more drives, you can follow it with a
“07, " 17, or higher number (depending on whether you want to format a
disk in the first, second or subsequent drive).

3. Follow this digit with the number of tracks per inch on the disk; for exam-
ple, 135 if it is a high-density 3.5-inch floppy. (The number of tracks per
inch, or “tpi”, should be indicated on the disk or its case.}

4. Follow this number with either “ds” if the disk is double-sided, or “ss” if it
is single-sided.

5. Finally, finish the device name by adding the number of sectors per track;
9 if it is a low-density 5.25-inch or 3.5-inch floppy, 15 if it is a high-density
5.25-inch fAloppy, or 18 if it is a high-density 3.5-inch floppy.

For example, to format a disk in the second tloppy disk drive that is to be
high-density 3.5-inch double-sided disk, enter format /dev/rfd1135ds18.

format will prompt you to insert the floppy and press (Enter) to continue.

Note that it takes time to format a floppy disk — typically a minute or so
(although this may vary).

Creating a tar archive

96

A tar archive can be thought of as a special file that contains other files and
their associated directory information. To create a tar (tape archive) file on a
floppy disk, enter:

tar cvf device filename

where device is the device file corresponding to the floppy disk, and filename
is> the name of the archive. (See “Formatting floppy disks” (page 95) for infor-
mation about device files.)
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Creating a tar archiye

s of tar lets you use an abbreviation to specify the device to use. To see the list of
1ed available types, enter:
and - tar
for e Ten sit v id v Ebke lmnpwaF | 1p9t:lw| [blocksize] [tapesize] Eiles.
Wy D2yiee Block  Oi1zelK) Tap-
0 frevy PdnsRda9 14 ing Hi»
' fder st 44dsY 1H 160 Nos
. 4 Slevy11dN96ds ]S Lo 200 N
15
i Sdevivtdla6dsls S0 1200 N
4 fiiseitda0ds9 18 720 Ni
M- 5 fedow s ndi96ds9 ta 720 N
th a h flev/1Ed0115ds18 18 l4q0 N
at a 7 Fdevi/eE31135dsi8 18 1440 No
E Aoy 20 0 Yr3
" fAdefictmuni 20 0 Yeg
a;;; Using this list, you can select the size of disk you want to use. For example, to
create a tar file on a 720K floppy disk in the second floppy disk drive, ]ust use
the command tar cv5 filelist (where filelist is a list of files to create in a tar
if it archive on /dcv/rfd196ds9, separated by spaces).
o If you do not specify a device, the tar archive will be created on the defauit de-
ac ) e Q-
iy vice (specified in fetc/default/tar).
[f you specify a filename instead of a device name with the -f option, tar will
be 2 create the archive in your current directory (or the path indicated by filename;
it looks like a special type of file, called a tarfile. The tar archive wiil be creat-
ed and copies of all the files will be stored in it.
Listing tar archives
r so
Type tar tvf device and press (Enter). (device is either the name of the device
containing the floppy or tape where the archive is stored, or the name of the
file containing the archive.)
- Extracting tar archives
and
un a To extract files from a tar archive, type tar xvf device filelist and press (Enter).
' tar looks inside the archive on device (or the file of that name) and extracts
any file it sees which matches filelist.
'“f"‘e For information about other options to tar, see the tar manual page.
nfor-
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Understanding magnetic tape

You can copy files to and from tape devices using tar, in the sime way as you
deal with floppy disks. However, there are a number of differences between
tape and floppy disk systems. Notably, aithough magnetic tapes can store far
more data than a floppy disk, they can only provide serial access to the infor-
mation. That is, when reading or writing a tape you must start at the begin-

ning and read through each file stored on it in order until you get to the end |

— you generally cannot jump around or skip files. Consequently tapes cannot
be used as filesystems.

To copy files to and from a tape.device you should use tar, with the appropri-
ate device file (from the list below). You may also need to use the tape com-
mand to control the tape drive directly; see “Rewinding and erasing tapes”
(this page).

There are several different types of tape which may be available. The com-
monest are: ‘ '

QIC-02 A full-sized quarter-inch tape cartridge, the first QIC-02 drive
uses the /Adev/rct0 device file. v

QIC-40/QIC-80  These smaller mi'ni-cartridge units related to the QIC-02 for-
-mat are accessed through the /Mev/ft0 device file.

mini-cartridge  Mini-cartridge tape drives are linked to -he floppy disk drive
controller and differ sigmificantly from tr: QIC family of tape
drives. Notably, you must format mini-cartridge tapes before
using them. They are accessed via the Mev/rctinini device.

SCsl SCSI tape drives are controlled by a SCSI controller, like SCSI
hard disks. They are accessed via the devices named
/ev/S0 to /dev/Stp3 (or Mev/rStp0 to /MevirStp3 for raw
access).

For further information see the chapter on tape drives and controliers in the
Hardware Configuration Guide. '

Rewinding and erasing tapes

98

To rewind or erase a tape, you should use the tape command.

To rewind a tape, enter:
tape rewind

It is a good idea to rewind the tape to the beginning after every use, or after
encountering an error.

User's Guide

SR

i



you
Jeen
2 far
for-
gin-

end
nnot

ypri-
om-
”

.pes

zom-
drive
! fOl

drive
tape
efore

<Csl
wmed
raw

n the

- af

Guide ‘

R T A T

“Using DOS utilities

To erase a tape, enter:

tape erase

It is not necessary to erase a tape before reusing it. However, you may want
to erase a tape for security reasons.

You should retensivn any tapes that you use regularly, or that have been in
storage and from which you now wish to read. This takes up any slack in the
cartridge and reduces the likelihood of errors. The command to retension a
cartridge is tape reten.

[n addition, you should write-protect your tapes to prevent accidental erasure
or overwriting. This is done by turming the slot on the cartridge to the SAFE
position; turn it the other way when you intend to write over or erase the
tape.

Formatting a DOS floppy disk

The UNIX system provides special tools for manipulating floppy disks that are
compatible with DOS.

To format a floppy disk for use with DOS, enter:

+

dosformat device
where device 1> a special file, as explained in “Formatting floppy disks” {page
95). ' :

A DOS tormat disk cannot be used with tar; to store files on it you must use
the special DOS utilities described in “Using DOS utilities.”

Using DOS utilities

Several special UNIX commands are provided for manipulating DOS disks
(not to be confused with the actual DOS commands provided by Open Desk-
Yep DOS Services). They are as follows:

dosls drive
provides an Is style listing of the files stored on drive, where drive
is either a UNIX-style device file or the DOS drive name (A: or B)

dosdir drive
similar to dosls, but provides a directory listing after the style of
the DOS program dir

ey
~
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Copying files to disk and tape .

doscp filename destination

copies the file filename to the specified destination. You can copy
files to a subdirectory on the DOS disk, if you specify the pathname
(for example, ANMYDIR\MYFILE.TXT). You can use doscp to copy
files to a DOS disk from a UNIX system, or to a UNIX system from a
DOS disk. :

Note that doscp does not recognize wildcards; if you want to copy
more than one file using wildcards, you should enter the
following;

for file in wildcard
do
doscp $file destination

done 1

where wildcard is used to identify the files you want to copy, and
destination is where you want to copy them.

dosrm filename

deletes the named file. Note that you can g,we a pathname, if the
file is in a subdirectory on the DOS disk.

DOS filenames are different from UNIX filenames. The following rules apply:

T case

paths

tength

links

All- DOS filenames are uppercase. UNIX files are converted to

uppercase when they are copied to DOS, but DOS files remain in

uppercase when they are copied to a UNIX system. (DOS is not
case sensitive).

Paths are separated by a backslash (\), rather than a slash (/).

DOS file names are limited to eight characters (called the file name)
followed by a period, followed by three characters (called the
extension). UNIX files with names which are too long lose the
trailing letters.

DOs does not recognize links. If you use doscp to copy a link to a

DOS disk, a complete copy of the file is made. So, if you have two
links to the same tile cailed filel and fileZ, and copy them both to

the same DOS disk, the result will be two identical copies of the

file, named FILE? and FILE2.

You should write-protect your back-up floppy disks to prevent accidental
erasure or overwriting. On 5.25-inch floppies, cover the square notch on the
side of the disk with the supplied write-protect sticker. On 3.5-inch floppies,
slide the write-protect tab closed.
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Setting up environment variables

If you give this script to a friend, it will do the same for that user — searching

only the files below that person’s home directory — because the value of
$HOME is unique to each user,

Changing your password

To change your password from the UNIX command-line, enter passwd.

passwd will ask you to type in your old password before you select a new
one. If you choose to select a password of your own, passwd will ask you to
enter it twice, and will make sure that it is not a word that is easy to guess. If
you do not choose a password, passwd will generate a suitable password for
you.

You should take care not to write your password down anywhere, not to tell it -

to anyone, and to choose one that is difficult to guess (avoid names, places, or
telephone numbers). For further information about choosing a password,
please see the Open Desktop System Administrator’'s Guide or the passwd man-
ual page.

* Note that if you forget your password you will not be able to log on again.

You will have to ask your system administrator for help.

Setting up environment variables

{t is possible to set environment variables automatically when you log on.
Whenever you log on, your shell looks for a special login command file {or
startup file) called either .profile or .login and executes any commands it finds
init.
To find your login command tile, enter:

ls -a

There may be more than one file in the listing. If you are using the C shell, you
need to edit .login. If you use the Kom shell or the Bourne shell you must ednt

profile.

To add a new variable to your startup file, simply edit the file and insert two
lines like:

my_vat ldble=Gpven

EXPORT my_variable
(Note that this does not apply to the C shell) This will set the value of

my_variable to “Seven” and export it so that sub-shelis can make use of it. (An
unexported variable is only available to the shell within which it is defined.)

107
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Controlling the work environment

A sub-shell is a shell run from within another shell. For example, when you
execute another command from within the vi editor, it is running in a sub-
shell. For more information on shells; see “Changing your shell” (this page).

Changing your shell

108

IF you want to change your detault shell (the one you use when you start
work), you should ask vour system administrator. Information on how to
change the default shell is provided in the System Admuistrator’s Guide.

The shell is the program that the UNIX svstem uses to communicate with you,
the user. The shell reads your mstructions and carries them out, locating and
running progranms and interpreting scripts. (It is called the shell because it
puts a shell around the core ot the UNIX system, thaking it easier to work
with.)

The following shells are available:

Korn shell The shell of choice, it provides facilities for recalling and
editing commands you have already typed in, and for con-
troling background programs.

- Bourne shell. The original UNIX shell, it predates the Korn shell and offers
fewer facilities. ' ) ' :

C shell This shell has a C-like syntax with basic command recall
facilities. It is incompatible with the Korn and Bourne
shells. _

SCO shell This is> a menu based shell, designed to help inexperienced

users master the complexities of the UNIX system without
recourse to the other, command-line shells.

Remember, if you request a change of shell, you must move any environment
variables you have set up into the appropriate file in order for them to be set
when you start a UNIX session. The files to check are .cshrc and .login for the C
shell, .profile for the Bourne shell, or .kshrc and .profile for the Ko shell.

See “Where to find more information” (page xviii) for sources of more infor-
mation about shells.
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Improving performance

If you want to write a script where all the parameters, however many there

are, are passed to a program, use the variable $+. For example, a script con-
taining the following:

file $+
will run file on every item specified on the command line, whereas:
file $2 53

will only run file on the second and third parameters.

Setting variables

A variable is a label the UNIX system uses to refer to some variable quantity it
needs to track. Each variable has a name and a oalue, that is stored in the vari-
able. ) ’

UNIX variables are known collectively as the environment. Many programs
use variables to store information temporarily. ’

To find out what variables are currently set, enter:

env

" You will see a long list of information, looking something like this:

Rt T R T LA L AR

Ve g
AL TR = e

R P

FR

HATLOPTO =~ drpuhe_twl

YARER =z uny faeafhin/ Lean

VinUALL i vi

PATH -sLins furedbancs fad har b b fusc/eca/bin Ju/Admin /U ipt s

The name on the left of an equals sign is that of a variable; the information on
the right is the value associated with the variable. For example, LANG is a
variable name, and english_us.ascii is its value.
To set a new variable, enter:

myvariable=value

where value is whatever you wish m)n}an'able to equal. (If you are using
the C shell instead of the Bourne or Korn shells, you will need to enter
setenv myvariable value instead.)

[f you want to make myvariable accessible to all programs you run, follow it
with the command export myvariable. (This is not necessary in the C shell.)
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For example, suppose you want to make the shell load and run programs
stored in a directory catled /u/myprogs/bin. When you enter the name of a pro-
gram, the shell looks for it in those directories that are listed, separated by
colons, in the variable called PATH. To add /u/inyprogs/bin to your PATH vari-
able, enter:

PATH=$PATH:/w/myprogs/bin
This replaces the current value of PATH with itself, foilowed by
:Ju/myprogs/bin. ’
To make this available to all programs you run in the remainder of this UNIX
session, enter:

export PATH

Removing variables

To remove a variable, enter:
unset variable

where variable is the name of the item to remove. (In the C shell, enter setenv
variable ™ to remove variable).

Referring to variables

106

You can refer to the contents of a variable within pne of your scripts. To do so,
insert the name ot the variable, preceeded by a “$” symbol. The value of the
variable will then be substituted. For example, to save your current directory
in a variable, create a file containing the following:

current="pwd’

This command as=igns the output from running pwd to the variable current
when you runit.

If you ed to another directory, you can return to this one by typing:
cd $current

from wherever you are.

For example, the variable SHOME contains the path. to your home directory.
Suppese you want io find files located in one ot your subdirectories. You can
use a script like this:

find SHOME -name $1 -print

Supposing the script is called whereis, and you want to find a file called
new.document, you would enter whereis new.document. whereis will only
search those directories that are located within your home directory.
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Chapter 12 ,
Controlling the work environment

The programs you-run define your work environment. The UNIX system is
extremely customizable; you can add and remove programs to make your
work easter, you can change the priority of jobs (programs that are runniny),
and you can set up the UNIX sysytem so that specific programs run and their
required variables are loaded whenever you start a new UNIX session.

Improving performance

The UNIX system is multitasking; many programs may be running simultane-
ously. You can make the UNIX system operate more efficiently by changing
the priority the UNIX system assigns to individual programs, running long
programs in the background, and removing programs that are not doing what

you expect. But first, before you can do any of these tasks, you need to know
what programs are running.

Determining which programs are running

To find out what programs you are running, enter ps (process status). This
will display information about your current programs, in columns for I'ID
(Process ID; see below), TTY (the terminal on which the command is running),
TIME (elapsed time) and COMMAND (the name of the program).

To find out all the programs running on the system that you are authorized to
see, enter ps -ef | more. This shows all the programs that are running, rather
than just your own. It also provides information about the PID of the

program’s parent, the UID (identity) of its owner, and the current state of the
program.
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Amonyg the programs that are rutning, you will see ps and more. When you

entered ps -ef | more, you created two new processes. (A “process” is a pro-

gram that is loaded and is rur :ng.)

Running programs in the background

You can run a non-interactive program “in the background” (so that while it
gxecutes, you can get on with something else) by using the “ & ” notation. For
example, to run sort in the background, enter:

Graort file > sorted &
2300

The number that appears before the prompt is the Process (D (PID) of the sort
command. If you want to stop the process before it completes, you will need

to use this number.

It is not appropriate to run.interactive commands such as vi in this way.

Continuing programs after logging off

To runa background program that will continue after you log off, enter:

nohup program_name &

nohup means “no hang-up”. A program started in this way will continue until
it finishes and will not be aborted by your UNIX session’s end.

For example, if you are about to print a very long file using the text formatter
nroff, but need to log out in order to go and do something else, you can enter:

nohup nroff myfile > formatted
exit

- nroff runs in the background and does not stop when you log off. Any error

output from the program will be saved in a file called nohup.out.

Managing demanding background jobs

102

To reduce the demands a program makes on the UNIX system, use the nice
command. For example: ,

nice -20 find / -name something -print > outfile &
find runs in the background, sending its output to outfile. By using nice with a
value of “20” to run it, you make the UNIX system spend less time attending
to find than to any other programs running at the same time.

nice needs a number to tell it how “nice” to be to other users. (A “nice” pro-
gram is one that does not take over the system.) The number is between 1and

© 20; a small value is less “nice” than a large value.
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Stopping

Improving performance

A demanding background process (such as a compiler or text formatter) can
stow down the whole system. You can. make life easier by reducing the

amount of time the UNIX system spends on that program. It will take longer

to run, but will not slow down your other tasks.

rnaway processes ‘

[f you have started a process running in the background and need to halt it
before it tinishes, you can use the kill command. For example:

kill -152360 . :
kill sends a signal to the target process. A signal is a special message with one
of several pre-defined values. The first number (after the “-”) identifies the

signal to send; sigmal 15 is a command to terminate.” The second number is the
P1D (process 1D number) of the process to which to send the signal.

You can obtain the PID of a process using the ps command; see “Determining

which programs are running” (page 101). If you know the name of the pro-

gram vou want to stop, you can use the following command to find its PID:
ps -ulogin_name | grep program_name | grep -v grep

where login_name is ydur login name (truncated to seven characters), and
program_name is the name of the program to find. The I'ID is the number in
the second column.

[f kill -15 fails to halt a program that is out ot control, try kill -9 instead. This
1> more etfective, but does not give the program a chance to close any files it
may be working on when it receives the sigmal.

You cannot kill processes belonging to another user or to the system (unless
you are the root, or super-user).

Runmng command sequences

You can run a sequence of more than one command from a single command
line. To send several commands, one after another, separate each of them
with a semi-colon; for example:

Is > list; vi list; sort list

This command sequence creates a list of files in a file called list, runs the vi

. editor on the list, then sorts. it. (Note that you cannot run vi on the data in a

pipe.)

If you want to repeat this sequence of commands, you can write them in a file,
then make the file execute as a command. This type of file is called a “script” .
or a “shell script.”
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For example, to put the preceding command sequence into a file called mys-
cript that can be used as a conunand:

echo ‘Is > list ; vi list ; sort list' > myscript

chmod +x myscript

Now, when you enter myscript (or the name you yave to the file), the com-
mands will be executed one after another. ~

Note that any file of commands you create must have its attributes set to “exe-
cutable” before you can run it by typing its name. Otherwise, you will see a
messayre like this: :

1N S ciall S SRR FI N TN RN SRR

For information on attributes, see “Changing access permissions” (page %4).

As an alternative, you can create a short file containing a list of commands; for
example:

Is > list

vi list

sort list :
that will be carried out in the same order when the file is executed.

Running scripts with parametérs

104

You can make a file of commands run with different parameters specified-on.
the command line by using parameter substitution. This feature-lets you run a
script using different data files or options for the programs listed in it. For
example, suppose you change your file to read like this:

Is > $1

vi $1

sort $1
$1 refers to the variable called “1”". This variable is replaced with the first
parameter specified on the command line. So if you enter:

myscript myfile '
the word “myfile” is substituted for all occurrences of $1 in myscript as it is
executed.

If you want to pass more than one parameter, you can use the variables $1, $2,
$3, ... to represent the first, second, third (and subsequent) parameters
specified on the command line.
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Chapter 13

Editing files

The UNIX system includes several editors, each optimized for specific needs:

vi

ed

sed

The UNIX system also provides a variety of tools for formatting, speli-.

This visual editor is used for interactively writing and editing files

" of text. vi is the editor you will use most in the UNIX window. It
resembles the Desktop editer to some extent, but provides no

menus or heip. (There is a variant of vi called vedit that is set up
for novices, and a variant called ex that beh:_aves like ed, below.)

The original UNIX line editor, ed is line-oriented; it can only edit a
line at a time. ed is used within shell scripts, and when it is impos-
sible to configure a terminal properly.

The stream editor, sed reads its input file, carries out a sequence of
commands, and writes the result to its output file. sed cannot be
used interactively.

checking and processing text. See Chapter 10 (page 81) for information on
somne of the programs available.

Using vi’

i

vi is the standard UNIX tool for editing text. It differs from the Desktop editors
in that, instead of being controlled through menus, it is controlled exclusiyely
by commands you type into it.

Because it is designed to read commands from a variety of terminals, vi has
two modes: insertion mode and command mode. if you are new to vi, you may
find this confusing at first. Try to remember this simple rule: you cannot issue
commands when in insertion mode (except for the command to switch to
command mode), and you cannot enter text while in command mode.




13. Editing files

Starting vi

To start editing a file, enter:

vi filename
If the file aiready exists, vi will read it in. If it does not exist, vi will create it.
When you start vi, you are in command mode. vi has two' modes; command

mode, and insertion mode. In command mode you can issue commands to vi
and move around your document. In insertion mode, you can only enter text.

Stopping vi

What to do if you encounter trouble

To leave vi you must switch to command mode, if you are not already in it.
You can enter command mode by pressing (Esc). The terminal beeps or
tlashes at you if you are already in command mode and press (Esc).

There are several ways to leave vi. Here are the most common:

zZ Save the current file and exit. {Just type a capital “Z” twice.)
This command will not work if the current file is write-only, or
you are attempting to edit more than one file. (This comumand is
equivalent to :w :q or:wq.)

Save_the_current file (w is short for write file). Do not exit. This
command will fail if the file is write-only. You cansave-under a— —
different name by adding a filename: for example, :w newfile
saves the current file as newfile. (Note that the colon (:) tells vi to
read everything you type until the next (Enter) as a single com-
mand.)

q . Quit vi. This command will fail if the file has changed since the
last time you saved it. (If you really want to quit without sav-
ing, enter comumand mode and type :q!. This causes vi to quit
without saving any changes you have made to the current file.)

demd Execute the program cmd, then return to vi. The command :ish
is not the same as exiting vi; vi is still running, and when you
exit the sheli (by typing exit or (Ctrl)D) you will return to vi.

W
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First press (Esc) twice. If a command is in progress, the (Esc) key cancels it. If
you are in insertion mode, the (Esc) key puts you back into command mode. if
your terminal beeps or flashes when you press (Esc), it means you are now in

command mode.
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Using vi

If the UNIX window is unreadable, press (Ctrl)L in command mode. vi then
redraws (refreshes) tie window.

If you still cannot read the UNIX window, either your terminal is set up

incorrectly or you are editing a non-text file. Type :q! to exit without saving
the current file.

Entering text

To type text into a file, you must switch from command mode to insertion
maode.

To enter insertion mode, press i (for insert),

To leave insertion mode, press (Esc). The terminal will beep or flash if you
press (Esc) again.

[f you are not sure which mode you are in, press (Esc) until the terminal beeps
or flashes. You will then be in command mode.

When you are in insertion mode, anything you type is entered into the docu-

. ment at a position immediately behind the cursor. [f you make a typing mis-
take, you can use the (Bksp) key to backspace over the error. When you have
finished inserting text, press (Esc) to return to command mode.

Moving around inside the file

You must be in command mode before you can move the cursor around the
file. If you are not already in command mode, you can enter it by pressing
(Esc).

To move a single character width in any direction, use the arrow keys on your
keyboard. {The keyboard keys “h”,”j",” k", and “1” also move the cursor.)

You can move around in various units:

word To move forward or backward a word at a time, press the “w”
(word forward) or “ b ” (backward) key.

start/end  To-move to the start of a line or the end of a line, press the “
(start) or “$” (end) key.

sentence To move forward or backward a sentence at a time, press the
“)” (next sentence) or “{” (previous sentence) key.

paragraph  To move forward or backward by a paragraph, press the “{~
(previous paragraph)or “} ” (next paragraph) key.

11
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13. Editing files

window To move forward or backward by a window full of‘text, press
the (Ctrl)F (forward) or (Ctri)B (backward) key or the (PgDn) or

(PrevPg) key. -

line number “G” (goto). G without a number takes you to the last line in the
file. If you enter 1G you will go to the start of the file.

To see your current line number, press (Ctrl)G. A status line will appear at the
bottom of the UNIX window, telling you the name of the file, whether it has
been modified, your current line number, the number of lines in the file, and
your position in the file as a percentage of the length of the file.

To make any of these commands repeat, enter a number (the number of times
you wish the command to repeat), then the command. For example, to move
forward five words, enter Sw. -

De léting text

112

You must be in command mode before you can delete or change text.

‘To delete text, use the d command followed by the unit of text to delete.
Options are:

dl delete letter (or type x — a shortcut)’
c!w delete word
dd delete line

To delete several units of text at a time, enter the number of units to delete,
followed by the appropriate command. For example, to delete five words,
type Sdw.

To delete a range of lines, enter a command in the form:
x,yd

where x and y are the first and last line numbers in the range to be deleted. For
example, to delete lines seven through seventeen inclusive, use the command:

717d
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Replaciﬁg text -

To replace a single letter with another letter, position the cursor-over the letter
and type the r command, followed by the replacement letter.

To replace an unlimited amount of text on the current line with new text, posi-
tion the cursor over the first letter-and type R. You are now in replace mode.
This corresponds to insertion mode, but characters you type will replace the
previously existing text. You can return to command mode by typing (Esc).

Inserting text

To insert text at the start of a line, regardless of where the cursor is within the
line, type the I command.

To add text to a line, type the a command. This puts you into insertion mode,
but text is added after the current cursor position.

To add text to the end of a line, regardless of where the cursor is in the line,
use the A command.

Modifying text

To change the case of text (from uppercase to lowercase or vice versa), use the .

LN

~ command. Place the cursor over the text to change and press once for
each character. {The cursor advances by one character each time you issue this
command.) '

To swap two characters, position the cursor over the left character and type
xp. The two characters will be transposed.

Toopenupa line below the line the cursor is on, type the o command.

To open up a line above the line the cursor is on, type the O command.

To join together two lines, type the command J. The line below the cursor will -

be joined onto the end of the line the cursor is on.

To undo the last command, type the command u. The result of your last com-
mand will be undone.

To undo all changes to the current line since you last moved the cursor to it,
type the command U.

: E ' 113
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Cutting and pﬁsting'text using buffers

A buffer is where vi temporarily stores text. vi has twenty-six buffers, named
“a” through “z”.

To copy a line of text into a buffer, type the command

"buffer_nameyy .
(the yy command is short for yank). To copy several lines, precede the com-
mand with the number of lines you wish to copy; for example, to copy fifteen
lines into buffer “a”, type "a15yy.

To delete a line of text, saving it in a buffer, use the command dd instead of yy.

To paste the contents of a buffer into the text immediately above the cursor,
type the command "buffer_namel. For example, to paste the contents of
buffer “g” into your file above the cursor, type "gP. The paste command p
(lowercase “ p "} pastes the buffer in below the current line instead.

You can cut or copy a region of text of any size with the marker facility. Place a
marker in the text at the beginning of the region you want to move, by typing
m followed by a letter (“a” through “z”). This inserts an invisible marker at

your current position. Now move to the end of the region. To copy the text

between the cursor position and the mark into buffer “a“, type "ay’a. To move
the text between the marker and the current cursor position into buffer “a”,
type "ad"a.

The command is built up as follows. First, specify that you are gcing to use a
buffer by typing "a (for buffer “a”; you can use any other buffer you like).
Second, specify whether you are going to cut text (“d " for delete) or copy text
(“y” for yank) into the buffer. Third, use the *marker command to cut or copy
the text between the current cursor position and the named marker. (“marker
means “go to marker” and marker stands for the mark you placed in the text.

Searching for text

114
¢

You can search for text if you are in command mode. To search forward, type
/text, where text is the text you want to find. If you find it, you can repeat the
search for the next occurrence of the text by typing “ / “or “n”.

To search backward, type “? ” instead of “ /"
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Using vi

vi searches for text using wildcards, as does grep. The fdllowing wildcards

are used:

' (period) matches any single character except a newline. For
example, /g..d matches “good” but not “god”.

* {asterisk) matches one or more instances of the last character
specified. For example, /f* matches any number of s, while /.+
matches any number of any character.

B (caret) matches the start of a line

$ (dollar) matches the end of a line .

[..] matches a set of characters. Any of the characters within the
square brackets will be recognized.

\ (backslash) takes away the special meaning of the character to

. the right of the backslash. For example, .* matches any number
of any character, but \* matches a single asterisk.
Substituting text

To substitute one sequence of characters for another on the current line, use
the :s/old/mew/ command, where old is the sequence to find, and new is the
sequence that replaces it.

To substitute all occurrences of a sequence of characters within a file, type:
:glold/s/inewlg '

You can search for wildcards, but should reblace them with a string of ordi-
nary text. For example, to search for any word beginning with “cent” (such as
center, centered, or central) and replace it with “middle” instead, type:

:g/cent.»\ /s//middle/g

Configuring vi

vi has a number of internal variables that can be configured with the
:sat varname command, where varname is the name of the variable to change.

To examine the state of vi's settings, go to command mode and type :set all.
You will see a list of settings.

If a variable name starts with “no”, it is not set (that is, not switched on). You
can set it by typing set varmame. If a variable name does not start with “no”,
and is not followed by a number, it is set. For example, if you want to make vi
ignore wildcards, you must switch off the variable magic. To do this, type

- set nomagic. If the variable name is followed by a number, you can change its
value by typing set varname=value, where value is the new settmg you want
it to have.
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To make vi automatically begin a new line before you reach the right side of
the UNIX window, type :set wrapmargin=15. This makes vi “wrap” the first
word you begin to type that is less than fifteen characters from the right side
of the window. (If you have used other word processors, this-feature may be
familiar to you as “word wrap.”)

A complete list of the internal vi variables and their meanings is included in

the vi manual page.

Summary of vi commands

e,
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" The following tables contain all the basic vi commands and variables. Com-

plex commands are omitted; see the vi manual page for details.

Table 13-1 Entering vi

Typing this: does this:

vi file starts at line one

vi +n file starts at line n

vi + file " starts at last line

vi +/pattern file starts at pattern

vi -r file recovers file after a system crash

Table 13-2 Cursor movement (command mode)

Pressing this key: does this:

h moves one space left

1- _ moves one space right

{Space) moves one space right

w moves one word right

b moves one word left

k moves one line up

j moves one line down

(Enter) moves one line down

) moves to end of sentence

( moves to beginning of sentence

} : moves to beginning of paragraph
{ moves to end of paragraph
(CrhU scrolls up half a window

{Cual)D scrolls down half a window
(Cul)F scroils down one whole window .
(Ct)B scrolis up one whole window

r
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;}r (;i Table 133 Inserting text (command mode, enters insertion mode)
side - Pressing this key: starts insertion:
/ be i before the cursor
I before first character on the line
d in .a after the cursor
A after last character on the line
o on next line down
O on the line above
— ) . T on current character, replaces one character only
m- R on current character, replaces until (Esc)

Table 134 Delete commands (command mode)

- Command Function
- dw - deletes a word
~do deletes to beginning of line
ds$ deletes to end of line
3dw deletes three words
dd deletes the current line
5dd - deletes five lines
X deletes a character
5x ' . deletes five characters

E— : Table 13-5 Change commands (command mode, enters insertion mode)

Command Function

cw changes one word
3cw changes three words
ce changes current line
5cc changes five lines

uide J - ' . ; : 1
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Table 136 Search commands {(command mode)

Command Function Example

fand finds the next occurrence of and and, stand, grand

?and finds the previous occurrence of and, stand, grand
and

/"The "finds next line that starts with The  The, Then, There

/[bBlox/ finds the next occurrence of box or

' Box

n repeats the most recent search, in

the same direction

Table 13-7 Search and replace commands (command mode)

Command Result Example
:s/pear/peach/g all pears become peack on  pear becomes peach if
the currentline present on the current line
:1,8s/file/directory replaces first instance of  filename becomes
‘ file on each line with directoryname
directory from line 1 to the
end ‘
:g/one/s/il/g replaces every occurrence one becomes 1, oneself
of one with 1 becomes 1self, someone

becomes somnel

Table 13-8 Pattern matching: special characters (reguiar expressions)

This character:

Matches:

~

s
L]

118

\ beginning of a line

end of a line

any single character

a set of characters (represented by “...” ; the range can
either be specified, like [abc] or a range like [a-b])
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Table 13-9 Leaving vi {command mode)

Command Result ’

W writes out the file

X writes out the file, quits vi

wq writes out the file, quits vi (like :w :q)

:q! quits vi without saving changes

decommand “executes UNIX command

:sh starts a new shell

Heommand executes command and places output on current line
e file edits file (save current file with :w first)

Table 13-10 Options (:set option)

This option: does this:

all lists all options

term type sets terminal to type

ignorecase ignores case in searches (on or off)

list displays (Tab) and end-of-line characters (on or off)

number displays line numbers (on or off)

report prints number of lines changed by a line-oriented

) command

terse shortens error messages (on or off)

warmn turns off “no write” waming before escape (on or off}

magic aliows inclusion of special characters in search patterns
without a preceding backslash (on or off)

wrapscan prevents searches from wrapping around the end or
beginning of a file (on or off)

mesg permits display of messages sent to your terminal with

the write command (on or off)
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13. Editing files

Using éd

ed is a line editor; it edits a single line at a time. [t makes no use of the termi-
nal, and the cursor movement keys associated with vi have no effect.

[nstead of showing you a window of text, ed relies on line addresses. A line
address is the number of a line in a file, to which a command is applied. Com-
mands in ed may all have zero, one- or two-line addresses. (In the latter case,
the two addresses correspond to a range of lines within which the command
is carried out.)

Starting ed

From the shell prompt, type ed filename, where filename is the file to edit. ed
starts, then displays the number of lines it has read from filename. You are in
command mode.

Leaving ed

ed uses vi-like commands (of the type prefixed by a colon (2)). (vi is descended .

from ed.) To quit ed, use most of the vi commands except ZZ. Commands are
not prefixed with a colon. For more information, see “Stopping vi” (page 110)
or the ed manual page.

Reading a file

120

To see the contents of your file, use the 1 (list) command. list requires [ine

addresses. If no addresses are given, ed just displays the current line.
[

To see lines one to ten of a file, type:
1101

The first digit is the start address, and the second digit is the stop address :or
the command I (list). ed displays everything from the start address to the stop
address.

To refer to the current line, use “. ” (a period); this is the address of the current
line.

To refer to the last line of the file, type “$".

You can use relative addresses; for example, $-5 means the fifth line before the
last line of the file, while .+2 means the second line after the current line.
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Usinged -

For convenience, a comma (,) stands for the address pair 1,$ (that is, the entire
file), while a semicolon (;) stands for the address pair .,$ (current line to end of
file). For example, to list the entire file, type L.

Editing text

There are sev

C

s/old /mew

eral commands for editing text in ed:

Change text: this command uses an address. The specified lines
are deleted, then whatever you type replaces them. When you
have finished entering text, press (Ctrl})D to return to command
mode. :

Insert text: this command uses an address. Whatever you type is
inserted before the specified line; press (Cirl)D to stop inserting
text. :

Delete text: this command uses an address. The lines you
specify are deleted. '

Replace text: this command searches each addressed line for old,
and the first occurrence is replaced with new. old can be a wild-
card, as with vi.

[f you supply a range of addresses to this command, each line in
the range is searched and the first instance of old on each line is
replaced with new.

ed supports most of the same wildcards as vi. For full details, see the ed

manual page.

) T 121



J— ——— e —— . 4 -- [ Jo— R SS S

13. Editing files . -

Using sed

sed is a stream editor; it cannot be used interactively like vi or ed. Commands
to sed are entered in a script file. sed reads a line of input, executes all the
applicable commands in its script, and writes the result to its output. It
repeats this cycle until there is no more input.

Running sed

To start sed, use the following command:
sed -f script_name < input > output

where script_name is the name of a file containing a script of instructions, and
input and output are the input and output files.

sed will execute the script until there is no more input. It will then exit.

If you want sed to execute a short command on the contents of a file, you can
enter the commands on the command line using the -e option:

sed -e ‘sed commands’ input > output

. sed commands .

122

sed commands are similar to those of ed. However, sed does not allow rela-
tive line addresses, because sed never backs up; it reads thrOugh the input file
just once, from start to finish.

For a full description of the sed commands, see the sed manual page.
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Chapter 1

Networking overview

This guide provides background and reference material that helps you config-
ure and maintain the various networking services of Open Desktop.

This chapter describes networking in general and Open Desktop Networking
services in particular. After you read this chapter, you will have a better
understanding of the components that make up the Networking package, and
you can pick and choose which components you want to configure. We
strongly recommend that you read this chapter before installing any network-
ing software.

The remaining chapters in this guide describe the networking products that
make up the Open Desktop networking package: SCO® TCP/[P, SCO NFS™,
SCO LAN Manager Client, UUCP, and MMDF.

Chapters 2 through 8 describe TCP/IP, including basic maintenance, config-
uring serial line communications, using the BIND name server, setting up

- gateways, using the Simple Network Management Protocol (SNMP), setting

up remote printing, and using network time protocols.

Chapters 9, 10, and 11 cover NFS, including basic maintenance, enabling
and using the Network Information Service (NIS), and configuring the
Automounter.

Chapter 12 describes LAN Manager Client and describes how to share
resources on your network between machines running LAN Manager or
SCO XENIX-NET.

Chapter 13 covers uucp and its use in transferring files and performing
remote command execution.

Chapters 14 and 15 describe the two supported mailers provided by Open
Desktop: MMDF and sendmail.

Administering Networking Services 371
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e Chapter 16 explains how to configure and administer modems and modem
lines on your system.

» Chapter 17 provides information on how to solve some typica! networking
problems. :

Within each of these chapters you are often referred to manual pages for
further information. All of the networking manual pages referred to in this
guide are available online through use of the xman(X) or man(C) commands.

Introduction to networking

372

Networking, simply put, is connecting your computers together so they can
share information. Effective networking increases productivity by using com-
puter resources, such as files, printers, and memory, more efficiently. A net-
work puts the power of all of your system’s hardware and software at your
fingertips.

Although there are many different types of 1/1etw0rks, they fall into two gen-
eral categories: local area networks (LANs) and wide area networks (WAN).

A LAN connects computers that are in the same office or in adjacent buildings.
All the computers on a LAN are connected to a single cable. A computer ona
LAN can communicate directly to any other computer on that LAN. One LAN
may also be connected to another LAN via a gateway computer.

A WAN connects computers that can be as close as several hundred feet to as
far as across the globe. These connections are made using phone lines and
sometimes satellite connections, if the distance is great enough. Sometimes a
computer must go through one or more computers, or gateways, to reach the
one with which it wants to communicate.

Most networks are a combination of local and wide area networks. Figure 1.1
displays a portion of a typical local area network. It includes several client
computers, a server computer, a printer that is accessible to any machine on
the network, an Ethernet ™ cable connecting the machines, and a computer
running Open Desktop, which may be a client, a server, or both.

Servers, often the most powerful computers on the network, store data that
they make available to clients, other machines on the network that have
access to the servers’ resources. You can have one or more servers on a net-
work, and a machine can be both a client and server. For example, one ma-
chine can serve- personnel information while another serves sales data. Each
machine is, therefore, a server, but each may also be a client to the other ma-
chine’s data. :
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1]
Client 1 ~ Client 2 ' Client 3 :
;z
: Local Area Network {Ethernet)
Open Desktop Server
Printer :
|
. ;

Figure 1-1 Sample Network

How the netwofk works

A network, in the physical sense, consists of cables or phone lines. These lines
connect the computers, and networking cards provide the means to talk
across them. However, a network is not useful unless it has programs on each
computer that let humans access the various computers on the network.

Computers on a network have agreed ways of cornmunicating called proto-
cols. Protocols dictate which signals computers use across cables, how they
. tell one another that they have received information, and how they exchange l

information. . .
Protocols are more accurately termed protocol suites or protocol families.

This subtle shift in terminology reflects the fact that the communications func- ’
tions are complex and are usually divided into independent layers, also called |
levels. The protocol associated with each layer communicates with only the "
layers immediately above and below it, and assumes the support of underly-

ing layers.
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In protocol suites, lower layers are closer to the hardware and higher layers
are closer to the user. The number of layers and tasks that the layers perform
depends on who defines them. The following sections describe several popu-
lar definitions of protocols and how they relate to each other.

OSI
The International Organization for Standards (1SO) has a seven-layer protocol
called the Reference Model of Open Systems Interconnection (OS]), as shown
in Table 1-1. OSI also serves as a basis for the X.25 protocol.
Table 1-1 150 Model
Layer Name
. 7 Application
J 6 Presentation
5 Session
4 Transport
3 Network
2 Data Link
1 Physical
The layers operate as follows:
Layer Task
Application  defines how programs can communicate with each other
Presentation performs any necessary data conversion
* Session establishes an enhanced connection (session)- with other
machines
Transport makes sure information exchanged between computers
arrives intact and without errors
Network makes sure information coming from one computer arrives
at the correct destination
Data Link makes sure information gets from one end of the cable to the
other intact
Physical defines the way information travels on a cable. A common
- physical-level protocol is the [EEE 802.3 protocol, of which
Ethernet is a subset.
374. System Adm‘inistratalr’s Guide
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How the network works

TCP/IP

Transmission Control Protocol with Internet Protocol (TCP/P) has four soft-
ware layers built on an underlying hardware layer. Its model is shown in
Table 1-2. '

Table 1.2 TCPAP Model

Layer Name
4 Application
3 Transport
o2 Internet ,
, 1 .| Network Interface

The layers operate as follows:

Layer Task .
) Application accesses the Internet, and sends and receives data i
Transport provides communication between application pro- I
grams
Internet takes care of communication among machines

Network Interface  accepts and transmits data over the network
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Correspondence of models

Table 1-3 shows how the ISO and TCP/IP models correspond to each other.

Table 1-3 Protocol Families

SO TCPIP

Layer Functionality Functionality Layer

7 Application

6 Presentation | Application 4
5 Session ‘ .
4 Transport Transport
3 Network [nternet
Network Interface 1

2 Data Link

1 Physical Hardware —_—

Designing or adding to your network

Your Open Desktop machine may be a part of an entirely new network, or it
may become a machine on a network that already exists.. In either case, you
need to make several decisions about your Open Desktop machine:

e With what other computers does it need to communicate?
e Will it serve as a client, a server, or both?

* Who will use this machine, and what sort of access do they need?

Common networking administration tasks

After you decide how your Open Desktop machine fits into the network, you
need to install and configure the appropriate Networking services as
- described in the Open Desktop Installation and Update Guide. You also need to
update the networking files on other machines so that they know of the new
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machine’s existence. This configuration ensures, among other things, that:

¢ all machines on the network know each other’s names and addresses

¢ individual users will have access to files and accounts on various machines
 electronic mail is routed cbrrectly

* the network runs at peak efficiency

Common tasks that you will perform to ensure these goals include:
* installing and maintaining networking hardware and software

‘e assigning names and addresses to each computer and device on the net-
work

» assigning names and identification numbers (IDs) to network users and
groups

¢ performing the commands required to share, remove, and restrict resources
» updating all appropriate networking files on your network’s machines

The remainder of this chapter describes the various Networking services used
by Open Desktop, and provides pointers to the rest of this guide.

-~

Open Desktop networking services

The Open Desktop networking package consists of several services that allow
your computer to connect to both local and wide area networks.

e TCP/IP provides various protocols for networking communications that
other networking packages, such as NFS, use. The TCP/IP package also pro-
vides end-user programs such as telnet and ftp that enable remote logins
and file transfer between systems running TCP/IP.

» NFS allows you to export filesystems to the network so that users on other
computers can use them as if they were local, and to import filesystems
from remote servers to your Open Desktop client.

e LAN Manager Client provides a way to access resources (files, programs,
printers, and so on) remotely from other machines running compatible ver-
sions of LAN Manager and XENIX-NET.

¢ UUCP enables you to execute commands remotely and to transfer files and
mai! between remote UNIX systems connected by serial lines.

e MMDF controls electronic mail communications between machines running
the UNIX Qperating system.

The remainder of this chapter introduces each of these services. It brief.
explains the issues involved in configuring and maintaining each service and
describes many of the files and utilities that each service uses.
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TCP/IP is the set of protocols and programs used by Open Desktop to inter- ‘
connect computer networks and to route traffic among different types of com-

puters. “TCP” stands for Transmission Control Protocol, and “IP” stands for
Internet Protocol. These protocols describe allowable formats, error handling,

message passing, and communication standards. Computer systems that use
TCP/1P are thus able to speak a common language, despite any differences in

the hardware and software of the various machines.

Many large networks conform to these protocols, including the DARPA Inter-
net (Defense Advanced Research Projects Agency Internet). A variety of
universities, government agencies, and computer firms are connected to an
internetwork that follows the TCP/IP protocols. Thousands of machines are
connected to this internet, or network of networks. Any machine on the inter-
net can communicate with any other. Machines on the internet are referred to
as hosts or nodes, and are defined by their internet (or IP) address. Defining an
internet address is described later in this section.

TCP/IP provides the basis for many useful services, including electronic mail,
file transfer, and remote login. Electronic mail is designed to transfer short
text files. The file transfer application programs transfer very large files con-
taining programs or data. They also provide security checks controlling file
transfer. Remote login allows users on one computer to log in at a remote ma-
chine and carry on an’interactive session. The TCP'/IP programs that facilitate
these services are described in detail in the Open Desktop Uiser's Guide.

The internet protocol (IP)

The Internet Protocol, IP, defines a data delivery system wherein the sending

-and receiving machines are not necessarily directly connected. IP splits data

into packets of a given size, which are then forwarded to the receiving ma-
chine via the network. These individual packets of data (often called
datagrams) are routed through different machines on the internet to the desti-
nation network and receiving machine. A particular set of data, such as a file,
may be broken up into several datagrams that are sent separately. When you
use [P to forward datagrams, individual datagrams may or may not arrive,
and they probably will not arrive in the order in wh:ch they were sent. TCP
adds the reliability that IP lacks.

A datagram consists of header information and a data segment. The header
information is used to route and process the datagram. Datagrams may be
further fragmented into smaller pieces, depending on the physical require-
ments of the networks they cross. For example, when a gateway sends a
datagram to a network that cannot accommodate the datagram as a single
packet, the datagram must be split into pieces that are small enougi for
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transmission. The datagram fragment headers contain the information neces-
sary to reassemble the fragments into the complete datagram. Fragments do
not necessarily arrive in order; the software module implementing the IP pro-
tocol on the destination machine must reassemble the fragments into the ori-
ginal datagram. If any fragments are lost, the entire datagram is discarded.

The transmission control protocol (TCP)

The Transmission Control Protocol, TCP, works with IP to provide reliable
delivery. It provides a means to ensure that the various datagrams making up
a message are reassembled in the correct order at their final destination and
that any missing datagrams are resent until they are correctly received.

The primary purpose of TCP is to avoid the loss, damage, duplication, delay,
or misordering of packets that can occur under IP. Also, security provisions
such as limiting user access to certain machines can be implemented through
TCP.

TCP provides reliability using checksums (error detection codes) on the data,
sequence numbers in the TCP header, positive acknowledgment of data
received, and retransmission of unacknowledged data.

ninistering Networking Services 379
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Other TCP/IP protocols
The protocols listed in Table 1-4 are provided as part of TCP/P:

Table 14 Additional TCPAP prolocols

Protocol

Purpose

Address Resolution
Protocol (ARP)

Internet Control
Message Protocol (ICMP)
Point-to-Point

Protocol (PPP)

Reverse Address

Resolution Protocot
(RARP)

Senal Line
Internet Protocol (SLIP)

Simple Mail Transport
Protocol (SMTD)

Simple Network
Management Protocol
(SNMP)

User Datagram
Protocol (UDP)

ARP translates between DARPA Internet and Eth-
ernet addresses.

ICMP is an error-message and contro] protocol

used by TCP/IP..

PPP provides both synchronous and asynchro-
nous network connections.

RARP translates between Ethernet and DARPA
[nternet addresses.

SLIP enables IP over serial lines.
SMTP is used by MMDF to send ‘mail via TCP/IP.

SNMP is the protocol used to perform distri-
buted network management functions via
TCP/1P.

UDP provides data transfer without many of the
reliable delivery capabilities of TCP. UDP is less
CPU-intensive than TCP, and is useful when
guaranteed data delivery is not of paramount
importance.

These protocols are described in further detail later in this guide.
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TCP/IP. end-user commands
Several TCP/IP commands, described in detail in the Open Desktop User's

Guide, provide end users with networking capabilities. Table 1-5 is a partial
list of these commands:

- Table 1-5 TCPAP Commands
Command Purpose
ftp file transfer between machines running TCP/IP; these
machines may or may not run the same operating system
, r‘cmd ' remote command execution on another UNIX machiﬁe
rcp : file copying between two UNIX machines
rlogin : remote login on another UNIX machine
ruptime status display of local network machines
rwho displays list of users logged on to local network machines.
telnet remote login on a machine running TCP/I[P; these

machines may or may not run the same operating system

Configuring TCP/IP

This section provides information on software and hardware prompts you
need to answer as you configure TCP/IP. We strongly recommend that you
read and understand this section before you fill in the configuration checklists
located in the Installation and Update Guide. Installation prompts include:

¢ system’s host name and domain name

¢ Internet address(es) for each driver, adapter, or serial line

» broadcast address

e netmask

¢ hardware interrupt vectors, base memory addresses, and RAM buffer sizes

'
3

System name

Your system name, or host name, should be unique on your network. [t can
consist of lowercase letters and numbers, must begin with a letter, and should
be no longer than eight characters. mail and other programs use the system
name to identify the correct data destination. Here are some sample valid ma-
chine names: scosysv, tcpdev, account1.
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Driver type

The driver.is the software that allows your networking cards or hardware to
interact with TCP/IP. Each card, adapter, slip line or ppp lire that you use
must be uniquely associated with a particular dévice driver. You can install
up to four Ethernet cards of one type, up to two Token Ring adapters, and up
to eight serial line interfaces (four SLIP and four PPP), but you can only config-
ure one driver at a time. When you are prompted for the driver type, choose

_ the type you want to configure.

Interrupt vector

Each driver on your system, including those for network cards and SLIP lines,
must have its own interrupt vector, or IRQ. This vector must not be used by
any other device on the system. Refer to your networking hardware docu-
mentation to determine what vectors the hardware supports. In addition, the
hwconfig(ADM) and vectorsinuse(ADM) programs list the hardware already
installed on your system and what vectors are already in use, respectively.

Your networking hardware might be pre-configured to use a particular vector.
If you want to change this vector setting, you might also need to change the
physical jumper settings on the board or run a setup program provided with
the board. ( ‘ .

NOTE A number of networking cards are pre-configured to use interrupt
vector 3. Your operating system has reserved IRQ3 for the sio (serial input-

output) device. You can either disable this device during your netconfig ses--

sion, or choose another vector. .

I/O base address

Each hardware driver on your system that performs I/0 (input/output) needs
a unique memory base address so that the system can locate it. This memory
address is a three- or four-digit hexadecimal number, must match the settings
on the board, and must not conflict with any other hardware on your system.
Valid base addresses are displayed when you configure your card.

Thick/thin cable
Some networking cards use thick, rather than thin, networking cable.

» Thin cable provides a direct connection to the network without the use of a
transceiver. Most installations use thin cable.

e Thick cable connects your networking card to a transceiver, which in tum
connects to the Ethernet cable.

System Administrator's Guide
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RAM buffer size and base address

Several networking cards require a designated space in RAM to do buffering;
you need to specify this address (as a five-digit hexadecimal number) and, if
necessary, configure the buffer size.

NOTE The wdnsetup command is used to change these values for some
Western Digital cards. For more information on this command, see the
wdnsetup(ADM) manual page.

Domain name

The MMDF mail router uses the domain name to route messages, such as mail,
from machine to machine. The domain name allows your network to fit into a
hierarchical network . structure composed of commercial organizations
(.COM), educational institutions (.EDU), the government (.GOV), the military
(.MIL) or miscellaneous® organizations (.ORG). Sample domain names are
sc0.COM (the domain name used by SCO) and berkeley.EDU (the domain
name used by the University of California at Berkeley).

Base your domain name choice on the following:

o If other machines on your network already use a domain name, use the
same name for the machine you are installing.

e [f you are creating a new domain and want to use BIND to connect to the
outside world, you need to register the name with the appropriate network
(DARPA Internet, CSNET, or BITNET). To register a domain name, write to:

DDN Network [nformation Center -
Suite 200 ‘

14200 Park Meadow Drive

Chantilly, VA 22021

 If you are creating a new domain and are not currently connecting to an
outside network, use the name .UUCP.

e [If you will never attach to a network outsnde your company, choose
company.COM.

-

IP address

The [P address identifies and differentiates your machine from all others on
the network. It consists of a 32-bit binary number that is usually displayed as
four octets expressed in decimal and :eparated by periods. You must have a
unique [P addrass for each machine on your network. In addition, if your ma-
chine serves as a router to another network, it contains two or more network
cards and belongs to two or more networks. In this case, you must assign each
card a unique IP address on the appropriate network.

“n
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NOTE The IP address differs from an Ethernet address in that it is

configurable. An Ethernet address is a 6-byte address that is unique to each
physical Ethernet card. This non-configurable address is assigned by the
card manufacturer. .

The P address consists of two parts: a network address that identifies the net-
work and a host address that identifies the particular host, or node. Table 1-6
shows an [P address in binary form, as binary octets, as decimal octets, and as
it appears in standard notation.

Table 16 [P address derivation

binary (326}  10000100100011110000001000000010"

binary (octets) 10000100 10001111 00000010 00000010
decimal octets 132 147 .2 ' 2

1P address (in standard notation) = 132.147.2.2

Several classes of TCP/IP networks are available, each based on the number of
hosts a network needs. Network classes supported by SCO are Class A, B, and
C. Use the smallest network class that can accommodate all of your network’s
hosts. Most TCP/IP installations use Class C, but some larger installations
might need to use Class B. \

Table 1-7 lists valid network addresses for each class:

Table 1-7 Internet address classes

Class Available Hosts per Network Valid Address Ranges

A 16777216 1.0.0.1 through 126.255.255.254

B 65534 128.0.0.1 through 191.255.255.254
C 254 192.0.0.1 through 222.255.255.254
Reserved 224.0.0.0 through 255.255.255.254

If you are connecting your machine to a pre-existing network, the network
address (for Class A, the first octet; for Class B, the first two octets; and for
Class C; the first three octets) is the same as those of other machines on the
network. In this case, you need only concern yourself with creating a umque
host address.

If you are creating an entirely new network and you want to connect to the
DARPA Internet, you need to contact the Network Information Center to have
a network address assigned. The full address is shown earlier in the section
“Domain name”. If you do not want to connect to an outside network, you
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can choose any network address as long as it conforms to the syntax shown

previously. In either case, once you determine the network address, you cal.

then create the unique host address. -

When you determine the IP address, keep in mind the following:
e Each logical network must have its own network address.

« Allhosts in a network must have the same network address.
e All hosts in a network must have unique host addresses.

* Do not use the following network addresses: 0 or 127 (Class A), 191.255

(Class B), 223.255.255 (Class C), or any of the addresses shown in the
Reserved class of Table 1-5.

Broadcast address parameters

.All datagrams sent by TCP/IP move through all machines in the network path.
However, each host adapter ignores any packet that does not include that par-
ticular computer’s [P address in the datagram header. Occasionally, you might
want to send a message to all machines on a particular.network. To do so,
select a broadcast address for your machine. A broadcast address is one in
which the host portion of the IP address consists either of all (s or all 255’s.

- The configuration procedure prompts you to choose between the following

address schemes:

Table 1-8 Broadcast address schemes

Scheme Example . Purpose

all zeroes 132.147.0.0 provides compatibility with 4.2BSD
(decimal 0) . systems

ail ones 132.147.255.255 UNIX Operating System Standard.
(decimal 255) - (RFC-919)

The addresses shown in the previous table are for a class B network, and are
shown as examples only. Your values will be different. If you are on a net-
work that does not contain any machines running 4.2BSD UNIX or earlier BSD
versions, choose all ones. if such machines exist on' your network, choose ali
zeroes,

netmask setting

The netmask strips the network (D from the [P address, leaving only the host
ID. Each netmask consists of binary ones (decimal 255) to mask the network
D and binary zeroes (decimal 0) to retain octets of the host ID of the [P
address. For example, the default netmask setting for a Class B address is
255. 255 0.0.

[
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NOTE Aiways use the default netmask that the installation program
prompts you for unless you are creating a subnet, a logical division of a
physical network. If you create a subnet, also mask the portion of the
address that indicates the subnet. For example, a netmask for a subnet of a
Class B address is 255.255.255.0. For more information on creating subnets,
see the chapter “TCP/IP network administration” later in this guide.

TCP/IP over a SLIP or PPP serial line

The following prompts are relevant only to serial line drivers.

tty line

This line indicates what tty the SLIP line connects to..
* If you are connecting to COM1;, interrupt vector 4, enter ttylA.
* If you are connecting to COMZ:, interrupt vector 3, enter tty2A.

 [f you are connecting to a smart serial card, use the approprlate tty naming
convention.

Source IP address

Enter the [P address for this host (this end of the serial line). For more infor-
mation on determining IP addresses, see “IP address” earlier in this chapter.

Destination IP address
Enter the [P address for the remote host (the opposite end of the line).

Baud rate
Enter the baud rate at which data is transmitted. The default is 9600.

SLIP netmask

Choose a netmask for this SLIP line. For more information on netmasks, see
the section “netmask setting” earlier in this chapter.

Maintaining TCP/IP

386

After you install TCP/IP, you may never need to alter the TCP/IP configura-
tion again. However, there are some common tasks that occur if you want to
customize or add to your network. These are described briefly here and in
detail later in this guide.
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Adding hosts

The /etc/hosts file is a list of hosts on the network. Network library routines
and server programs use this file to translate between host names and Internet
addresses when the BIND (Berkeley Internet Name Domam) name server is
not being used.

To add a machine to the network, you must add an entry to all of the /fetc/hosts
files on the local network. Refer to the hosts(SFF) manual page for a descrip-
tion of the file format.

Configuring the name domain server

The Berkeley Internet Name Domain Server (BIND) provides a distributed
lookup system for host names and addresses. Enabling BIND overrides the
default network information file, /fetc/hosts. For more information, see the
chapter “Configuring the BIND name server” later in this guide.

Setting up routing tables

Routing tables provide the information needed to route packets to’ their desti-
nations properly. For descriptions of several possible approaches to maintain-

. ing routing information, see the chapter “Gateways and routing” later in this

guide. [n addition, the chapter “TCP/IP network administration” contains a
section on obtaining information about the system routing tables.

Establishing user equivalence

You can control who has access to a machine through the network by estab-
lishing user equivalence within the /fetc/hosts.equiv and .rhosts files. The rlogin,
r~p, and remd commands use these files to verify access privileges. For infor-
mation on how to use these files, see the section “Network databases” in the
chapter “TCP/IP network administration” later in this guide. You can also

refer to the hosts.equiv(SFF) manual page for a description of the file format. A

- note in the “Helpful Hints” chapter also discusses user equivalence.

Setting up anonymous fip ‘

You can set up a public ftp account on your system that allows remote users
to transfer files anonymously from restricted, public directories on your sys-
tem. For information on the /etc/ftpusers file, and a description of how to set
up the public ftp account, refer to the section “Network databases” in the
chapter “TCP/IP network administration” later in this guide.

3
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Altering installation parameters

You can change many of the settings that you set during TCP/IP installation
by altering the appropriate system files (such as /etc/hosts and device driver
files) with a text editor or with an appropriate utility, such as netconhg, route,
or mkdev. The use of such files and utilities, which is -documented in the
chapter “TCP/IP network administration,” is always preferable to reinstalling
the software.

- Tuning kemel parameters

You may need to tune kernel parameters by increasing or decreasing
STREAMS buffers and other parameters used by TCP/IP. Several utilities,
inciuding netstat, configure, and netconfig, help you fine-tune your system to
enhance networking performance These utilities are described in the chapter
“TCP/P network administration.”

- Monitoring TCP/IP status

You can use the netstat command to display Intemnet connections, current
Internet activity, routing tables, and error messages, among other useful infor-
mation. In addition, you can use the Simple Network Management Protocol
(SNMP) commands and utilities to further monitor and troubleshoot your net-
work. For more information, see the chapter ‘Conﬁgurmg and using SNMP
later in this guide.

Enabling remote printing

You can enable the remote printing daemon, lpd, to allow print jobs to be sent
over the network to remote printers, or to make a printer attached to your
computer available to the network. For information on lpd and its associated
files, see the chapter “Remote line printing” later in this guide.
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Introducing NFS

ion

ver + SCO Network File System (NFS) is a product that enables you to export-and
te, mount filesystems across a network. This allows users on a local machine, or
he client, to access specified files and directories from a remote machine, or
k-1 server, without the time-consuming process of remote logins or machine-to-

machine file copying.

NFS also contains the Network Information Service (NIS), which enables you
to perform common account administration tasks from one NIS server.

w

Because NFS fits into the application layer of TCP/IP, it can communicate
between many different types of hardware and operating systems, as long as
these systems run TCP/IP.

NFS makes use of the following files, commands, and daemons, each of which
are described in detail in Chapter 9, “Administering NFS,” of this guide.
o The file /fetc/exports lists the exportable filesystems on a given server.

» The file /etc/hosts informs TCP/IP, and hence NFS, how to find a given server
or client.

* The file /etc/default/filesys lists the remote filesystems a client may mount
and on what server the client may find them.

* The mount command mounts an exported filesystem on the client. This
command invokes the mountd and nfsd daemons.

Maintaining NFS

If you want to export filesystems with NFS, you must create /etc/exports after
installing Open Desktop. A sample file is shown in Chapter 9, “Administering
NFS.” In addition to creating /efc/exports, you also must ensure that the follow-
ing conditions are true:

¢ The /etc/hosts file on each server and client must contain the names and [P
addresses of each server and client you want to access.

o The /etc/default/filesys file on each client must contain the names and loca-
tions of all of the filesystems that you want to access.

After you edit these files to satisfy these conditions, you may want to fine-
tune NFS as shown in Chapter 9.
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LAN Manager Client is a program running under Open Desktop that allows
other computers on a LAN that run compatible servers to share resources.
Resources can be any of the following:

e files

» directories

e programs

. printérs

e plotters

s tape drives

LAN Manager is desngned sO that users can access files and printers on other
computers running LAN Manager simply by typing a command on their own
computer. Because LAN Manager runs on the DOS and UNIX systems as well

as Open Desktop, you can have PCs, multiuser UNIX systems, and Open Desk-
top workstations sharing resources on the same LAN.

" To use LAN Manager correctly between Open Desktop and UNIX systems, you

must maintain user (UID) and group (GID) consistency between the machines
on your network. If you are connecting existing computers in a network for
the first time, be certain that user IDs are consistent from computer to com-
puter. If you are adding your Open Desktop machine to an existing network,
you should create user accounts and groups with IDs that match those found
throughout the network. User IDs are defined by the sysadmsh{ADM)
Accounts & User © Create selection and placed in UNIX system database
files, including /etc/passwd. For information on adding user accounts, see the
“Administering User Accounts” chapter in the Administering Operating System
Services portion of this guide. For information on maintaining 1D consistency,
see the passwd(C), and passwd(F) manual pages. When you create new user
accounts or change account information, keep in mind the following:

* Always use the sysadmsh(ADM) Accounts <> User < Create selection to
“administer accounts. Never edit /ftcpasswd with a text editor. This could
damage the password database information and, cause your system to
réfuse further logins. )

» User ID numbers must not be duplicated among different users. An indi-
vidual user can have several different accounts on different machines, but
to maintain user equivalency each account must have the same user name
and ID number.
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Configuring LAN Manager Client

When you install LAN Manager Client, the custom utility configures
LAN Manager Client and adds ‘your computer ‘to the network. Before
LAN Manager Client is ready to wuse, you must configure it with
netconfig(ADM) as described in the Installation and Update Guide.

When you enable LAN Manager Client with netconfig, you are prompted to
confirm the hostname and confirm that LAN Manager Client starts up each
time the system is brought into multiuser mode. The most important prompt,
however, asks you to provide a NetBIOS scope identifier for your
LAN Manager network.

1

All machines on your network must use the same scope identifier to success-
fully communicate with one another. Choose one based on the following
guidelines:

» I[f you are adding this machine to an existing network, use the same scope
identifier that is used on any other machine on the network. On a SCO UNIX
or Open Desktop machine, the scope identifier is found in the file
fetc/default/nbconf as the variable NB_SCOPE.

o If you'are creating a new network that contains only SCO UNIX or Open
Desktop machines, use the domain name (such as sco.COM) minus its
suffix. For example, if your domain name is mycomp.COM, enter mycomp.

e [f you are creating a new network that also contains DOS or OS/2 machines,
it is a good tdea to set the scope identifier to NULL.

NOTE To enter a NULL scope identifier during netconfig configuration,
enter two double quotes (" ") at the prompt.

You can enter a scope identifier or choose the default during your netconfig
session, or you can change the scope identifier later by editing the file
fetc/default/nbconf. To change the scope identifier in this file, change the
NB_SCOPE variable to the desired scope. To set this variable to NULL, edit the
variable line so that it reads:

NB_SCOPE=""

If you use this procedure to change NB_SCOPE, you must reboot the machine
before this change takes effect.

Maintaining LAN Manager Client

A common activity that you may perform as a system administrator is config-
uring LAN Manager Client so that it runs more efficiently. You do so in two
ways: by altering system-wide configuration parameters and relinking the
kernel, or by changing default values found in the networking startup file,
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Jusr/lib/xnet/xnetrc. For example, you might decrease the number of network |

buffers available, making more memory available for user programs. For in-
formation on these maintenance issues, refer to Chapter 12, “LAN Manager
client administration.” .

UUCP, the UNIX-to-UNIX copy program, is used when your Open Desktop
machine’s network connection consists of a serial line and modem connection
to another machine. If your network consists of an Ethernet LAN, with or
without an Internet connection, you do not need to use UUCP, as it duplicates
many features found in LAN Manager Client and TCP/IP.

The following UUCP features are available:

« file transfer between your machine and a remote UNIX machine, or
between remote UNIX machines, with the uucp command; this command is
comparable to the ftp and rep commands

e remote command execution with the uux command; this command is com-
parable to the remd command
13

« mail delivery to and from remote sites with the mail command via the
UUCP modem and phone line connection

UUCP spools requests for communication until contact is made with a remote
system. You can configure your Open Desktop machine to communicate with
other machines-rarely, daily, hourly, or even on demand. :

' ~
UUCP consists of a variety of administrative and end-user programs that help
you maintain and use UUCP. These programs are described in detail in

. Chapter 13, “Building a Remote Network with UUCP,” in this guide.

Configuring UUCP

392

‘To set up UUCP for use, do the following: |
1. Attach a modem and phone line to a serial port on your computer.

2. Use uuinstall to configure UUCP on your system by choosing a site name,
updating host lists, and configuring dial-in/dial-out lines.

After you perform these actions, you can use UUCP. Several uudemon shell
scripts and the uulog program help you maintain UUCP after configuration by
polling sites automatically, displaying status information, cleaning UUCP
directories, and so forth. For more information on these programs, refer to
Chapter 13.
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Introducing MMDF

Open Desktop uses MMDF, the Multi-channel Memorandum Distribution
Facility, to route mail locally and to and through channels (such as UUCP) that
‘ offer MMDF support. Here are the key facets of MMDF: °

* Domain names are used to route messages from machine to machine.

o Channels, such as UUCP, SMTP, or Micnet, are the programs.that MMDF
uses to move mail from one location to another. Aliases allow you to pro-
vide your users with shorthand ways of specifying addresses. For example,
the address info-p1-outbound@berkeley. EDU could be aliased to info.

e A configuration file, /usr/mmdf/mmdftailor, pulls all of the MMDF pieces
together by specifying the local machine’s name, domain, company, and
UUCP name, as well as describing how, when, and where to contact other
machines.

Configuring MMDF

After the appropriate files are installed on your system, you need to run
mkdev mmdf to configure MMDF. Refer to Chapter 14, “Setting up electronic
mail,” for more information.

Other networking software

Open Desktop provides two other types of networking software that do not

fall directly under any of the packages described earlier in this chapter. They
are: ‘

¢ sendmail is another mail routing and distribution program provided with
Open Desktop. We recommend that you use MMDF, as it provides an
enhanced feature set and is easier to configure than sendmail. if you do
decide to use sendmail, complete instructions on installation and configu-
ration are found in Chapter 15, “Sendmail administration,” of this guide.

« cu(C) allows you to dial in and dial out of your Open Desktop computer by
means of a standard telephone line and modem. In doing so, you can emu-
late a terminal session on a remote machine, or dial into your Open Desk-
top machine from a remote terminal or computer. Chapter 16, “Using
modems,” explains how to install and configure the appropriate hardware
on your system to perform these actions.
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Chapter 3

Tools reference

The operating system includes tools that measure performance, reconfigure
the system for better performance, and analyze other system problems that

arise. The system administrator can use these tools to locate problem areas.
The teols described in this section are:

sar
swap

crash

ps
timex

configure

‘fsck

idtune

integrity
tunesh

samples the state of the system and provides reports on various'system-
wide activities.

with the -l option, reports on the amount of available swap space. Use
the -a option to configure additional swap devices.

displays various kernel structures. The discussion here concentrates on
using crash to view how STREAMS resources are being used, to see the
current value of many tunable parameters, and to study the state of the
system at the time of a system PANIC. crash has many other uses that are
not discussed here.

reports on processes currently executing. : ' .

reports on system resource usage during the execution of a command or
program.

a menu-driven program used to modify the value of tunable parameters
that are included in the Operating System Services component of Open
Desktop ,

checks the integrity of a filesystem and attempts to fix any corruption it
finds

used to modify some tunable parameters that cannot be modified with
configure '

checks the Security system for corruption

an automatic configuration tool that adjusts kernel parameters based on
information you supply about your configuration

. - 47
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configure(ADM) — reallocate kernel resources

The configure utility is @ menu-driven program that presents each tunable
kernel parameter and prompts for modification. After modifying kernel pa-
rameters, you must relink the kernel by invoking link_unix(ADM), reboot,

and test the new kernel. To change any kernel parameter, do the following:

1.
2.

Reboot and enter single-user (maintenance) mode.
Enter the following commands to start the configure program:

cd Jete/conflef.d
Jconfigure

A sysadmsh users select: System & Configure & Kernel 2 Parameters

The configure menu is displayed. The parameters are grouped by
category. The meanings of the parameters-are discussed in Tunable sys-
tem parameter descriptions (page 873).

Choose a category by entering the number preceding it. The resources in
that category are displayed, one by one, each with its current value. Enter
a new value for the resource, or to retain the current value, simply press
(Return). After all the resources in the category are displayed, configure

‘returns to the category menu prompt. Return to the Main Menu to choose

n

the

848

another category or exit configure by entering q.

After you finish changing parameters, you must link them into a new
kernel. Enter the following command:

Jlink_unix _ 7
A sysadmsh users select: System 2 Configure & Kernel = Rebuild
This assembles each of the kernel modules into a new kernel, which must
now be installed. Linking can take a few minutes.
Boot the new kernel with the following command:
fetc/shutdown
A sysadmsh users select: System < Terminate

A boot prompt appears. When you press (Return) to ;ebc,)ot the system, the
new kernel is loaded and run.

If problems exist with the new kernel, reboot /unix.old by entering unix.old at

Boot : prompt.

System Administrator's Gude '
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crash(ADM) — view memory

Using the configure command line

i configure also has a command-line interface suitable for use by application
:ae developers. For instance, a database developer who finds that 70 files rather

than 50 files need to be locked simultaneously may provide a shell script to
perform the reconfiguration. To find the current value of any configurable
resource using the command-line interface, enter: -

Jconfigure -y RESOURCE

Here RESOURCE is the name of the tunable parameter (in uppercase). To
change the value of any resource from the command line, enter:

JJconfigure RESOURCE=value

1y Overriding configure limit wamings
5- . ‘
The configure utility notifies you if you exceed certain limits on values for
kernel parameters. This prevents you from accidentally exceeding a value,
n which could severely degrade performance in some cases. The configure
r menu program verifies that you do mean to override the limits. You can also
5. use the -0 option as described on the configure(ADM) manual page té over-

ride a configuration limit. The override option.only works if you are specify-
ing a parameter on the command line; you cannot use it with the menu.

crash(ADM) — view memory

The crash(ADM) utility allows you to analyze the core image of the operating
system. It is frequently used in postmortem analysis of a system PANIC, but
can also be run on an active system. crash is not primarily an administrative
tool; it is most useful for debugging the kernel after installing drivers and

. other kernel-level code. Nonetheless, crash provides some information that
can heip you monitor the performance of your system and troubleshoot sys-
tem problems that arise. This documentation provides information about
crash reports related to these topics; see the crash(ADM) manual page for full
information about using crash.

Initializing crash

You must be logg,ed in as root to run crash. The full command to begin the
crash session is:

/ete/crash (-4 dumpfile -5 namelist] |-« outputfile|

The dumpfile is /dev/mem for an active system (the default), or the name of the
file that contains the memory dump you saved when rebooting the system
after a system PANIC. namelist is the name of the bootable kernel image, usu-
ally /unix unless you booted the system under a different name.
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When crash is initialized, you see the following aisplay:

(llnmpfile: /devimem, namelisr= sunix, outfiles arduut )
- -

The “>" is the crash prompt; enter the crash function you want followed by
any options you need and (Return). Note the following:

¢ The -w option redirects the output of the command to the file specified.
For example, -w var_stats writes the output of crash var to the var_stats file.
You can use -w on the crash command line to redirect all crash output to a
file, or you can use -w on the function line to redirect the output of that par-
ticular function to a file.

e Any crash function can be piped to any shell function. For instance, the

. command var ! cat >> file takes the output of the crash var function and
appends it to the end of file; var ! 1p redirects the output of this same com-
mand to the line printer. Note that the exclamation point “!” serves as the
pipe symbol from within crash.

¢ Use the q function to end the crash session.

The crash stat command is a good starting place when analyzing a postmor-
tem.dump. stat lists off system statistics (such as the system name and time of
PANIC) that you can use to verify that you are looking at the right dump. The
crash panic command will usually contain the last PANIC message that was
displayed on the console.

crash strstat (statistics about STREAMS buffers)

850

Use crash strstat to view current usage statistics on the STREAMS buffers for
your system. This information can be used to select correct values for the
NBLKn tunable parameters and other tunable parameters discussed in
“STREAMS data” (page 886). The following example shows a sample session
using the crash strstat utility. The listings are associated with the following
parameters:

streams NSTREAM
queues NQUEUE
data block sizen  NBLKn

The listing “message blocks” is a composite number based on the total block
allocation; it does not correspond to a kernel parameter. The NBLKn data

" blocks are also known as STREAMS buffers.

System Administrator's Guide
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Sample crash strstat output

# fetc/crash

dumpt e = fdevimrem, same] 150 = funix, outtile = srdout

. strsatat '

- iTEM CONFIG  ALLOC  FREE TOTAL  MAX  FAIL
ST reans ’ 165 a4 84 1190 86 0
ST n24 330 244 621 188 0
Fonsage blorks 1455 155 1100 1332110 3123 0
cara block tatals L164 155 100 1079923 322 108
dara block gize 4 266 0 256 2R571 19 0
dara Block oize 106 164 2 166 10540 52 {
dara hiock gizae 4 200 2 267 RItT12 a0 !
dara black size 1.8 16K 37 Al 192605 130 185
data block size 260 N4 34 75 18593 83 i3
dara bhlnek =zize 612 72 8 64 11949 10 5
dara Plock size 1024 48 o 48 2086 & o
daca hlock oiza 2044 40 M 4n 1601 6 0
dara tiork size 4096 i S 12 66 | 0
count of seheduled gueues: !

quit

The following table defines the column headings used by the strstat display.

STREAMS display headings

Heading Description

CONFIG number of items currently configured

ALLOC number of items currently allocated

FREE number of items available for allocation. This number is the-
difference between CONFIG and ALLOC.

TOTAL  number of attempted allocations since system startup

MAX highest number of items allocated at one time since system
startup. _

FAIL number of failures due to insufficient free items since system
startup

A non-zero value in the “FAIL" column indicates that a request was made for a
buffer and that no buffers of that size were available. STREAMS failures
degrade system performance and, in extreme cases, can cause your system to
tock:.up. In this situation, use the configure(ADM) command to increase the
number of buffers.

rformance and Troubleshooting ‘ _ , 851
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var (values of tunable parameters)

The crash var command lists the values of the tunable parameters that are
listed in the var structure. These same values are libted when you run config-
ure(ADM) or sysdef(ADM), but the crash listing is useful when you want to
check a value when you are running crash. :

fsck(ADM) — check and repair ﬁleSystemS

The fsck(ADM) program should be run on all filesystems after any system
crash or abnormal system termination. fsck checks filesystem integrity.:
Because filesystems are not unmounted gracefully when the system crashes,
the structure of the filesystem itself as well as user, system, and application
files that were in the process of being updated can be damaged. In most
cases, fsck fixes any filesystem problems; in some cases, fsck may be unable
to fix a file, but can recover some portion of the file in the lost+found directory
ot the filesystem. The filesystem being checked must be unmounted when
you run fsck; the system must be in single-user mode when running fsck on -
the root filesystem. If the filesystem is corrupted to a pmnt where fsck is
unable to recover it, you may be able to fix the filesystem manually with
fsdb(ADM.) See “Repairing a filesystem when fsck stops at size check” (page
912) for information. Otherwise, you may need to recreate the filesystem and
restore the data from a backup.

Filesystems should always be checked after a system crash before they are
mounted. Minor filesystem corruption can become widespread quickly if you
continue to read and write a corrupted filesystem. fsck can be run with the -y
aption so that it will automatically attempt to fix any filesystem corruption it
finds. fsck -y runs when rebooting the system if the appropriate string is in
the files that control the booting process are set up appropriately:

Filesystem String - File
root FSCKFIX = YES Jetc /default/boot
all others  fsckflags =y /etc/default/filesys

Without these lines, fsck reports each error it finds and waits for you to
respond before it attempts to fix it during reboot. This prevents the autoimatic
reboot feature from working if any filesystems suffered any damage at all
from the crash. .
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be replaced by restoring them from backups. Permission and some “type”
problems can be fixed with the fixmog utility. All errors found during the
integrity check are packaged as audit records that show the audit event as a
Database Event in the audit trail. - .

NOTE Some files may be listed as missing in a correctly configured system,
such as one of the pair /usr/lib/cron/at.allow and /usr/lib/cron/at.deny.

ps(C) — check process activity

854

The ps(C) command obtains information about active processes. This com-
mand gives a “snapshot” picture of what processes are executing, which is
useful when you are trying to identify what processes are loading the system.
Things will probably change by the time the output appears; however, the
entries that you should be interested in are TIME (minutes and seconds of
CPU time used by processes) and STIME (time when the process first started).
The following example contains sample output from the ps -af command.

Sample output from ps -af
UID PID PPID € ¢ GTIME TTY TIME COMMAND

toot 22247 21299 0 16:%4:41 Ti 0:0] mactesn -n 2
Pobnmon 222470 22079 6 16:R2:03 0 TR 0004 v tiiel

poat JT2BS 22247 0w 1AE6sd TE D6 mEttest -n D

Lol 22084 20347 0 [ARa0d TL 0000 macpesr -0
matkham 22274 20271 @ 1A TRL0% plo 1:df viogin coleraun
matkbam Jooit 202471 0 S50, pl 1aS 1 bogginn ealoeaus
Eorbin J2%4 21003 G 1Tin2sSiount 0:00 Justebin/eail kuprin
sorher 22009 746805 0 2 17:02:29 0L 3R nerliack

Toor J2105 0 L3sT 0 1T 0T T 0000 pe -ate

NOTE If you booted your system from a file other than' /funix (such as
/unix.old), you must specify the name of that file with the -n option to ps.
For example, ps -ef -n unix.old.

See “Runaway processes, stopping” (page 936) for information about using
the ps command to perform such tasks as locating “runaway” processes (one
that uses progressively more system resources over a, period of time while
you are monitoring it). You can also use ps to find processes that take a very
tong time to execute; you can consider using cron(C) to execute such jobs dur-
ing an idle time of the day.
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sar{ADM) — system activity reporter

sar(ADM) — system activity reporter

sar{ADM) provides information that can help you understand how system
resources are being used on your system. This information can help you solve
and avoid serious performance problems on your system.

The following table summarizes the sar options:

sar options

Option Reports on:

-a file access system routines

-b buffer cache activity

-C system calls

-d disk activity

-m 11'C message and semaphore activity

-n name cache

-p paging activity

-q average length of run and swap queues

-r unused memory pages and disk blocks
-u CI'U utilization

-V process, inode, file, and lock table status

-w system swapping and switching activity

-y TTY device activity

-A summary of all reports

The individual sar outputs are discussed in alphabetical order later in this
chapter.

How sar works

Internal activity is measured by a number of counters contained in the kernel.
Each time an operation is performed, an associated counter is incremented. g
The sar(ADM) utility generates reports based on the raw data gathered from
.these counters. sar reports can be used to diagnose system problems. The
. two most critical areas to monitor are memory and CPU usage. The functions
monitored by sar are discussed in the subsections that follow, including
analysis of sample sar output. sar can either gather system activity data “live”
or extract information collected in data files created by sadc (System Activity
Data Collector).

Perinrmanre and Trauhlechnnting . : - RS



By default, the following crontab entry is installed in sys file in the
fusr/spool/cron/crontabs directory: ' '
O * o0 6 ogyst/lib/easual
20,40 B-17 7 v -5 ust/ibhiraleal .
SRR A S N A R R P E-F R R RIS 1} R I Y P I B DA TE Y

The sal entries produce records every 200 minutes during working hours and
hourly otherwise. The sa2 entry writes a daily average report into the same
file every hour during work hours. You can modify these entries as desired.
The output files are in binary format (for compactness) and are stored in
Jusrfadm/sa. The filenames have the format sadd, where dd is the day of the
month. (See the crontab(C) and sar(ADM) manual pages for more information
on modifying the default crontab file.)

Running sar

856

The basic syntax of the sar(ADM) command is as follows:
sar [-option] [file)
Here
option one of the options described in the following sections

file name of the file for the day whose statistics you want to view. For
' example, to view the sar -v report for the tenth day of the most
recent month, the command is: :

sar -v -f fusr/adm/sa/sal0 >

You can also run sar in “real time”. To do this, specify the sampling interval in
seconds. Forexample, to take a sample every 15 seconds, the command is:

sar-v 15

The released system allows any user to run sar in real time. However, the

files in the /usr/adm/sa directory are readable only by root. Change the permis-

sions on the files in that directory to allow other users to access the sar data.

The examples in this section are not intended to represent benchmarks; they
serve to illustrate how the output can be used. When tuning your system, itis
recommended that you use a “benchmark” (a program used to evaluate the
performance of a system) and have the system under normai load for your
application. '

System Administrator’s Guide
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sar -a — file access operations

The sar -a option reports the use of file access operations. The operating sys-
tem routines reported are as follows:

iget/s number of files located by i-node entry per second

namei/s number of filesystem path searches per second. “namet” calls
“iget”, su “iget/s” is always larger'than “namei /s

dirbk'/:: number of directory block reads issued per second

An example of sar -a output, with a 30-second sampling interval, follows:

I I LA TR AL 1 ATrgany
P2:40:00 Cgerda namwen, o clirnh’n
IR S ! 1 1
AETPERT ) | :
ladn: g, : 3
AYe = M ; |

The larger the values reported, the more time the kernel spends accessing user
files. This indicates how heavily programs and applications are asing the file-
system(s). [n general, if the ratio of “iget/s” to “namei/s” is greater than 5 and
“namei/s” is greater than 30), it may indicate that your filesystem organizatios
is inefficient. Refer to “Checking free space on filesystems” (page 911) and
“Reducing disk fragmentation” {(page 911) for ways to solve the problem.

Poviarmnnrca nnd Trauhlechantine . ) N 1587
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sar -b — buffer activity

858

The -b option reporfs the following buffer activity.

bread/s  average number of physical blocks read intd the system buffers from the
disk (or other block devices) per second

fread/s  average number of logical blocks read from :-.ysterh buffers per second

Yrcache  fraction of logical reads found in buffer cache (100% minus the ratio of
breads to lreads) ‘ - . '

bwrit/s  average number of physical blocks written from the system buffers to disk
(or other block devices) per second

lwrit/s  average number of logical blocks written to system buffers per second

Yowcache fraction of logical writes found in buffer cache (T00% minus the ratio of
bwrit/s to lwrit/s)

pread/s  average number of physical read requests per second

pwrit/s  average number of physical write requests per second

The entries that you should be most interested in are the cache hit ratios
“Y%rcache” and “%wcache”, which measure the effectiveness of system
buffering. If “%rcache” falls below 90, or “%wcache” falls below 65, it may be
possible to improve performance by increasing the number of buffers. If your
application is [/O-intensive and you have a large memory configuration, you
may want to tune the buffer cache so that %rcache is around 95 and “%wcache
is around 80. The number of buffers in the system buffer cache are controlled
by the NBUF tunable parameter. See “Tuning 1/0 parameters” (page 843) for
more information.

Technically, 100% hit ratio for the read cache should mean better performance
than the 90% recommended here, but getting that last 10% of hits often
requires so much memory that performance suffers because of the lack of user
memory for executing processes.

"~ An example of sar -b ourpult follows:

gy unix 3.2 2 138k 07/ 1n/a2
16:32:57 bread/s lread/s %rcache bwt it /s lwtir/s Sweache pread/s pwrit/s

16:33:47 1 19 -9 i In 9] 0’ f
14:33:17 4 40 0 N It 87 0 0
16:33:27 E] il EN] ' ? hd 0 ]
Average 4 40 4y - N 11 Hi 0 0

This example shows that the buffers are not causing any bottlenecks, because
all data is within acceptable limits.
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sar -b — buffer activity

The -b option reports the following buffer activity.

bread/s  average number of physical blocks read inty the system buffers from the
disk (or other block devices) per second

Iread/s  average number of logical blucks read from system buffers per second

Yercache  fraction of logical reads found in buffer cache (100% minus the ratio of
breads to lreads)

bwrit/s  average number of physical blocks written from the system buffers to disk
{or other block devices) per second

lwrit/s average number of logical blocks written to system buffers per second

Yewcache fraction of logical writes found in buffer cache (100% minus the ratwo of
bwrit/s to lwrit/s)

pread/s - average number of physical read requests per second

pwrit/s  average number of physical write requests per second

The entries that you should be most interested in are the cache hit ratios
“%rcache” and “%wcache”, which measure the effectiveness of system
buffering. lf “%rcache” falls below 90, or “%wcache” falls below 65, it may be
possible to improve performance by increasing the number of buffers. If your
application is 1/O-intensive and you have a large memory configuration, you
may want to tune the buffer cache so that %rcache is around 95 and % wcache
is around 80. The number of buffers in the system buffer cache are controlled
by the NBUF tunable parameter. See “Tuning |/O parameters” (page 843) for
more information.

Technically, 100% hit ratio for the read cache should mean better performance
than the 90% recommended here, but getting that fast 10% of hits often
requires so much memory that performance suffers because of the lack of user
memory for executing processes.

An example of sar -b output follows:

unix unix 1.2 2 i3gs 07/19/92
16:32:57 vread/s ivead/s %rcache bwi it /s Jwrir /s tweache pread/s pwrit/s

16:13:07 1 13 Lk I In a1 g n
16:33:17 4 40 a4 2 I 87 ) 0
16:33:27 | 4 RH] k! ! 64 0 i}
Average 4 40 4y ) 1 84 0 o

This example shows that the buffers are not causing any bottlenecks, because
all data is within acceptable limits.
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sar(ADM) — system activity reporter

L

sar -c — system call activity

The -c option reports system calls in the following categories:

scall/s all types of system calls per second, generally about 30 per second
on a busy 4 to 6 user system

sread/s  read system calls per second
swrit/s  write system calls per second

fork/s fork system calls per second, about (1.5 per second on a 4 to 6 user
system. This number increases if shell scripts are running.

exec/s exec system calls per second. If (exec/s) / (fork/s) is greater than
3, look for inefficient $PATH's)

rchar/s  characters (bytes) transferred by read system calls per second
wchar/s  characters (bytes) transferred by write system calls per second

Typically, reads plus writes account for about half of the. total system calls,
although this varies greatly with the activities that are being performed by the

system. . ’

An example of sar -c output follows:

LK HNEx bl Lk R

14:38-04 acql L oo bee w1 0 oY exec e o, 0wl a
l#:70 445 Rl b : o o ity

ates o | 1 7 S ‘.

TA-1g 030 TR 17 5 I o..7 L i
Averaye “H 1 B ORI N CA U foF HE

This report is of interest mostly for progranuners who are testing application
programs. If scall/s is greater than 300 over an extended period of time, it
may indicate inefficient code for applications that are running.

Note that the XENIX system vmstat(C) command that is also supported on
Open Desktop provides cumulative statistics about system calls executed
(vmstat -s) and number of forks (vmstat -f). _ :
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block device activity

The sar -d option reports the activity of block devices.

“device

860

‘“busy

avque

r+w/s
blks/s

avwait

avsery

name of the block device(s) that sar is monitoring
percent of time the device was servicing a transfer request

average number of requests outstanding during the period of time
(measured only when the queue is occupied) ‘

nuimber of read and write transfers to the device per second
number of 512 byte blocks transferred to the device per second

average time in milliseconds that transfer requests wait idley in
the queue (measured only when the queue is occupied)

average time in milliseconds for a transfer request to be completed

by the device (for disks this.includes seek, rotational latency, and
data transfer times)

An example of sar -d is as follows:

Using this information, you can see how often each device is in use, how
many i'eque::ts (on average) are waiting for the disk, and how quickly the disk
can find and transfer the data. The above example was taken while transfer-
ring data from hard disk {(wd-0) to tloppy disk (F1-0). The large-difference
between the numbers for the two devices illustrates the performance advan-
tages of hard disks. '

Note that queue lengths and wait times are measured while the queue had
something on it. If busy is small, large queues and service times probably
represent the periodic sync efforts by the system to ensure that altered blocks
are written to the disk in a timely fashion.

The optimum setup is to keep the “%busy” number high and the "avque”
number low. To do this, balance filesystems and swap areas across all disks
and controllers or host adapters. See “Disk load balancing” (page 907) for
more information.
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sar -m— interprocess communication

sary -n —

The sar -m option reports on interprocess communication activities. Message .

and semaphore calls are reported as follows:
msg /s number of message operations (sends and receives) per second

sema/s  number of semaphore operations per second

An example of sar -m output follows:
{

unix iy 3.2 2 396 02/18/92
15:14:%8 mag/s  sema/ss
15:17:12 133 212
1500802 il.8 264
15:18:12 158.4 211
Average 14.¢ 2rd

If you are not running applicatioln programs that use messagés and System V
semaphuores, these figures will all be equal to 0L.(X). If you are using these

interprocess communications facilities and either msg /s or sem/s is grreater

than 100, the application is not using the system efficiently. See “Messaype
queues” (page 883) and “Semaphores” (page 884) for information about tun-
ing these parameters.

name cache activity

Perforinance and Troubleshooting

The sar -n option reports the name cache statistics.

¢_hits number of cache hits
cmisses  number of cache misses
hit7% hit to miss ratio as a percentage

An example of sar -n follows:

Wiy nri YLD L ik (7 rm-ray

clheshatt - s epgoee

11:26:10 G

(hor %)
ti0n%)

The namedi cache is improves the time required to search a full pathname when
first accessing a file. Generally, the higher the “hit %" field the better. If the

“hit %" consistently falls below 90%, increase the value of SSCACHEENTS and

associated parameters. See “Tuning [/O parameters” (page 843) and
SS5CACHEENTS (page 879) for more information.

/
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sar -p — paging activity

862

The -p option reports paging activity. The following page rates are recorded.

vilt/s number of address translation page faufts per second (valid page
not present in memory) :

pfit/s number of page faults from protection errors per second (illegal
access to page) or "copy-on-writes”, _pfit/s generally consists
entirely of “copy-on-writes” '

pgfil/s number of vlt/s per second satisfied by a page-in from the file-
system (each pgfil causes two Ireads; see sar -b)

rclm/s number of valid pages per second that the system has reclaimed
(added to list of free pages) '

An example of sar -p output follows:

bl wnix 1.2 2 i3k (g 16003
12:00:50 vflt/s pfivic pgtit, o vein -
NPER N R ULLE IO LR S R S

High values (over 100} for vIft/s can indicate that application programs are
not efficient for a paging system (poor locality of reference), paging tunables
need adjustment, or the memory configuration is inadequate for the system
load.

The vmstat(C) command also reports statistics about paging activity. An
example of the information provided by the vmstat -s command is:

Vo Dreas oWy Db g
P2 derred 2ol A eend Dol page
25610 pagen o Lwap ‘
34547 pages in v he
28719 pages o tile
33981 prorecnbon faalr
4644 pagen e {peed
2V aneren boowaAps ey Sb o e
0 fail in swapping in a povens
22 success in Swapping i a ptocer:
48 swapping it a reginn
64 swappinyg in a tegion
457461 cpit context switches
1870524 system calls

This output is representative of a system where excessive paging may be
degrading performance. '

System Administrator's Guide
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sar(ADM) — system activity reporter

sar -q — process throughput

The sar -q option reports the average queue length while the queue is occu-
pied and percent of time occupied.

rung-sz  runqueue of processes ready to run
%runoce percentage of time the run queue is occupied
~ swpg-sz  swap queue of processes to be swapped out

%swpocc percentage of time the swap queue is occupied

An examplé of sar -q follows:

anix ounix 1.2 2 1386 02/18/82
11:00:56 rung-sz %1unecc swixj-sz $swpoce

Piint.g7 1.7 9% 1.5 1h
11:0i-1? 1.9 %) 1.0 1]
11:01:27 1.0 58 1.0 41

1.3 14 1.2 19

Avelage

If “Y%runocc” is greater than 90 and “rung-sz” is greater than 2, the CPU is
heavily loaded and response time may be degraded. In this case, moving to a
multiprocessing configuration might improve system response time. If
“Y%swpocc” is greater than 20, more memory or fewer buffers would help
reduce swapping/paging activity. ‘

sar -r — page and swap usage

The -r option records the number of memory pages and swap file disk blocks .
that are currently unused. The following are recorded.

freemem average number of 4K pages of memory available to user pro-
cesses over the intervals sampled by the command

freeswap number of 512-byte disk blocks available for process swapping

An example of sar -r output follows:

unix unix 3.2 2 i38s 02/18/92
12:01:5] treemem freeswap
12:54:52. ing G848

Performance and Troubleshooting ' T b



3. Tools reference

sar -u — CPU utilization

864

The CPU utilization is listed by sar -u (or by the sax command with no options
specified). At any given moment the processor is either busy or idle. When
busy, the processor is in either user or system mode. When idle, the processor
is waiting for input/output completion or has no waork to do. The -u option of
sar lists the percent of time that the processor is in system mode (%sys), user
mode (Yuser), waiting for input/output complétion (owio), and idle time
"widle). Anexample of sar -u foHows:

R S S S N

Coesaneli- S Sl “. Lol
15edr. -

The 7 1 3 il
Seneerd o1y o L

AVeL atje b H ¢

In typical timesharing use, %sys and %usr are about the same value. In spe-
cial applications, either of these can be larger than the other without anything
being abnormal. A high %wio generally means a disk Dottleneck. A high
%idle, with degraded response time, may mean memory constraints; time
spent waiting for memory is attributed to “sidle.

© The “idle” (percentage idle) column can also provide some insight into system

performance. This figure is normally between 40 and 1000 percent, even witha
farge number of active users. When this tigrure falls consistently below 3%,
the chief competition for resources does not involve memory at all; the criticat
resource is raw processor power. (Run the ps(C) command to make certain
that the excessive CP'U usage-is not due to a runaway process that is stealing
every spare CP'U cycle.)

If you are running a large number of users, it may help to switch to intelligent
_serial boards if you are using non-intelligent cards. Intelligent cards take

some of the burden off the CI'U rather than adding to the amount of work it
has to do.

.In addition, you should examine the files in /usrfspool/yron/crontabs to see if

jobs are queued up for peak periods that might better be run at times when
the system is idle. Use the ps command to determine what processes are
heavily loading the system. Encourage users to run large, non-interactive
commands at off-peak hours. You may also want to run such commands with
a low priority by using the nice(C) or batch{(C) commands.

Systemn Administrator's Guide
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sar(ADM) — system activity reporter

A sarv— system tables

n
'
w
f

Performanre and Travhlechnntinog

The -v option reports the status of selected kernel tables. From this report you’

know when the size of these system tables need to be modified.

proc-sz  number of process table entries presently being used/allocated in
the kernel (controlled by NPROC)

inod-sz . number of inode table entries presently being used/allocated in
the kernel (controlled by NINODE)

file-sz number of file table entries presently being used/allocated in the
kernel (controlled by NFILE)

ov number of times an overflow occurred (one column for each of the

above three items) .
lock-sz  number of record lock table entries presently being used /aliocated
in the kernel (controlled by FLCKREC)

The values are given as level/table size, meaning the current number of table
entries in use and the size of the table. An example of sar -v follows: .

anix o uix .z 2 13Hn 02/18/92

TesdS ez gy mnod-nz ov tile oo [k o2
PTG Tt 171/ 1050 0 IRV ETRTINS e
TeaTont s At o 364/ 105G 0 e ddae o 1,
HEE RS P 11V 1457 165C¢ ¢© H PR 1/ 101 o~

This example shows that all tables are large enough to have no overflows,
Sizes could be reduced to save main memory space if these are the highest
values ever recorded.

To see the actual number of these table entries being used currently, use the
following command:

sar -v 1 1

The pstat(C) command provides similar information in a different format. To
see the actual number of these table entries being used currently, you can also
use this command: :

pstat | grep *"{0-9}"

%1 ore

I - YT ass

i e e e i b e e e



3. Tools reference

sar -w — swapping activity

866

The -w option reports swapping and cnntext switching activity. The follow-
ing statistics are reported:

swpin/s  number of transfers into memory per second

bswin/s number of 512-byte-block units (blocks) transferred for swap-ins
(including initial loading of some programs) per second

swpot/s number of transfers from memory to the disk swap area per
“ second. lf greater than 1, memory may need to be increased or
buffers decreased.

bswot/s number of blocks transferred for swap-outs per second

pswch/s  process switches per second. This should be 30 to 50 on a busy 4 to
6 user system.

An example of sar -w output follows:

unix unix 3.2 2 1386 - 02/18/7%2

19:53:44 swpin/s bswin/s swpot /-0 bowst oo powh
19:53:58 0.0 0.0 ) ||,'] b
19:54:14 0.0 0.0 fi.) a4 - -
19:54:24 6.4 0.0 1, v e
Averaye 0.0 .0 ) i -

This exampie shows that there is sufficient memory for the currently active
users, because no swapping is occurring. Many system administrators aim
for zero swapping, which can be accomplished by adding physicai memory.
Disk accesses are significantly slower than memory accesses, s¢ annimizing
swapping activity is important for good performance.

The vmstat(C) command also provides information about bwépping and
context-switching activity. Use vmstat -s to view this data.

System Administrator's Guide
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sar(ADM) -— system activity reporter

sar -y — terminal I/O
The -y option monitors terminal device activities. If you have a lot of terminal
1/0, you can use this report to determine if there are any bad lines. Activities
recorded are defined as follows:

rawch/s  input characters (raw queue) per second

canch/s  inputcharacters processed by canon (canonical queue) per second.
Canonical processing recognizes interrupt characters ((Dely by
default), quit (<\}, suspend ((CtrlYZ), and editing characters such
as (Bksp) and kill ({Ctrl)U). For example, if the user types:

ha(Bksp)ello

it increments the value of ”rawch/s by. 7 and the value of
“canch/s" by 5.

outch/s  output characters (output queue) per second
rcvin/s  receiver hardware interrupts per second
xmtin/s  transmitter hardware interrupts per second

mdmin/s modem interrupts per second

" Not all terminal drivers are written to produce these statistics. All SCO serial,
console, and pseudo-tty drivers and most drivers produced by other vendors
produce the rawch/s, canch/s, and outch/s statistics.

The number of modem interrupts per second (mdmin/s) should be close to 0.
The ratio of xmtin/s to rawch/s and canch/s, and the ratio of rcvin/s to
outch/s should be fairly constant. For non-intelligent {/0 cards, these ratios
should be close to 1:1. Intelligent I/0 drivers move many characters per inter-
rupt, and some drivers do not even use interrupts, so the ratios will be
different. If the number of interrupts per transmitted character starts to
increase dramatically, it usuaily indicates a bad line that is generating extrane-
ous interrupts.

An example of sar -y output follows:

i unix 1.2 L 13kt O/l

16501 tawsh/s manch/s oured /e oSS amtinds simings
1h: 0041 12 1% R it [ i
hrhteil 1e7 7 49 104 Lk o
15:51:41 99 5 . 64l 4 1an . P
Averaye 1G6 9 - 149 02 104 ]
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swap(ADM) — check and add swap space

Swap space is disk storage that is part of virtual memory. When main mem-
ory is exhausted, pages of processes that are sleeping awaiting their turn to
execute can be written out to a swap device, thus freeing up main memory for tu
executing processes. The system comes configured with one swap device. -—
Adding additional swap devices with the swap(ADM) command makes more
memory available to user processes, Excessive paging degrades system per-
formance, but augmenting the swap space is a way to make more memory
available to executing processes without tuning the kernel. ’

The following command adds a second swap device, Mev/swapl, to the sys-
tem. The swap area starts 0 blocks into the swap device and the swap device
is 16000 512-byte blocks in size.

swap -a gdevyinwapl o Lhee

Use the swap -1 command to see statistics about all the swap devices
currently configured on the system.

Running the swap -a command adds a second swap device only until the sys-
tem is rebooted. To ensure that the second swap device is available every
time the system is rebooted, use a startup script in the /cte/re2.d directory. For
example you could call it S09AddSwap.

timex(ADM) — examine system activity per
command

868

The timex command times a command and reports the system activities that
occurred on behalf of the command as it executed. Run without options,
timex reports the amount of real (clock) time that expired while the command
was executing and the amount of CI'U time (user and system) that was
devoted to the process. For example:

# rimex  command  command_options

[eal Lihd e,
uger 53 .92
sys 14.46

Running timex -s is roughly equivalent to running sar -A, but it displays sys-
tem statistics only from when you issued the command until the command
finished executing. If no other programs are running, this information can
help identify which resources a specific command uses during its execution.
System consumption can be collected for each application program and used
for tuning the heavily loaded resources.

System Administrator's Guide
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tunesh(ADM) — automatic configuration fool

Other information is available if the process accounting software is installed;
see the timex(ADM) manual page for information. To enable process account-
ing, remove the comment characters from the command lines in the
Jfetc/re.d/6/kinit file and reboot the system.

tunesh(ADM) — automatic configuration tool

| o P o

tunesh is an automatic configuration utility supplied with Open Desktop. It
adjusts the values of key tunable parameters based on information you sup-
ply about your system. You should run tunesh soon after installing the sys-
tem to determine initial values for these tunable parameters; as you add mem-
ory, terminals, filesystems, and so forth, you can run the configuration pro-
gram again to modify system parameters accordingly.

WARNING tunesh sets system resources-to levels appropriate for your sys-
tem configuration, but may not result in optimum system performance.
Study the sar reports and heed messages on the console about insufficient
resources to understand the usage patterns for your particular system;, in
many cases, you may want to do additional tuning with the configure(ADM)
command to allocate resources to meet your usage patterns.

tunesh bases the configuration on the information you supply about the fol-

lowing:
e amount of memory (RAM) installed (detected automatically)
* number of filesystems exported and imported via NFS

» number of local filesystems that will be mounted

On the server system, you are also asked about the following:

e number of X terminals

¢ number of serial login sessions (serial terminals and modems)
e number of remote login sessions (via rlogin, telnet, and ftp)
When running tunesh on the Personal System, the system makes calculations i

that assume 2 serial login sessions, 2 X-terminals, and 2 remote logins, to
match the limits imposed by the Personal System license.

B LI .. ‘ 1,’?



3. Tools reference . .

To reconfigure the system with tunesh: : ‘

1. Login as root and issue the /usr/lib/tunesh/tunesh command.
2. Enter the new values as appropri_ate. .

3. Relink the kernel, following the prompts.
4

When the program exits, shut the system down and reboot. If you are
doing this during working hours, you should warm your users that the sys-
temn will be unavailable for 10-15 minutes. To shut down the systern make
the following sysadmsh selection:

System © Terminate

If the system is under use, give people several minutes to finish their work
and log out.

You can run the program again any time your configuration changes. Every
time tunesh is used to change the system configuration, a mail message is
sent to the root account with the heading “ODT System configuration log.”
This message contains a list of parameters changed and their new values, plus
any error messages encountered during the tuning process. This mail serves
as a record of the changes made to the system and should be filed with your
System Log.

XENIX System tools

870

The pstat(C} and vmstat(C) commands that were originally developed for the
XENIX operating system are also supported on Open Desktop. These com-
mands provide much of the same information available through the sar(ADM)
and crash(ADM) commands, but in a different format. Sec the manual pages
for more information.

System Administrator's Guide
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Chapter 14
‘Getting started with DOS

In all important respects, using Open Désktop DOS Services is just like using
DOS on a stand-alone personal computer. With Open Desktop, you can:

« use all common DOS commands.
 install and run off-the-shelf DOS applications.

¢ use your computer hardware (diskette drives and printers, for example) in
standard DOS ways.

In addition, with DOS Services, you can:

e run several DOS applications in separate DOS environments simultaneously
and switch between any of the DOS and UNIX windows.

» take advantage of the securnty capabilities of the UNIX system including
password protection for the whole system and protection for specified DOS
directories, data files, and programs.

e access UNIX data files and programs, including files within a network
environment.

This is possible because DOS Services creates a virtual personal computer (also
called a virtual PC or virtual machine) for you whenever you run DOS. Because
'DOS Services virtual computers use the virtual 8086 mode of your 80386 or
80486 processor, you can run DOS commands and applications under DOS
Services only if they are compatible with the Intel 8086 processor. DOS Ser-
vices does not support DOS applications that require the protected mode
available on 80286, 80386, and 80486 processors. '

- 123
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14. Getting started with DOS

Beginning a DOS session

You can enter the DOS environment from the Desktop in one of three ways.

You can:

1. Double-click on the DOS icon from the Desktop. (The DOS icon-is located
in the Accessories window, which can be opened by double-cllckmg on
the Accessories icon.)

_Or-
2. Double-click on the UNIX icon to open a UNIX window, and then type dos
at the UNIX prompt.
-Or-
3. Double-click on an icon that represents a DOS program (an executable DOS
file).
[f you use either method 1 or method 2, the DOS window opens with the the
standard DOS prompt displayed:
C:

If you use method 3, the DOS window opens with the the selected program

. already running. For example, double-clicking on the Lotus 1-2-3 icon causes

Lotus 1-2-3 to run without first displaying a C: prompt.

The C: prompt that you see after invoking DOS with either of the first two
methods tells you that you are using DOS drive C: (the fixed disk). You can
now use your computer as you would use a standard computer running DOS.

See “Controlling the DOS window” (page 146) for more about the DOS
window.

Ending a DOS session

124

To end a DOS session and return to the Desktop, type (at your DOS prompt):
C: quit

Or, if you are running a DOS executable file (such as Lotus 1-2-3), simply exit
the program. The Desktop reappears, and you can continue to use Open
Desktop.

User's Guide
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Using DOS commands and applications -

Using DOS commands and applications

All common DOS commands work as they do on a conventional, stand-alone
- DOS computer.

You can use DOS commands for routine operations like copying files or listing
the names of files on the fixed disk or a diskette. There are also DOS com-
mands for more specialized purposes such as creating text files and creating
and executing BASIC programs. These DOS commands are all supplied with
DOS Services and are described in your DOS documentation. You can also
install and use off-the-shelf DOS applications in the DOS environment. Admin-
istering DOS Services in the System Administrator’s Guide provides instructions
for installing DOS applications for use on Open Desktop.

In the DOS environment, you specify directories and give options to com-
mands in the usual DOS way. The following command displays the contents
of the directory \USR\DBIN 'm wide format, with five files listed per line:

C: dir \ust\dbin /w

If you are a UNIX user who has not used DOS, you may be unfamiliar with the
use of the slash (/) to turn on options and the backslash {\) as the path sepa-
rator. For further information on this syntax, refer to your DOS documenta-
tion.

Changing the default drive: When you enter the DOS environment, your
default drive is drive C: (the fixed disk) and your prompt is C:. To change

- your default drive to drive A:, be sure you have a valid, formatted DOS
diskette in the drive, and type:

C: a:

Your prompt changes to 2> and you can execute commands from the diskette
drive.

If your system has a second diskette drive, you can use it with DOS by refer-
ring to it as drive B:. The diskette drives are available on a first-come-first-
served basis. If one user is accessing a diskette drive and a second user
attempts to use it at the same time, the second user sees a message stating that
the drive is unavailable. '

Changing directories: Use the DOS CD or CHDIR command to change your
current working directory. To change to \USR\DBIN, for example, type:

C: cd \usr\dbin

175
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Piping and redirecting with DOS: Pipes and redirection function in DOS Ser- S
vices as under standard DOS: L.

C: dir | sort > contents
C: dir a: »>»> contents

All common DOS commands work as you would expect in the DOS Services
environment, including COPY, for copying files; COMP, for comparing files;
TYPE, for displaying the contents of files; REN, for renaming files; and DEL, for
deleting files.

The more specialized DOS tools for editing files, programming, and coriﬁgur-
ing the DOS environment also work in the DOS Services environument. These
tools include: '

» the EDLIN and EDIT editors, and the QBASIC interpreter,
o batch files, including all standard batch commands,

e the DEBUG utility, and -

* CONFIG.5YS files.

Using off-the-shelf DOS applications

You can use most off-the-shelf DOS application programs in the DOS Services
environment just as you would use them on a stand-alone DOS personal com-

" puter. You can also use custom DOS applications that you might have
developed. *

To use an application from drive A:, follow the application manufacturer’s
instructions. Typically, you insert the application diskette into drive A:,
change your current drive to drive A:, and invoke the application by name
from your A> prompt. Forexample:

| Py

C: a:

A wp
To run an application from drive C:, you must first instali the application on
the fixed disk.! Once installed, applications are executed according to the
manufacturer’s instructions. For example, if WordPerfect is installed on your
fixed disk, you can start it by typing:

C: wp

1. Inmost cases, DOS applications are installed by following the application manufacturer’s instructions. For
further pointers on installing DOS applications, see Administering DOS Services in the Open Desktop
Administrator’s Guide.
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Using DOS commands and applications -

S Ser- Booting applications from drive A:

A few personal computer applications (such as some versions of the Microsoft
Flight Simulator®) must be booted from drive A: because they do not run

wrvices under DOS. (They actually boot their own operating systems.) To use these
2 files; applications on a conventional personal computer, you insert the bootable
EL, for application diskette into drive A: and power the computer on or press

(Ctrl)(Alt) Del).

figur- To run these applications on DOS Services, you use the dosboot command. To
- These use dosboot, you must be using the UNIX shell and not the DOS environment.
If you are currently in the DOS environment, type quit. Your prompt should
be s or 3. '
Only two steps are required to use dosboot:
1. Insert your bootable application diskette into drive A: and lock it in place.
2. Type: :
¢ dosboot
When you use dosboot, your application runs independently of any other
. UNIX or DOS activity. This means that files on drive C: are not available, and
:irwces you cannot type quit as you usually do to leave the DOS environment.
com- :
have To end a dosboot session, press (Ctri}{Alt)Del).2 Your UNIX system prompt
' then returns.
turer’s File permission errors
ve A,
name < Sometimes the message DOS returns is affected by file permission modes. For-
' example, when a DOS command you issue encounters a file for which you do
not have read access, DOS may display a message that implies the file does
not exist, even though the file does exist. Similarly, if you try to create a file in
ion on a directory for which you do not have write access, DOS may display an error

to the message such as File creation error that does not clearly indicate the

1 your nature of the problem.

2. Note that you can also use the KILL DCS control code described in “Stopping DOS programs” (page 129) if vosur
application is hung and does not respond to (Ctrl} Ait)(Del}.
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Inapplicable DOS commands

128

Nearly all standard DOS commands operate in the DOS Services environment
just as they do on a conventional stand-alone DOS computer. Some DOS com-
mands, however, are either not useable in the DOS Services envirorunent or
operate differently than they do on a stand-alone DOS computer.

In particular, some of them will operate correctly only on a “real” DOS file-
system. DOS tilesystems are indexed by a File Allocation Table. DOS Services
emulates DOS filesystems while preserving the underlying UNIX structure,
which is completely different.

The following restrictions apply:

* You cannot use the DOS FDISK command under DOS Services. lnstead of
running FRISK under DOS Services, use equivalent UNIX utilities or shut
down the UNIX system, boot standard DOS, and use FDISK under standard
DOs. : '

* You cannot use SHIP or any other DOS command for parking the fixed disk
head on the DOS Services system.

* You cannot use the following commands on the shared UNIX/DOS file-
system: CHKDSK, FORMAT, SYS, MIRROR, or UNFORMAT. Do not use
them on Drives C:, D: or J..

You can use these commands on a real DOS filesystem, such as the diskette
drive, or a physical DOS partition. You can also use them or virtual floppies
and virtual DOS partitions, because, though these are portions of the shared
UNIX/DOS filesystem, they are formatted as real DOS filesystems. ’

FORMAT may work somewhat differently under DOS Services and stan-
dard DOs. A filesystem which'you FORMAT under DOS Services may work
properly under DOS Services but not work properly under raw DOS. it is
safest to use raw DOS to FORMAT any disk or partition from which you
intend to boot DOS. They will then work properly under either DOS or DOS
Services.

Since virtual floppies or virtual partitions wiil be used only under DOS Ser-
vices, they should be FORMATed or UNFORMATed under DOS Services.

* Similarly, you cannot use UNDELETE on any file which is part of the shared

UNIX/DOS filesystem. But you can use it on any file which is part of a real -

DOS filesystem. Use UNDELETE on real or virtual floppies or on real or vir-
tual DOS partitions.

User's Cuide
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Stopping DOS programs

e You can use the DOS TIME and DATE commands to di5play‘ or change the
time and date that apply to the DOS environment, but when you leave the
DOS environment, time and date are determined by the UNIX clock. When

you reenter DOS, the DOS clock is always initially synchronized with the
UNIX clock.

If you issue a DOS command that does not work in the DOS Services environ-

ment, DOS displays an error message but does not harm your computer in any
way or destroy any data. :

Stopping DOS programs

There are several ways to stop DOS programs that you start in a DOS environ- -

ment. Most DOS applications include a specific procedure for stopping their
execution. Whenever possible, you should stop a DOS program using the pro-
cedure designed for that program. Sometimes, however, you might want to
stop a DOS utility that provides no specific method for termination, or else a
DOS application might get locked into a state where the prescribed.termina-
tion procedure does not work. If you run into one of those conditions, follow
one of these procedures:

1. Use the DOS break character (Ctrl)C or (Ctrl)(Break) just as you would in
standard DOS. These functions stop DOS commands like DIR, TYPE, or
TREE, and some applications. When you press (Ctrl)C, your DOS prompt
returns and you can resume DOS work immediately.

2. If (Ctr[)(Break) does not work, press (CtrI}Alt}Del}. That is, press (Ctrl) and
(Alty at the same time; then, while still holding (Ctrl) and (Alt), press (Del).
This is the key sequence used to reboot DOS on a standard DOS computer.
In DOS Services, {Ctrl)(AltXDel) causes the DOS program as well as the
current DOS environment to abort. You must reinvoke DOS before you can
resume DOS work.

WARNING When you press (Ctrl){Alt){Del), you could lose data if your

DOS program is working on open files, just as you would on any stan-
dard DOS system.

3. lf neither the (Break) character nor (CtrI)(Alt)(Del) properly terminates your
DOS process, use the KILL DOS control code appropriate for your terminal.

00S Window PC Scancode ASCII
or Console Teminal - Terminal

(Ctri)Esc) (Ctri)K  (CtrI}Esc) (CtrlYK  (Esc) (CeDK
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Chapter 15

Finding your way around with DOS

With Open Desktop DOS Services the entire UNIX filesystem is available to
you. DOS treats it as a DOS fixed disk, usually referenced as Drive C:.

When you boot DOS on a conventional stand-alone personal computer, your
working directory is the root of the filesystem tree. You own all files in th
filesystern and can access them easily with CD (change directory) commands.
You can also modify any file as you please.

In Open Desktop, each user has a home directory, that is, a directory contain-
ing the files and subdirectories created and owned by that user. When you
log in to the UNIX environment in Open Desktop and then immediately enter
the DOS environment, your working directory is your home directory. (lf you
change directories before entering the DOS environment, however, your work-
ing DOS directory is the same as your UNIX directory at the time you type
dos.) You can access your own files and subdirectories like you can on a con-
ventional DOS computer.

The DOS search pdth

When you run a DOS program by typing a path name, DOS looks in the direc-
tory you specify for the program. If the program is there, DOS runs it. If the
program is not there, the operation fails. For example, if you type:

C: \usr\ldbin\wp5S\wp

DOS looks in the directory \USR\LDBIN\WP5 for the program WP and runs it
only if it is there.

T}T
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~1f you type only the name of the program (for example, wp) without specify-

ing its path, DOS looks first in your current working directory for the program.
[f the program is there, DOS runs it. If the program is not there, DOS searches
through the directories in your search path to find the program.

~ The DOS search path in DOS Services works lik2 the search path on a conven-

tional DOS system, with one difference: when yuu enter the DOS environment,
your search path is automatically set to be the same as your UNIX search path.
This path includes the directories \USR\DBIN and \USR\LDBIN, the direc-
tories where standard DOS commands and apphcahons are stored. You can, if
necessary, override the default DOS search path by using the PATH command

‘asyouwouldona conventlonal DOS system. Note that the path is often set in

AUTOEXEC.BAT.

Naming DOS files and directories

When you create files or directories during a DOS session or using a DOS
application, your names must conform to standard DOS rules for fength and
character set. ’

You can type the name with either uppercase or lowercase alphabetic charac-
ters. When you create a file on a DOS medium (a diskette in drive A, for

example), DOS converts all alphabetic characters to uppercase as expected.

When you use DOS to create a file in the shared UNIX/DOS filesystem (DOS
drive C:), however, DOS Services converts all alphabetic characters to lower-
case. Using lowercase for filenames is conventional under the UNIX system.
Requiring names to be consistently lowercase also prevents you from creating
names that areidentical except for case, which DOS cannot differentiate.

Thus, any file you create with DOS Services in the shared UNIX/DOS file-
system can be accessed by either DOS or the UNIX system.

Differences between DOS and UNIX filenames

132

DOS and UNIX rules for naming files and directories differ with respect to case,
size, and character set.

UNIX is case-sensitive while DOS is not. Alphabetic characters in UNIX file-
and directory names are usually lowercase, but they can be any combination
of upper- and lowercase. Whatever combination you enter is preserved. DOS,
on the other hand, vinterprets all alphabetic characters in file- and directory
names as uppercase, whether you enter them in uppercase or lowercase. To
the UNIX system, “chapter1” and “CHAPTER1” name two different files; DOS
cannot distinguish between the two forms, seeing them instead as the same
name.
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Naming DOS files and directories
£ DOS limits file and directory names to eight characters plus an optional exten-
eciry- sion of up to three characters. Traditionally, the UNIX system allows names up
gra;\m. to 14 characters, although some newer systems (including Open Desktop 2.0)
rehes allow more. Although the UNIX system does not provide for filename exten-
sions in the same sense as DOS, a UNIX name can contain a period anywhere
Aven- in the name. Thus, while the UNIX system accepts any legal DOS name, DOS
ent ' does not allow such perfectly good UNIX names as messagetoall or
path. chapter.seven.
dlr??; . DOS and the UNIX system accept both alphabetic and nonalphabetic charac-
Aan, ir . . L .
d ters in file and directory names, but the UNIX system accepts more nonalpha-
mat_rT betic characters than DOS. For example, control characters and spaces, are
setin valid characters in UNIX names but not in DOS names. (Note that UNIX names
containing spaces must be enclosed in quotes.)
Accessing files with illegal DOS names
. DOS You can use DOS to access any file or directory in the shared UNIX/DOS file-
h and : system, whether it was created with DOS or under the UNIX system. How-
ever, you must use a special mapped name for UNIX files or directories with
names that do not conform to DOS rules. These names include:
xareflc- * names longer than DOS allows.
i, 10T
scted. e names with more than three characters following a period.
(DOS * names with nonalphabetic characters that DOS does not recognize.
ywer- : : :
stem. s names with uppercase alphabetic characters.
ating When any DOS utility or application accesses a UNIX name that does not con-
4 ty or app
form to DOS rules, DOS Services translates, or maps, the name to a legal DOS
S file- name by appending a unique index consisting of an apostrophe followed by
» » one to three characters. If necessary, the UNIX filename is truncated before
appending the index. For example, a file called messagetoall might be mapped
to the name mess’bag. You can determine the mapped name by issuing the
DOS DIR command.
' case, Use the mapped names shown in the directory listing whenever you need to
refer to UNIX files in a DOS command.
{ file-
iation
DOs,
ctory
e. To '
; DOS
same
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Examples of mapped filenames

The followmg table illustrates the operanon of DOS Services filename-
mapping on various types of UNIX filenames. The UNIX name is shown in the

| e

. left column. A typical mapped name is shown in the right column.
UNIX name Mapped name
Mail MAILFPE
messagetoall MESS'BAQ
message.tobob MESS'BBF.TOB
+.toomuch _'PSTOO
:rofix _ROFCBL
;rofix.xtn _ROF'BPQ.XTN
=.0k ' _'PP.OK
MiXcAsE.xtn "MIXCA'SUXTN
okbase.:=+ . OKBAS'QW.___

a.b.c A_B'SV.C

Note that you need to use mapped filenames only when you use files created-
under the UNIX system with names that are not legal DOS names

Displaying UNIX-style directory listings :

Although you always use a UNIX file's mapped name with DOS commands,
you sometimes want to know the original UNIX file- or directory. name. The
DOS Services udir command displays the contents of a UNIX directory in a
format that combines the UNIX command Is -l and the DOS DIR command.
The first two fields show both the UNIX name and its corresponding mapped
DOS name.

The udir -h option displays “hidden” UNIX files. These are UNIX files with
names that start with a period, which are normally not displayed in a direc-
tory listing. For example, this command displays the names of all files in the
current directory, including hidden files:

C: udir -h
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Using DOS drives

Using DOS drives

Drive letters are used under DOS Services the same way they are under raw
DOS. However, DOS Services imposes certain additional conventions and lim-
itations. Certain drive names should always be associated with certain’ de-
vices, for instance.

Drive letters A: and B: should be used only with devices that are functionaily
equivalent to floppy disks. This includes physical floppies and virtual
floppies. :

Drive letters C: and beyond are used for devices which DOS Services treats as
hard disk drives. These can include: '

Y

¢ The UNIX partition used to hold the hard disk filesystem shared by the DOS
and UNIX systemns.

» Virtual DOS partitions, which are portions of the shared filesystem set aside
to emulate DOS disks. -

* Physical DOS partitions on the same disk where the shared filesystem
resides. '

e .ctual DOS-formatted hard disks which are separate from the hard disk
used to hold the filesystem shared by the DOS and UNIX systems.

Drives C:, D: and J: are used to access the partition shared by DOS and the
UNIX system.

Drive E: is the default designation for a physical DOS partition on the main
disk (the same disk that holds the partition shared by the DOS and UNIX sys-
tems). The DOS partition is a special section of the fixed disk reserved for DOS
files. If no physical DOS partition is present, E: can refer to a virtual DOS parti-
tion. See “Using physical DOS partitions” (page 156) for more about physical
DOS partitions.

Drive letters E: through I: can be used to refer to either physical or virtual DOS

" partitions. No letters beyond I: should be used for virtual partitions.

DOS Services automatically allocates room for drives up to and including N:,
[f you need more, you must specify that with the LASTDRIVE command in
the CONFIG.SYS files used in DOS image construction. (See Administering DOS
Services in the System Administrator's Guide for details.)

Drive letters K: through LASTDRIVE can be used for other DOS devices, like
CD ROM drives. The drivers for these devices are loaded in the CONFIG.<" =
file. Starting with K:, DOS Services automatically assigns the next availai:e
drive letter to each such device.
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Drive D:

Another purpose for high drive letters is for use with the SUBST command.
SUBST is often used to equate a long pathname string to a two-letter drive
string.

5 subst m: d:\clients\reports\monthly\june

Having a series of assignments like the one above can save you a lot of key-

strokes when doing operations that require hopping back and forth between
directories.

For most purposes, DOS drives C: and D: are the most convenient drives to use
when you install and run DOS commands and applications.

The following table illustrates these drive letter conventions under DOS Ser-
vices and the sections which follow provide details.

Dnve Letter Used for

A: Floppy disk (real or virtual)

B: - Floppy disk (real or virtual)

C: Accesses the shared filesystem, starting at root.

D Accesses the shared filesystem, starting at user's HOME
directory.

E: Default designation for the physical DOS partition on the

DOS Services fixed disk. Can also be used for virtual
+ DOS partition.

Available for virtual or physical DOS partition.

Available for virtual or physical DOS partition.

Available for virtual or physical DOS partition.

Available for virtual or physical DOS partition.

Accesses the shared UNIX/DOS filesystem starting at
\usr\ldbin.

K: to LASTDRIVE Available for other DOS devices.

Rl g T
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Your own files and directories on the DOS Services fixed disk are accessible on
drive D: just as they are on drive C:. On drive D, however, your UNIX $HOME
directory is the root of the DOS filesystem. That is, if you are logged in as the
user ELAINE, the directory D:\ contains the same files as CAUSR\ELAINE.
Because your home directory is the root of the filesystem on drive D:, you can-
not move upward. This means you can only use drive D: to access files in
your home directory or the subdirectories beneath it.
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Drive E:

Using DOS drives

Drive D: is useful for installing and running some DOS applications that
modify or create files in the root directory. When you install such applica-
tions on drive D:, they modify or create files in your home directory rather
than altering the systemwide root directory (C:\). See Administering DOS Ser-

‘vices for further information on installing DOS applications.

Drive D: is unique for each user.

Drive [:

Drive E: gives you access to the physical DOS partition, if available. This is a
special section of the fixed disk that is reserved exclusively for DOS work.
Drive E: is usable only if the system administrator has created and formatted
the DOS partition. UNIX files cannot be created on drive E: like they can on
drives C:, D:, and J:. UNIX does not have direct access to DOS files created on
drive E:. Although drive E: does not share the same files as drives C:, Dz, and
J:, you use it like a standard DOS disk drive.

Drive E: contains no DOS files when you first install DOS Services, but as you
use your system, you can add DOS programs, files, and directories to drive E:.

' Drive E: is the same for all users. By default, drive E: is a public resource. DOS
files and directories created on drive E: are not owned by specific users or pro-

tected by UNIX file protection mechanisms. This means that all users can cre-
ate files on drive E:, and all users have the power to remove or change any file.

Write access to drive E: is available on a first-come, first-served basis. As long
as nobody is writing a file on drive E:, all DOS Services users can read any file
ondriveE:. :

If your computer has multiple DOS partitions on several fixed disks, DOS Ser-
vices checks them all. Drive E: always accesses the first primary partition DOS
finds, which is usually on the first disk. ‘For further information on the physi-
cal DOS partition, see Administering DOS Services.

The directory [\ contains the same files as CAUSR\LDBIN. Because
\USRA\LDBIN is the root of the filesystem on drive]:, you can use the |: drive to
install public applications that must be installed in the root directory.
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Virtual DOS floppies and virtual DOS partitions

4

Your DOS Services system may have one or more virtual floppy drives or vir-
tual DOS partitions. These are files within the shared filesystem that are for-
matted as DOS volumes. A virtual floppy is a UNIX file which emulates the
function of a DOS floppy disk. You can store files there and even boot from it.
A virtual DOS partition is a UNIX file which emulates the function of a DOS
partition on the hard disk.

These virtual drives are not useful in the UNIX environment, but you can use
them with DOS as you would use physical DOS diskette drives or physical
DOS partitions. Administering DOS Services in the System Administrator’s Guide
describes how you create and administer virtual floppies and partitions.

By default, virtual floppies and partitions are not automatically accessible
when you enter the DOS environment. You must use the dos +a option to
attach any virtual floppies or partitions you want to use during a particular
DOS session. See “Attaching devices” (page 152) for instructions.

Virtual floppies and partitions have the same access restrictions as the physi-
cal DOS partition (drive E:). Multiple DOS processes can read the same virtual
floppy or partition at the same time, but when a process writes to the virtual
device, no other process can read or write to the device until the writing pro-
cess exits.

You can use the dosopt command as described in Administering DOS Services
in the System Administrator’s Guide to configure DOS applications or the DOS
environment to attach specific virtual floppies or partitions automatically.

Reassigning DOS Services drives

138

Unless you intend to change standard DOS Services functionality, do not use
the DOS ASSIGN, JOIN, or SUBST commands to redefine drives C:, D:, E: or |:
so they refer to other drives or directories. You can, however, use these com-
mands to make other DOS drives refer to the standard DOS Services drives
without affecting DOS Services functionality. For example, the following com-
mand defines DOS drive M: so that it refers to the subdirectory
REPORTS\MONTHLY within your home directory (D:\):

5 subst m: d:\reports\monthly
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Working with DOS files
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‘alar ! DOS and the UNIX systems use different file naming conventions. See “Nam-
! ing DOS files and directories” (page 132) for an explanation of the differences,
i along with instructions for working with both types of filenames at the same

1y5';- : time.

rtu : '

tua. : DOS and the UNIX systems also store text files in different formats. The UNIX

pro- ' system stores text lines as a sequence of characters terminated by a line-feed

character. DOS, on the other hand, terminates text lines with a carriage-return
character followed by a line-feed character. A file created in one format can
vices appear corrupted when accessed by the other.

DOS
Converting DOS and UNIX files
_— | ' When you use DOS in Open Desktop, you can use any file that was created
- use ! with DOS because these files are stored in DOS format even when they are cre-
Lor .- ! ated on the shared UNIX/DOS filesystem. To use a text file in UNIX format
‘om: l with DOS programs, however, you must convert the file to DOS text format
;iv os - | using the DOS Services unix2dos command. For example, to convert the file
-om- ! letter in UNIX format to the file Itr.dos in DOS format, type:
story : C: unix2dos letter ltr.dos .
' You can also convert the file and copy it from one drive to another in one step, -
as the following example illustrates. ‘
C: unix2dos c:bdgtmemo a:budget
When you create text files with DOS that you want to use later with UNIX util-
ities, you. can convert them to UNIX text format with the DOS Services
dos2unix command. For example:
C: dos2unix memo memo.unx
Suide 2 139
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16. Working with DOS files

You can use unix2dos and dos2unix both in the DOS environment and from-

the UNIX shell. When you enter the unix2dos or dos2unix command in the
DOS environment, you use DOS filenames, including mapped names when
appropriate. When you use these commands from the UNIX shell, use UNIX
(unmapped) names. The following example converts the file message.tobob
(which would have a mapped name in the DOS environment) from UNIX for-
mat to DOS format and names the DOS tile it creates with a legal DOS name:

% unlx2dos message.tobob mesasage.bob

You can combine these commands with other DOS or UNIX commands

through pipes and redirection. For example, the following command converts
the file names from DOS format to UNIX format, sorts the text, and appends
the sorted text to the UNIX file newnames: ,

% doslunix names | sort >> newnames

Do not specify the same name for the source file and the target file or try to
redirect your output back into the source file. The following examples are
incorrect:

G dosunix names names # incorrect
5 dos2unix names > names # incorrect

When you omit the target filename, unix2dos and dos2unix display the text
file conversions but do not save them,

When you do not know the format of a text file, you can use the unix2dos or
dos2unix command to convert to the format you need, just to be sure. The
commands do not change anything when the file is already in the target for-
mat.

NOTE Use unix2dos and dos2unix only on ASCII text files. These com-

mands do not convert programs, database files, or special-format files creat-

ed by some word processors.

Accessing other users’ files

140

DOS Services users have limited access to files owned by other users.
Whether or not you can inspect or modify other users’ files depends on how
UNIX permission modes are set on your computer. See “Changing access per-
missions” (page 84} for UNIX access control. All DOS and UNIX files and direc-
tories you create or access in the shared UNIX/DOS filesystem are protected
by these permission assignments.

DOS Services, unlike a conventional DOS system, is designed to accomumnodate
multiple users. It therefore provides tools for preventing inspection, altera-
tion, or execution of files by unauthorized users. In general, you cannot
modify or delete a file or directory that belongs to someone else.

User's Guide

¥




1ds

to
are

ext

30r

for-

nm-
2at-

ers.
oW
Jer-
rec-
ted

iate
era
a0

uide

Printing from the DOS window

With DOS Services, you can restrict access to your files so that unauthorized
users cannot see the contents of your directories or read your files. On the
other hand, you can also grant other users permission fo modify or delete
your files and directories if vou so choose. See “Changing access permissions”
{page 84) and “Controlling access to files” (page 32).

The following detault permissions are typical:

¢ Users can inspect the contents of any directory with the DIR command.

o Users can read the contents of any file (with the TYPE command, for exam-
ple). Users can also copy any file to their own directories.

* Users can run programs contained in any directory.

e Users cannot modify or delete files or directories belonging to other users.

DOS applications and file permissions

1
Remember that most DOS applications are designed for a single-user environ-
ment. When used with DOS Services in a multiuser environment, most DOS
applications do not protect your files from being simultaneously updated by
you and another user with write permission,

You should consider carefully which combination of file and directory permis-
sions give you the most appropriate protection. For example, to prevent a file
from being simultaneously updated by someone else while you are working
on it, you could temporarily remove execute permission for the directory con-
taining that file for all other users. This would prevent anyone from even
looking at the file until you were done. Alternatively, you could remove
everyone else’s write permission for the ile. This would allow others to look

_ at a file you are working on, but not to update it. Note that these measures do
not protect a file if another user has opened the file and is using it at the time
you change permission modes.

Newer DOS programs that use locking calls can prevent these problems
without any special user action.

Printing from the DOS window

All standard DOS print funchions work in DOS Services. These functions
include the print screen ((I'rt Sc}) key, the PRINT command, the COPY com-
mand, and printing operations performed by DOS applications.

By default, DOS Services sends DOS printer output via the UNIX print spooler
to a printer named doslp. (Your system administrator must set this printer up
before it can be used.) The following describes printing procedures you can
use with the default DOS Services configuration.
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Printing from DOS applications

DOS Services stores printing sent by DOS applications to any of the DOS paral-
lel_ports (LI'T1, LI'T2 or LI'T3) in a temporary file. It is printed when either of
twao conditions occurs: '

* You exit the application and return to your DOS prompt, or

* More than 15 seconds have elapsed since the application sent a character to
be printed.

Printing with the DOS COPY command

You can print by using the DOS COPY comumand exactly as you would under
standard DOS:

copy filename prn
¢ copy filename 1ptl
. copy filename 1pt2
- copy filename 1pt?

Printing with the DOS PRINT command

To print a file using the DOS PRINT command, type the command in the form:

. print filename

You cannot use PRINT options (such as /T, /C, and /P) when you use the UNIX
spooler.

Printing with the Prt Sc key |

I'ress the (Shift) and print screen ((I'rt Sc)) keys at the same time to print tbe
current screen contents just as you would under standard DOS.

To use the {I'rt Sc) key to save and print your screen contents as the screen is

updated:

1. Press {Ctel)(Shift){I'rt Sc) once to start saving your screen contents. You can
then continue to perform operations that change the appearance of your
screen. DOS Services saves all changes in a temporary file until you are
ready to print.

2. Press (Ctrl)(Shift){I'rt Sc) a second time to stop the accumulation of screen
contents and start printing.
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Printing from the DOS window

The “printer not ready” message

Printing from some DOS applications may fail and produce an error message
similar to the following:

AL T TR IR TR

To print trom these applications, attach the printer directly to the DOS process:
1.

If the printer is currently used to print spooled UNEX print jobs, the system
administrator must use the disable command to disable the printer.

Use the +a option to attach the printer you want to use; see “Attaching

devices” (page 152). DOS Services uses the device names Ip(), Ip1, and p2
to identify the first, second, and third parallel printer ports. Use the name
that corresponds to the port to which your printer is attached. For exam-

_ple, if vour printer is attached to Aev/Ip0, you can start the DOS environ-

ment with the command:

-~

dos +alp0

Consult the manuals for your computer and the DOS Services /rtc/dosdev
file if you are uncertain how to identify your printer port.

You can now start the application and send data to the printer.

When you are finished using the printer that is directly attached to DOS,
the system administrator can reenable it for UNIX printing by using the
enable command. UNIX printing cannot be enabled if the DOS process
using the directly attached printer is still running.
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Chapter 17
Controlling the DOS work environment

When vou use Open Desktop DOS Services to run DOS commands and appli-
cations, you see the same behavior you would see on a conventional personal
computer running the same commands and applications. This is possible
because DOS Services creates a virtual personal computer (also called a virtial

I'C or virtual maciiine) for you whenever you run DOS. A virtual I'C has all the
important characteristics of a real stand-alone, single-user computer based on
the Intel* 8086 processor. For example, DOS Services by default allocates
640K bytes of memory to your virtual 'C. Any software running under the
control of the virtual I'C can use this memory the same way the same software
would use 640K of memory on a stand-alone 8086 computer.

Open Desktop can create more than one virtual I'C at a time, which allows
users to run several DOS tasks at once. Each DOS environment under DOS Ser-
vices runs in its own separate, protected, virtual machine, which cannot harm
the operation of other DOS environments or the UNIX system. In particular:

* & DOS programs cannot disable system interrupts. They can only disable
their own “virtual” interrupts, which affect only that one DOS environment
and not any other DOS environment or the UNIX environment.

* Errant DOS processes cannot damage UNIX processes or other DOS pro-
{ cesses because each DOS znvironment is assigned a specific segment of
I memory and cannot write outside it.

e DOS programs can only affect 1/0 devices that are assigned to them, and
not those assigmed to the UNIX system or other DOS programs.

Y()u can customize a wrtual PC in“much the same way you can custonuze a
conventional stand-alone personal computer. For example, if you run DOS
applications that need more than the default 640K bytes of memory, you can
add expanded memory. If you use a DOS application that needs a COM port,
you can add one. When you use DOS Services, however, you do not open

A
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v

your computer and install adapter cards containing memory chips or a COM
port. Instead, you use simple command options that lell DOS Services to con-
figure these resources —which are already physically present—so they
becaome part of your virtual personal computer. Because each virtual I'C is
independent of all others, you can customize each one as appropriate for the
applications running in it. :

DOS Services uses DOS pnages to improve efficiency. A DOS image is a frozen
picture, or snapshot, of DOS after it has been loaded into memory and is run-,
ning. This image includes information DOS needs about the virtual I'C config-
uration. When you start DOS from your UNIX shell or from the Desktop, a vir-
tual 'C is created and a DOS image 15 loaded into that virtual PC's memory.
This procedure has the same effect as booting DOS on a conventional personal
computer, but it is much quicker.

Controlling the DOS window

146

You can control the the DOS window with the DOS menu.

There are two ways to invoke the DOS menu. To invoke the DOS menu with
the mouse, move the cursor into the DO" window and press and hold the
right mouse button. The DOS menu appears. Keep holding the button down
and move the mouse cursor to the desired option on the menu, and then
release the buton. The option is selected and the DOS menu goes away.

You can also invoke the DOS menu by pressing a special key sequence. By
default it is (AIHD, but it can be redefined. The key sequence works only when
the DOS window is already selected. To select one of the options on the menu,
click on it with either the left or right mouse button. To close the DOS menu
without selecting any option, simply click the mouse outside of the DOS

menu.

The aptions on the DOS menu are as follows:

Zoom Zooming a window means causing it to expand so it
fills your whole screen. When you want to run a
DOS ECA/VCA graphics program, you must zoom
the window it is in; you cannot run such a program
in a normal window. You can also zoom any other
window if you want it to take over the screen. To
unzoom {(that is, return a zoomed window to its
default size), press the DOS menu key sequence
((AlHD by default).

User's Guide
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Controlling the DOS window

Focus {Unfocus] Selecting the Focus option allows you to use the
mouse with the DOS application that you are run-
ning in the DOS window, if that application supports
a mouse. Selecting the Unfocus option allows you
to use the mouse in other windows. Only one of
these options appears on the DOS menu at a time.
When the mouse 1s already focused in the DOS win-
dow, it cannot be used to bring up the DOS menu.
You must use the DOS menu key sequence.

Refresh Selecting the Refresh option redraws the DQS win-
dow. '

DOS Colors [X Colors] Selecting the DOS Colors option sets the colors for
your DOS window to the sixteen standard text
colors, Select the X Colors option sets it back to the
colors chosen through the Color utility. Only one of
these options appears on the menu at a time.

Quit Selecting the Quit option closes youf DOS session. |

Some applications run in graphics mode only part of the time. When using

such an application, you only need to zoom it when it enters graphics mode.
For example, a spreadsheet can work as a text application but it can also draw
graphs. In a case like this, you could perform text entry in a regular DOS win-
dow without worrying about zooming. If vour application enters graphics
mode, however, a message displays reminding you to zoom, and the DOS
window running your program becomes unusable until you have done so.
You can return to the normal DOS window after you are finished using graph-

. ics mode by pressing the DOS menu key sequence (usually (Al)D).

‘Note that you can unzoom at any time, even if you are still in EGA/VCA

graphics mode, in order to use other clients. However, when you unzoom
while your application is in EGA/VGCA graphics mode, the application in the
window is suspended until you zoom it again.

When the DOS program you are running requires a mouse, use the DOS menu

 key sequence; then select the Focus option from the DOS menu to focus your

mouse in the DOS window. This means that your mouse input goes to the DOS
program instead of to the server. The Unfocus option reverses this, so that
your mouse input goes to the server. If you select the'Zoom option, your
mouse is automatically focused for you while you are zoomed.
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Changing.colors |

By default, DOS Services uses the current UNIX color palette to display the
colors in the DOS window. For many DOS programws this is sufficient. For DOS
programs that depend heavily on color, the results can be peculiar. When the
colors DOS Services expects to use are not available, you may find that objects
i their DOS windows are displayed in unexpected colors.

The colors you see in your DOS program depend upon a number of factors:

your hardware setup, the colors chosen for your X Windows session, and the
color requirements of the DOS program you are running. DOS programs run in
X windows may produce distorted colors or unreadable screens when run on
16-color servers.

The DOS Colors option on the DOS menu allows you to have your DOS win-
dows displayed in true DOS colors. This can have an unexpected impact on
the appearance of your UNIX windows. Alternatively, you could use the
Desktop Color control (page 60) to select a special DOS palette. Some DOS
applications let you select colors specifically for that application.

See Administering DOS Services in the System Adininistrator’s Gmd¢ for more
about controlling colors in the DOS window.

Using AUTOEXEC.BAT and CONFIG.SYS files

148

DOS interprets the commands in two special files automatically every time
you enter the DOS environment. These files are AUTOEXEC BAT and
CONFIC.SYS.

You can use AUTOEXEC.BAT to customize yvour DOS environment or to run
commands you want executed every time you use DOS. For example, if you
run a program called GRAPHS every time you use DOS, you could include the
command to run the program in your AUTOEXEC BAT file.

; :
The CONFIC.SYS file (if it exists) contains information about your computer’s
configuration that the system needs to know every time you run DOS. Some
DOS applications, for example, require device drivers that are identified in
CONFIGC.5YS.

User's Guide
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Configuring memory

Because different users may want to include different commands in their
AUTOEXEC.BAT or CONFIG.SYS files, DOS Services provides for both:

e System default AUTOEXEC.BAT and CONFIC.SYS files, which affect all users
& unless they explicitly specify otherwise.

: o Personal ALUUTOEXEC.BAT and CONFIG.SYS files, which individual users can
N create to customize their own personal DOS environments. '

[f you create a personal AUTOEXEC.BAT file in your home directory, DOS Ser-
vices executes it whenever you enter the DOS environment or start a DOS pro-
cess. DOS Services executes your home directory AUTOEXEC.BAT file after
: executing the root directory AUTCEXEC BAT.

A In general, DOS Services interprets CONFIC.SYS commands just as conven-
tional DOS personal computer does. However, the FCBS command is effective

_ only when you use an actual DOS filesystem. 1t is not used on any portion of

n the shared UNIX/DOS filesystem. See Administering DOS Services in System

o Admimstrator's Guide for more about FCBS. .

s DOS Services does not interpret BUFFERS commands in any of your system'’s

CONFIG SYS files at DOS run time. The BUFFERS value is defined in the DOS
e images at the time they are created and cannot be changed unless you make

new DOS images. The BUFFERS value used in the default DOS images is 15,
the standard DOS default value for 640K of RAM. See Administering DOS Ser-
vices in System Adminstrator's Guide for further information on changing
BUFFERS and making new DOS images. The BUFFERS command is effective
- only when you use an actual DOS filesystem. [t is not used when you access

e the shared DOS/UNIX filesystem.
d
Configuring memory
n .
u DOS 5.0 provides tools for maximizing the amount of Conventional DOS

s : Memory avatlable for your programs. These tools cannot be used on an 8086
computer, but you can use them under DOS Services. You can load device
drivers and TSKRs (Terminate and Stay Resident programs) into the Upper

s Memory Blocks (UMBs) and you can load DOS itself into the High Memory
e . Area (HI\AA)

Most of this has already been done for you. By default, when DOS Services
comes up it loads a special extended memory manager, MERCEXMS.5YS,
which provides access to the Upper Memory Blocks. It also loac's DOS into the
High Memory Area.

MERCEXMS.SYS is the only Extended Memory Manager that can be used with
DOS Services. Do not use HIMEM SYS, XMS.SYS, or any other DOS extended
. memory manager produced by third-party vendors.
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As in standard DOS, once the Upper Memory Blocks have been enabled, you
can free up DOS Conventional Memory by loading your device drivers and
TSRs there. Refer to your DOS manuals for more about DOS memory manage-
ment.

To load device drivers and TSRs in the Upper Memory Blocks, use commands
such as the following in any CONFIC.5YS file which will be interpreted when
DOS Services starts:

BEVECEH TG DEVICE uys

BEVICCHIGHDEY TCEL Y

[MUTALL=TORLENE

[HOTALL: TURZ L EAE
To load TSKs into the Upper Memory Blocks, you can also use commands
such as the following in any AUTOEXEC.BAT file which will be interpreted
when DOS Services starts:

LOARHTGH TR LEAE

LoniH IGH THRL L ESE

Using expanded memory (EMS)

" DOS Services supports the Lotus/Intel/Microsoft Expanded Memory Specifi-

cation (EMS), so you can run any DOS applications that use expanded memory
and conform to this specification.! DOS Services expanded memory is avail-
able in the following sizes: 512 Kbytes, and 1, 2, 3,4, 5, 6, and 8 Mbytes. The
default amount of expanded memory is one megabyte, but you can easily
request any of the allowable values. (You should not request more memory
than vou need, however, because it wastes system resources.)

N

Your computer does not need to have actual physical memory in the amount
you request when you use expanded memory, and you do not need an EMS
memory card to use expanded menmory with DOS Services. DOS Services
stmulates expanded memory by using standard UNIX system virtual memory.
Provided you have at least the minimum amount of memory required to run
DOS Services, you can use any of the expanded memory values that DOS Ser-
VICes stipports.

1.

~

J

The Lotus/InteliMucrosoft Lypanded Mentory Speeification, Version 4.0, Lutas Development Corpuration, Intel
Corporation, and Micrasoft Corporation,

{}
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Using peripheral hardware with DOS Services

To use expanded memory, you must request it with the DOS +a option. To
request the default amount of one megabyte of expanded memory, use the
+aems option. For example:

4\ dos +aems
¢ dos +aems 123

The first example starts a DOS environment with one megabyte of exparided
memory. The second example starts Lotus 1-2-3 with one megabyte of
expanded memory. '

To request a different amount of expanded memory, use one of the following
+a options: ‘ -

DOS option Memory

+aemsd12 512 Kbytes

+aems 1 megabyte

+aems] 1 megabyte

+aems? 2 megabytes

+aems3 3 megabytes

+aemsd 4 megabytes '
. taemsh 5 megabytes

+aemsb 6 megabytes

+aemss B megzabytes

Farexample, to request tour megabytes, type:
" dos +aemsd

Note that +aems1 has the same effect as +aems.

Using peripheral hardware with DOS Services

Because DOS Services is a fully configurable environment, you may run many
different kinds of DOS sessions. You may configure DOS Services to run in
VCA mode with one program and in CCGA mode for another. You might run
one program with minimal memory to conserve resources and allocate 5
megabytes of EMS memory to another. You might attach a local dot-matrix
printer when you use your database program, while you attach a network
laser printer for desktop publishing.
1

When you use many different DOS programs you usually run many different
DOS environments. Many users set things up so that the devices they need
are automatically attached whenever a particular DOS program is run. Since
this device attachment takes place automatically and invisibly, it is common
to forget exactly which devices are available at the moment. '
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Using the device information window

The Device Information window gives you instant access to this information
any time you are in DOS. [t works from the DOS command line or from within
any DOS applscatmn It “pops up” when yeu hit a hot-key bequence likea TSR
program in the standard DOS environment.

To open the Device Information window, press (Ctri){Esc), then (CtrbL.

While the Device Information window is displayed, your DOS process is

suspended. Any other processes, (DOS or UNIX) which may be running in the
background continue to run. When you have obtained the information you
need, press (Exc) or (Space) and you pop back into your DOS session, which
picks up exactly where vou left it. :

The Device Infor: ation window is only available when your DOS window is
in text mode. '

The defauit color-scheme is yellow characters on a red background. If you
find this hard to read or prefer another arrangement, it is configurable. You
can reset the colors of the Device Information window by setting the UNIX
environment variable, DOSCONFIG. The tollowing example shows how this
is done trom the. Bourne shell.

v+ DOSCONFIG=menucolor.white.blue
+ export DOSCONFIG

Ihe menucolor option allows you o specity two parameters, sepnn!ed by
dots. The tiest parameter s the toreground color; the second is the hack-
vround color. The code above gives vou white characters ona blue tield. Sis-
teen colors are available for each. See Admunisteriinge DOS Serotees i the Sysicm
Administrator's Guide for a list.

Attaching devices

[t you want to use a hardware device that is not automatically available when
you use DOS, you request access to it using the dos +a (“attach device”) option
in the form:

dos +adevice_name [command)

The command form dos +adevice_name starts a DOS environment and
attaches the requested device to the DOS process so you can use it for the
duration of the DOS environment. The command form dos +adecvice_name
command attaches the specified device to the DOS process and also runs the
specified DOS command. You can then use the specified device for the dura-
tion of the program you start with command. It your specified device is not
available (typically because another UNIX or DOS process is using it), DOS Ser-

vices displays a message informing you that you cannot use the device.

User's Guide

Lis

Ls




is
he
su
ch

ou
ou
X
als

by

ix-
CHH

N
on

ide

Lising peripheral hardware with DOS Services

To attach more than one device to a DOS process, use more than one +a
option. For example:

* dos +acoml +aems
- Examples illustrating the use of the +a option appear throughout this chapter.
See Administering DOS Services in System Adninistrator’s Guide for descriptions

_of other useful procedures, including the use of the dosopt command to con-
figure DOS commands so they automatically request required devices.

Using display adapters and serial terminals

DOS Services automatically senses the type of display adapter you use in the
system console and properly displays DOS processes. DOS Services is compa-
tible with VGA, EGCA, CGA, Hercules, and monochrome display adapters.
When vou use a serial terminal, DOS Services displays DOS processes as
though they are running on a monochrome console. You can use the +a
option to specify explicitly a particular display type, but this is normally
unnecessary. Forexample:
‘ dos +acga

(Other displays are designated with +avga, +aherc, and +amono.)

tsing a mouse

Note that vou should not modify any CONFIC.SYS files to identify a mouse
driver as you would on a conventional personal computer running standard
DOS. DS Services uses a special mouse driver that is identified in the system
detault N\CONFIC.SYS file.

,

DOS Services causes DOS to view any properly configured mouse as though it
i> a Microsoft Bus Mouse. If you install DOS applications that need to know
about the specific mouse you use, always refer to it as a Microsoft Bus Mouse.

Using a modem

You can use either an external modem (one attached to a serial port) or an
internal modem (one that requires an internally installed card) with DOS Ser-
vices. If you have a choice, consider that external modems are easier to troub-
leshoot should problems arise.

. For either kind of modem, install the modem by following the manufacturer’s
instructions to connect it to a serial port. Note that an internal modem gen-
erafly replaces COM1 or COM2. To use the modem, attach the appropriate
COM part to your DOS process by u:.m;, the +a option when you start DOS.
For example:

T ¢ dos +aconl

For further information, see “Using COM ports” (page 154).
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Using COM ports - L
DOS can use the COM1 and COM2 serial ports (equivalent to the UNIX devices
/dev/ttyla and Mev/tty2a). The COM3 and COM4 ports are not supported. Only
one DOS process at a time can use each COM port. To use a COM port, you
must explicitly request access to it using the +a option when you start DOS.

DOS Services can attach COM ports in two different ways: indirectly or
directly. You do not need to understand the technical distinction between
these two forms. However, you must choose one form or the other when you

start DOS. Consider these trade-offs as you make your choice: L
* Indirect attachment is more reliable, but when the system is heavily loaded, ~ —
it may be slower than direct attachiment. Try this form of attachment first if
you are uncertain which to use.
e Direct attachment is faster but less reliable than indirect attachment when
the system.is heavily loaded.
Indirect attachment ,
To attach a COM port indirectly, use the +acoml or +acom2 ophon. For
example:
. dos +acoml
- dos +acom2 xtalk
The first example starts a DOS environment and requests access to COM1. The
second example starts the CROSSTALKY application and requests access to
COM2. In both examples, if the requested COM port is not avaiiable, DOS Ser-
vices does not start DOS and instead displays an error message.
Direct attachment
To dire'ctly attach COM1 or COM?2, use the +adcoml or +adcom? option. For
example, to start a DOS environment and directly attach COMI, type:
* dos +adcoml
To start CROSSTALK and directly attach COM2, type:
¢ dos +adcom2 xtalk
Using COM ports to transfer files
You can use both directly and indirectly attached COM ports to transfer files
between computers. However, the reliability of the transfer depends on many
factors including line quality, transfer speed, and system load. If you use
COM ports to transfer files at speeds greater than 4800 baud, use an error- 5
correcting protocol to perform the transfer. Error-correcting protocols help '
ensure the integrity of data during transter.
!
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, Using the game port

To use the game port, use the +agame option. For example:

‘. dos +agame ;

Only one DOS process at a time can use the game pnrt.

For further information on installing and configuring hardware devices, refer
to Administering DOS Scrvices in the System Administrator's Guide or consuit |
your system administrator or DOS Services distributor.

Using virtual partitions and virtual floppy disks

Virtual DOS partitions and virtual floppy disks are UNIX files that contain
actual DOS filesystems. By default, these virtual devices do not exist.

Virtual partitions and floppy disks are typically not of interest to most DOS
Services users. If your computer does not have a physical DOS partition, how-
ever, you may find a virtual partition to be useful. Refer to Administering DOS
Services in the System Administrator’s Guide for further information on creating
these virtual devices and on their characteristics.

To use a virtual partition or floppy disk, attach it to your DOS process using
the +a option in the form:

+adrive_letters=unix_file_naine

You should normally use drive letters a or b to access a virtual floppy. Use
driveletters e, f, g, h ori to access virtual partitiun:-,.2 The full pathname of the
UNEX file that contains the virtual partition or floppy drive is unix_file_name.
For example, the following command starts a DOS environment and attaches
the virtual partition /usr/fredfodisk as DOS drive F:

dos +af:=/usr/fred/vdlisk

You can then access any DOS files contained within Jusr/fredfodisk via DOS
drive Fi. You can change your current drive to drive F: with the command:

R

~

You can list the files on drive F: with the command:
7 dir €

2 Youmay want to avoid using drive Lz sinee it is assigned to the primary DOS partition by default. However,
vou can use drive I 7if you wish - Nuote thataf you assign drive E. to a virtuad floppy or virtual partition, you
will no bonger have an attachment to the primary DOS parttion (unkess you specifically assign another letter,
torst), . '
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To start a DOS environment and attach a virtual floppy named
fust/phyllis/vilop, use a command such as: '

¢ dos +ab:=/usr/phyllis/vflop

When you issue this command, the virtual floppy is accessible as DOS drive B,
just as if it were a physical diskette drive. Note that if there ts a phyuca! drive
B:, you will no longer have access toit.

Virtual partitions and floppy drives have the following limitations:

¢ While multiple users can simultaneously attach and read a virtual partition
or floppy drive, only one user at a time can write to a virtual partition or
floppy drive.

* When one user is writing to a virtual partition or floppy drive, all other
users are prevented from reading and writing-to that device until the DOS
session on the device is terminated.

See Administering DOS Services in the System Administrator’s Guide for further
information on attaching virtual partitions and floppy disks, including
instructions on attaching them “exclusive” so they cannot be written by other
USers.,

Using physical DOS partitions

A physical DOS partition is'a portion of the fixed disk formatted as a DOS file-
system and reserved exclusively for DOS files. DOS Services may have just
one physical DOS partition (called the primary DOS partition); it may have
both a primary and an extended DOS partition; or it may have no physical
DOS partitions.

If your Open Desktop computer has a primary DOS partition, it is automati-

- cally available as DOS drive E:- whenever you run DOS. If your computer has
an extended DOS partition, you must attach each logical drive you want to use
to an available DOS Services drive letter. To attach a logical drive that is
within the extended DOS partition, use the +a option in the form:

+aDOS Services_drive_lcttcri=doslogical_ dn'vc letter

DOS Services_drive_letter can be e, f, g, h or i." logical_drive_letter can be
any of the togical drives available under raw DOS.

X

You may want to avoid using drive E:since it is assigned to the primary DOS partition by default. However,

you can use drive b if you wish, Note thataf you assigndrive i to a logical drive in the extended partition,
you will nofonger have an attachment to the primary (08 partition {unbess you specifically assign another
letter to tt).
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Using peripheral hardiare with DOS Services

Fur example, the following command attaches your system’s logical DOS drive
D: to the DOS Services F: drive:

I dos +af:=dosd

Refer to the file ftcMlosder for a list of available logical drives.

Multiple DOS processes can read files on a DOS partition at the same time, but
only one process at a time can write to the primary DOS partition or to a logi-
cal drive within the extended DOS partition. As soon as one process attempts
to write to a DOS partition, no other process can read or write to the partition
until the DOS session writing the first process is terminated. :

Refer to Administering DOS Services in the System Administrator's Guide for
further information on using and administering physical DOS partitions.

§
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Introduction

This chapter telis you how to use the TELNET terminal
emulator. TELNET allows you to log in to a remote host from
your personal computer and work as if you were on a directly
connected terminal. TELNET offers features of the following
terminal emulation types: ANSI-standard X3.64, Heath-19,
and DEC VT52.

This chapter assumes that you have installed and configured
Locus TCP/IP For DOS as described in Chapter 2, that you
have an account on a remote host, and that you have a HOSTS
file on your personal computer that lists your computer and the
available hosts on your network.

Getting Started With TELNET

TELNET is simple to use. To start a TELNET session and
contact a remote host, type the following at the DOS C>
prompt:

telnet burmese

where burmese is the name of the remote host you want to log
in to.

After you opcn a TELNET scssion, information similar to the
following appears at the bottom of your screen:

[ansi  Mon Aug 02 16:20 Eacape char: "] burmasel

This is the TELNET status line. The left-most field indicates
the type of emulation requested, in this case ANSI-standard
X3.64, which is the default. The second field displays the date
and time, the third ficld displays the escape character in quotes

© 1988, 1989, 1990 Locus Computing Corporation 33



accessing your network with telnet
(in this case CTRL-]), and the last field displays the name of
the remote host, burmese.

This information stays at the bottom of your screen until you
exit TELNET. )

Once TELNET has established a connection to the remote
host, burmese, you are prompted to log in to burmese.

If a password is required, burmese prompts you for it as well.
After you log in to the remote host, you can work as though
you were directly connected via a terminal. You can create
files, remove files, edit files, and send and receive mail on the
remote host. -

There are two ways to exit TELNET:

+ Log out at the remote host prompt and press ENTER,
which exits TELNET and displays the following message:

telnet: - connection closed
before returning you to the DOS prompt.
- or
* Press
CTRL-]
at the réinote host prompt which returns you to TELNET
command mode, indicated by the Locus telnet>

prompt.

At the TELNET prompt, type bye. This returns you to
DOS.

© 1988, 1989, 1990 Locus Computing Corporation
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accessing your network with telnet

Using TELNET Commands: A Sample Session

The previous section explained the TELNET status line,
showed you how to start a TELNET session, how to log on to
a remotc host, and how 10 exit a TELNET session.

This section shows you how to use some of the commands to
TELNET. You can only use the TELNET commands at the
Locus telnet> prompt. These commands let you specify
a different type of terminal emulation, set the escape character
to be something other than CTRL-], close your current
connection to a remote host and open a new session, and exit
TELNET. ‘ -

When you make any of these modifications, the TELNET
status linc reflects those changes.

The following sample session illustrates how Dick, our sample
. user, uscs TELNET. Dick has Locus TCP/IP For DOS loaded
on his IBM PC-compatible personal computer, which is
running PC-DOS, Version 3.3. Dick decides to connect to
stamese, which is onc of the UNIX hosts on his nctwork.

At the DOS prompt, Dick types:
telnet

The status line appcars at the bottom of the screen, and he sees
the TELNET prompt. To connect to siamese, Dick types:

connect siamese
at the TELNET prompt. When siamese prompts him, Dick
logs in.

© 1988, 1989, 1990 Locus Computing Corporation 3-5
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Emulation Options

Dick’s status line indicates that he is using ANSI-standard
X3.64 emulation, and he wants to change it to Heath-19
emulation. Dick has to be at the TELNET prompt to do this.
So, at the UNIX prompt, he presses CTRL-] to leave UNIX
and return to the Locus Telnet> prompt.

At the TELNET prémpt Dick types:
h19

and presses ENTER. TELNET returns him to the UNIX
prompt and indicates the change on the status line as follows:

[h19  Mon Aug 02 16:20 Escape char: "} ° burmese]

~ Because Dick is using the UNIX system, he has to set the
UNIX TERM environment variable to identify the terminal
type to the host. To do this, at the UNTX Boume shell prompt
Dick types:

TERM=h19
export TERM

. The options to change TELNET emulation are as follows:
ANSI ANSI-standard X3.64 (the dcfault)
VT52 DEC VT52 terminal emulation

H19 Heath-19 terminal emulation

3-6 © 1988, 1989, 1990 Locus Computing Corporation
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Changing The Escape Character

The escape character, listed in the third field of the status line,
lets you return to the TELNET prompt without closing your
login session on the remote host.

Dick decides he doesn't like using the default CTRL-} escape
scquence because he has to use both hands to do it, so he
decides to change it to CTRL-R.

First he escapes to the TELNET prompt by pressing CTRL-].
When he gets the TELNET prompt, he types escape, then
precsscs ENTER. Now he presses CTRL-R and then presses
ENTER again. TELNET lets him know the change has been
successful:

Escape character is ' "R’

Dick’s status line indicates the change 'as well. Dick is
returncd to the UNIX prompt.

Now when Dick wants to retumn to the TELNET prompt, he
can press CTRL-R.

Starting A Temporary DOS Shell

TELNET allows users to temporarily suspend a TELNET
session and return to the DOS prompt.

To do this, Dick types his new escape sequence, CTRL-R, at
the UNIX prompt. which returns him to TELNET command
mode. To get to the DOS shell without terminating the
TELNET session, Dick types:

t
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presses ENTER, and he returns to the DOS prompt. While he

“is in DOS, Dick can use any DOS commands or run any DOS

programs he pleases.
When he wants to return to TELNET, he simply types: .
. exit

at the DOS prompt and presscs the ENTER key.

Summary

3-8

This chapter presented the following TELNET commands:

CONNECT Connects you to the remote host you
specify.

BYE Exits TELNET.

H19 Requests Heath-19 emulation.

ESCAPE Change;s the es;:apc character,

! Enters the DOS shell.

For a brief summary of all the TELNET commands, type
help or ? at the TELNET prompt.

For a more detailed-summary of what TELNET can do, refer
to the description of TELNET in Appendix A, Refcrence.
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Introduction

This chapter tells you how to use the FTP file transfer
program. With FTP, you can transfer single or multiple files to
and from remote hosts, transfer both ASCII and binary files
between your DOS computer and a remote host, and
temporarily suspend your FTP session.

This chapter assumes that you have installed and configured
Locus TCP/IP For DOS as described in Chapter 2, that you
have an account on a remote host, and that you have a HOSTS

file on your personal computer listing the available hosts on
your network.

Getting Started With FTP

FTP is simple to use.

1. To start FTP and connect to a remote host, type the
following at the DOS prompt:

ftp rex
where rex is the name of the host you want to contact.

Messages similar to the following appear on your screen:

Locus Computing COrporltL:an PC Fre{c) 1588, 1989

Trying ... )
220 rex FTP SBerver {(Ver. 4 Tue Aug 1l 10:17 PRT 1988) ready,

The remotc host, rex, prompts you for your user logi
name as follows: :

User:
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2. Type in your user login name and press ENTER.
The remote host prompts you for your password:

331 Password required for user_name.

Password:
¢

3. Type your password and press ENTER. When you see the
following prompts, FTP is ready to accept commands:

230 User user_name logged in.
Locus PC FTP>

Using FTP Commands

The previous section showed you how to open an FTP session
-and log in to a remole host.

This section tells you how to use some of the commands to
FTP. You canonly usc the FTP commands at the FTP prompt,
Locus PC FTP>. These commands lct you connect to a
host, change directories on your personal computer or the
remote host, transfer files between your personal computer and
a remote host, and return to DOS.

The following sample session illustrates how Suzanne, our
sample FTP user, uses this program. Suzanne has Locus
TCP/IP For DOS loaded on her IBM PC-compatible personal
computer, which is running DOS.

Suppose Suzanne starts an FTP session as described above, but
when she types ftp rex at her DOS prompt, the host she
requests, rex, is not available:

Trying ...
Connection to rex failed

© 1988, 1989, 1990 Locus Computing Corporation
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FTP returns her to the FTP prompt. She can now .use the
CONNECT command to try another host. For example:

connect burmese
tells FTP that she wants 1o try to connect to host burmese.

After Suzanne has made a successful connection, she is
prompted to log in to the remote host.

Transferring Files Between A Personal
Computer And A Remote Host

Now that she is logged in, Suzanne wants to transfer some text

ics between her personal computer and the remote host,
burmese. FTP transfers all files in ASCII text format by
default. Since Suzanne wants to transfer text files, the default
mode works finc for her.

If Suzanne wants to transfer executable programs, image files,
or other special nontext files, she would have to specify binary
transfer mode. For more information on FTP's file transfer
modes, refer to the description of "FTP in Appendix A,
Rclerence.

To transfer a file from her local directory to the remote host,
Suzanne types:

put taxes89.txt ‘
This copies TAXES89.TXT onto the remote host and gives it
the same name as it has on Suzanne’s local personal computer.

To give it a different name, Suzanne types:

put taxes89.txt fed.taxes89

© 1988, 1989, 1990 Locus Computing Corporation 4-5
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where fed.taxes89 is the new name for the file on the remote
host. The following message prints on Suzanne’s screen to let
her know the file transfer succeeded:

200 Port command okay.

150 Cpening data connaection for fed. taxesB% (xzx,x.xxx,xXXX).
226 Transfar complaete.

53595 bytes transfarred in 2 seconds (2689 bytes/s)

To copy a file from the remote host to her local drive, Suzanne
uses the FTP GET command, which uses the same syntax as
PUT. For example, to get a copy of a file called receipts from
the remote host and copy it to the local drive, she types:

get receipts

The file receipts gets copied into Suzanne's current working
directory on her personal computer.

When she wants to rename the copicd file in its new location,
she uses the same syntax as for the PUT command described
above. For example, if the file she wants to get from the
recmote host has a name that does not conform to DOS naming
conventions, she might want to rename it as she copies it, as
follows:

get receipts.back receipts.bak

Transferring Multiple Files Between A
Personal Computer And A Remote Host

Suppose Suzanne wants to copy all files on the remote host
ending with .txt on the remote host to her personal computer,
or vice versa. The MGET and MPUT commands allow her to
do this.

4-6 © 1988, 1989, 1990 Locus Computing Corporation
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The syntax for MGET and MPUT is the same as for GET and
PUT, except she cannot rename files during multiple file
transfcrs.

For example to transfer all files on her personal computer
ending with .TXT to the remote host, Suzanne types:

mput *,.txt

The *.is a wildcard character that represcnts all the other
letters in the file names.

FTP then prompts:
a(uto) p(rompt) ?

_ When Suzanne types a for "auto,"” all files'ending with .TXT
" get copicd to the remote host. When Suzanne types p for
"prompt,” FTP asks hcr to confinn each file transfer as
follows: '

put recéipts.txt {y/n)?

If the multiple file transfer is successful, messages similar to
the following appear:

200 Port command okay.

150 Opening data connection for beoat.txt (200x.x.xxx, XXXX) .
226 Transfer complete

9529 bytes saent in 4 saconda (2382 bytes/s)

200 Port command okay.

150 Opening data connection for curtaln,.txt (xxx.x.xxx, 00xx) .

226 Transfer complete .
6434 bytes sent in 3 seconda (2144 bytes/s)

For morc information on these commands, refer to Appendix
A, Reference.

© 1988, 1989, 1990 Locus Computing Corporation - 4-7

P A

- v
e
A



transferring files with ftp

Changing Directories In FTP

As soon as Suzanne has logged on to the remote host, she can
change directorics and see directory listings on both the
remote host and her local directory.

On The Remote Side

When Suzanne wants to change dircctories on the remote host,
she uses the CD command. Suppose Suzanne wants to change
from her home directory to a subdirectory called
purchases/house; she types the following at the FTP prompt:

cd purchases/house

When the command is successiul, FTP prints the following
message on Suzanne’s screen:

200 CWD cormmand okay.
Locus PC FTP>

To view the contents of purchases/house with FTP, Suzanne
types:

dir

and FTP prints the contents of purchases/house on Suzanne’s
screen:

200 Port command okay.
150 Opening data connection for /lbin.ls (9.200.89,219) ({0 bytes).

total 24
~rw-g==-r~~ 1 bin 1625 Tab 3 13:43 fabric.chair
-g-=r=--p-- 1 bin 18353 Jul 3 10:12 ed.player
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On The Local Side
While she is logged into the remote host, Suzanne can still
change dircctorics and see dircctory listings on her personal
computcr. :
For example, suppose Suzanne wants to copy a file called
RADIO.TXT on her local drive to the remote host, but
RADIO.TXT is located in a subdirectory called
ELECTRICN\TOYS. ‘
To get to ELECTRIC\TQOYS, while connected to the remote
host, Suzanne uses the LCD (local change directory) command .
as follows:

lcd electric\toys

FTP lets her know if the directory change has been successful:

FTP: Current working dir is C:\ELECTRIC\TOYS
Locus PC FTP>

To view the contents of CNELECTRICN\TOYS, she types:
ldir
To transfer RADIO. TXT to the remote host, she types:

put radio.txt

© 198l8. 1989, 1990 Locus Computing Corporation 4‘—9
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Suspending An FTP Session And Retufning
To DOS

Suzanne wants to vicw the contents of RADIO.TXT on her
local drive, but she doesn’t want to log out of her FTP session
yet. o

- To do this, she types the following at the FTP prompt:
1
and she is retumed to the DOS prompt. Now she can use the
DOS TYPE command to see the contents of the file
RADIO.TXT:
type radio.txt
To return to FTP, at the DOS prompt, she types:
exit

and presses ENTER.

Exiting FTP

To close an FTP session, Suzanne typcs:
bye

at the FTP prompt. This closes the connection to the remote
host and rcturns her to the DOS prompt.

© 1988, 1989, 1990 Locus Computing Ceorporation
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This chapter presented the following FTP commands:

Temporarily suspends the FTP session and

returns you to the DOS shell.
? Prints out brief description of FTP
commands.
BYE Closes FTP session and returns to DOS.
CD Changecs the remote directory.
DIR Lists the contents of the rcmote host
dircctory.
LCD Changes the personal computer working
directory.
LDIR Lists the contents of the personal computer
dircctory.
CONNECT Requests a connection to a remote host.
GET Gets a files from the remote host and copies
it 10 your personal computer.
PUT Copies a file from your personal computer
to the remote host.
MGET Gets multiple filcs from the remote host and
copies them to your personal computer.
MPUT Copies muliiple files from your personal
) computer to the remote host.
© 1988, 1989, 1990 Locus Computing Corporation 4-11
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|1 * Determina si el paquete ha sido fragmentaco

i * S/ 2sta fragmentado .o re-ensabla |

|

| * Pasa el catagrama a TCP
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rterrer Cortret Message Pratecs:

]

| * Brinca informacicn ce rutec y Ietecsion te arraras
* Utlizade para infermar al mcaulo 2e P acer=a 2@

, * Pacueles Jue NQ £icanza su Zesiing
* Ruleadores incacaces de anviar |0s paguates
* Rut2adores que pueden enviar [0S paquetas por
rutas mas conas
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* Encuentra la direczicn Ethernet (MAC) para una
determinada direcz:.cn P '

*Verfica en cac e acal
* Emite un broagcast si la direccidn no esta en el
cache :

B

ARP

Addaress Resclution Pratgcol
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"RARP

Reverse Aacrass Resciution Pratscs

*Encuentraia direcc:cr (P rara una Jetermirada
cireczion E:nernet (MAC.

"' 3Qceracion se “23nz3 a 'raves de ur Jrcadcast
" sereguiere ge un scracese ae serviacr RARP por
caca red ’

¥
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IP: Internat Protocol
Qireccioramianto Inter-Red

* Una Inter-red (interret; esta formada oor una
s0lecsion de reges .naividuales. unigas por ruteadores.
a veces llamagdos Gateways ‘

114
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Ruteo de P

“intercamegiar 2ntre Jiscesilives gereraimeante "cuters;
)nfcrmac:on 3cerca 2e 3as redes que tonecian

* Frotzcoles Imtraccmunio

* Proiccslos inter2cming
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ﬁutoo de IP

Tacig 38 Auten Tipa om Fie0
Jesnng u-l.le Sesting I gway
9212 st 19123 'l
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Protocoio RIP

*Es .0 orgicesio fe roten simoie

* Caca ruteador ‘rarsmite @l c2sto y & Jiracicn
2esuro 3 sus vecncs

T Ex'sten 2cs LOGs 2e caquetes
Sahicitug (reguest)
RespuestaiRespcnse)
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Protocolo RIP

Formato gde pacquete

| izTango

EO-1,}

rasarvago

qantificacion 3¢
irRcson 3¢ ‘armng

Cireczign

Tetnca
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Protocoto OSPF

Cpen Shartest Patn Forst

* Prateccio no orepietario
* Divice 1as reges en
Area
Sisterma Autorcmo
Sistema Gicbal
* Sistema Ze segurigac paraia 2rcpagacion ce las
rutas cisponitles
* Uso ce aiferentes 1pos de metricas .
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Protocolo OSPF

Cwisicres 2 caris.cres
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Protocolo OSPF

Prcpagacion de las rutas

cbte

area

e
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Protocoio OSPF |
T £2s 1e paquetss 2@ propagacien Je rulas

*T.cc ' Routing Lirk Adverusement

=

* T.ca 2. Network Links Advertisement
* T.o¢ 3 Network Sumary Link Advertiszment

_*Toc 4 AS Boundary Routerssuriary Link
Advertisement -

* Tipo 5. AS Exernal Link Advertisement
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Protocolo EGP

External Gateway Pratocot

* Fue uno de los orimeros crotocoles
* Tres funciones 0 aspectos
Adquisicidn de Vecinas
Confirmacian de Vecines
Informacién de Ruteo
* No funciona con eniaces redundantes '
* No se inciuye metrica en la nfermacion
* Permite que en ura lan un s¢io router transmita |a
informacion a el/los routers de Stros dominios
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i Nivel 4, Protocolos de Transporte

(g h - -
=l nive| de transperie prevee 3 yna maguina 2on

icnex:ones ouMto a punto ingecendientas Ze ia subred y
arvicios de transaccion ’

Provee entaces confiatles y eficientes ertre precescs
Forma en conjunto 2on '¢s niveles infenores una
rccusta piataforma de ccmuricac.ones
Realiza 10s eniaces virtuaies
T ene dos pProtozolos principaies

TCP

ubP
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Protocolo TCP
Transmision Cantrol Frotocal

ASIGN3cion le ~umeros de puens para ransmusion 38 datos
Reconocimients 1o Dalgs recibidos

Requiacicn Jer “uj0 da datos

Cwvision ce c¢s mensajes en datagramas

Venficacion de os datagramas

Administrac:én
Estabiec.miento
Mantenimerio
Terminaccn
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> Protocoio UOP
|
]

: ~ser Zatagram S-ciccol

; .

.UCP onnga se~vi¢.3 Je Jatagramas a i0s orogramas el usuano

:No garantiza una ‘ransferencia confiaole e 103 Jaics

"Saviai<ecibe 1a12s sin capacidad ge retransmision

Supone que 13 achzacion de mas ailo nivei reanza a .3hdac:on

“Lhilkizade por

: “F3 iNetworx File System)

! SNMP

TEP
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| ) Nivel 5.7, Sesion-Aplicacion |
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Protocolo Teinet

Pretecolo de Access Remctc e interacive e terminal
Brinda una csrexidn vinual a Nodos “emates
Parmite 3 :05 JSUAras accesar nodos remaics Camo

sy fueran terminaies Fisicamente CIreglacas ael
Host
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Protocolo Teinet
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Protocolo Telnet

R

Eemgio

Teiret>coen apcile?
Tryirg. ocen

Ccrrecteg ‘o spoiio?
£scace Character 's ) |

i ,
Usermame'
Password: /
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L . C

Protocoio Teinet nd

Comardes E

@n Conectarse 3 un host \ 5
close Cerrar sesicn actual - 5
escape Defirir caracter de ascape D‘
exit Fin qe teinet %
local echo  Cambio de eco (Encendido. al
apagado) C.
status Informacidn ce cada sesion l CJ

? Ayuda ! C.
\_ | | 2
[l

: c

C
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Protocoio FTP

;
‘ Fie Transfer Pratccal

‘* FTP permite el envio y recepcicn <e unc ¢ mas
|kaurchwc:s en forma interacuva

i‘ Soporta formates de arcnivo an ASCHL Binano y
E8COIC

;' Modo de transmisidn “Stream’ Blogue ¢ zomprimido

N .
"+ Permite las mamipulaciones sencillas dentro de 10s
ststemas de archivos L2cales y Remotos
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Protocolo FTP

2
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Protocolo FTP
Eercio

/35 - N

" apen vaxl

Name.

<Enter PASS Camana)

i Passworg

I <yuserloggeg inn cefauit Jireciory)

"3etremotefile iocal file
*put lgcal file mewfilename
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TERUR
PROTCOLS FT12

Comandos

Interrupcion
Define modo de transferencia a ascii
l.eer un archivo en modo binario

" "Enviar un archivo en modo binario
Alarma para indicar fin de
transferencia

Termina enlace y sale

Hace el cambiao de los nombres de
- archivos locales a minusculas

Cambio de directorio remoto
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TEEUE
PROTEOLO FTP
| COMANDOS';

Chdirup Cambio de directorio en'host remoto
R al iInmediato superiqr - _

Comand file Ejecuta los comandos de ftp en batch

Directory Desplegar cc_)ntenidc; '

Delete ~  Borrarremoto

Discconect  Terminar sesion

eleielelele)elelelefelelelelelele

File Enviar Ia estructura de un archivo
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2Contral Sorechor
<antros corector
>CaMrot C arreeon
Sontrol Caorecaat
FTaMIeN S orwoon
Zomro Correcton
*Contres Conmacson

Cata conmectan
S zannectan

Protocoio FTP
Progryma Servar
Server Zonuoe

“Serner ‘ephes
<F73 avanatee
Server xcapts
< Requanl Jemyword

<Server scacty
<Server accaomn
Server Crostas
Sata orccess

<Server apers

<Serer angs 133 S ;

|

l .
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| Protocoio FTP
| Usyang Programa Ghente Programg Server
i AT 4 agem
Segrent> Zata conreciion Servar sends
-ats zannectan <asi Jata oyt .
ALK 'pceved TK>  23A conmrechor
Zata conneciic~ <Seref closes
Zata connecucn
ACK» 2aa zannecnar

Iantrar Zanmec .o «Ser.ar Jata
Process ‘A TINALES

Cata arac Term>  Zantrgl sonnechar
T g rarsier COmciMe
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Protocolo NFS

]

Nerwcork File System
* Onginado y popuiarizade per SUN Microsystems |

* Dise”ado para ser cortado faciimente 3 giferentes
sistemas cperatives

* Brinda acceso transparente a sistemas remoto de
arcnivos

* Los usuanos no necesitan saber 1a iccaligad fisica de
lcs Qiscos
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Acceso a discos rem='Is en forma transparente i
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Protocoio SMTP
Simple Mall Trarsfer Protecol

" Un 2e los protocolos mas ime.e~entaacs

* Define como transmitir mensaies antre 2 JSuarcs
* Se basa én S;':oohng par‘a el erv:0 de M'ensa|es

* Se conoce como envio de mersajes punto a punto

* Describe la estructura del mensaje y especifica el
protocolc para el intercambio de =2rreo
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Servicios e Nomcramienta

rOStS
Cantene reiacion de namores y 3.72c2ienes P sobre sada
N0go de 1a red

Name Service
LN servicio central de nomorame~3 I archiva Je nomnres
en 8l servidor e$ simuar al archive e =CST ;

comain Name 3arvice :
Sistema qescenirahizadg de nomoqm.emc

Unliza vanos arcnivos para resolver as arecciones de 1#

. Especificacion RFC 1032- 1034
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; " TCPNP Sobre X.25
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